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Abstract of the contribution:
This document gives some analysis on the key lifetime management aspect, and proposes some requirement text in the Relay security living document.
1 Introduction
Current Relay security living document does not address key/ Security Association life time management requirement and issues.
The key/ Security Association life time management should be considered regardless of  the security protection mechanism to be specified in the Un interface.
2 Security Requirement

For the AS security aspects of Un interface, the key lifetime management should be considered based on existing LTE UE AS key time management for the Uu interface. The aspects of UE data aggregation on the Un interface should be considered. The Security Association life time management for the IPsec tunnel should be considered. And all aspects of interaction between the key lifetime management and the possible security mechanism to be specified should be considered. The aspect of minimizing the effect to the ongoing service for the UE attached to the Relay-Node should be considered.　　

3 Proposal

5. Security procedures

5. X   Key lifetime management
For AS security aspects of Un interface, the key lifetime management should be considered based on existing LTE UE AS key time management for the Uu interface. The impact of UE data aggregation has on the Un interface should be considered. The Security Association life time management for the IPsec tunnel should be considered. And all aspects of interaction between the key lifetime management and the respective security mechanism to be specified should be considered. The aspect of minimizing the effect  to the ongoing service for the UE attached to the Relay-Node should be considered.　

