3GPP TSG-RAN2 Meeting #70


R2-103452
Montreal, Canada, 10th - 14th May 2010

Title:
LS on Security handling at re-establishment
Response to:
S3-100590/ R2-102747
Release:
R9/10
Work Item:

Source:
RAN2
To:
SA3
Cc:


Contact Person:
Du Zhongda <duzd@zte.com.cn>


Attachments:    

1. Overall Description:

After short discussion on the LS , RAN2 is of the opinion that RRC connection re-establishment is used to treat failure case and RAN2 assumes in typical deployments source and target cell are configured with same set of security algorithms except for limited area e.g. border of PLMN. So RRC connection re-establishment failure due to different security algorithm of source and target cell is kind of corner case. Based on this, RAN2 believe no further optimization is needed for both Rel9/10. RAN2 further points out that even in case of re-establishment reject, the recovery going via IDLE is fairly quick.
2. Actions:

To SA3:  RAN2 kindly asks SA3 to take the information above into account.
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