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2
Approval of Agenda and Meeting Objectives

The SA3 Chairman, Bengt Salin of Ericsson, opened the meeting in Lisbon and welcomed the Delegates. There were no participants who could not make it due to the air traffic problems created with the eruption of the volcano.

Mireille Pauliac gave a welcoming speech on behalf of the European Friends of 3GPP and provided some practicalities for the meeting.

S3-100400
Draft Agenda for THIS meeting





Source: WG Chairman

Decision: 

The document was approved.



3
IPR Reminder

The attention of the delegates to the meeting of this Technical Specification Group was drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of.

The delegates were asked to take note that they were thereby invited:

to investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP. 

to notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Information Statement and the Licensing declaration forms.

4
Meeting Reports

S3-100401
Report from LAST SA Plenary





Source: WG Chairman

Discussion: 

Concerning the AI from SA#47 on the sentence concerning the commercial basis of SMS, it was agreed to delete this; a contribution during the meeting will address this.

Concerning 33.919, Silke Holtmanns will take care of amending the references.

ACTION:
Amend references in 33.919 to OSA specifications as agreed by SA#47.

(action on: Silke Holtmanns (Nokia))

Decision: 

The document was noted.



S3-100402
Report from LAST SA3 Ordinary meeting





Source: WG Secretary

Decision: 

The document was approved.



5
Items for early consideration

There were no items for early consideration.
6
Reports and Liaisons from other Groups

S3-100407
LS on progress of LCLS in CT4





Source: C4-100112

Discussion: 

Ericsson suggested that the SA3 action would be to decide on whether this BSS Id provision could lead to an attack; Deutsche Telekom suggested that the attack could only come from the home network, so there would not be any risk as this attack would be unlikely and/or not that severe.

UK BERR suggested that an attack such as the one mentioned by Deutsche Telekom is going to appear in a well-known upcoming security conference, so it could be nice if protection against it could be provided.

It was decided to reply along the lines of the Deutsche Telekom position, but mentioning that it would be preferable not to send the BSS Id.

BT suggested that it has been noted that some security features might be necessary to protect some of the signaling, but no solution has yet been identified; this is an issue that SA3-LI should address.

ACTION:
It has been noted that some security features might be necessary to protect some of the SS7 signaling; a solution has to be investigated.

(action on: SA3-LI)

Decision: 

The document was replied to in S3-100585.



S3-100585
Reply to: LS on progress of LCLS in CT4





Source: current meeting

Decision: 

The document was approved.



S3-100416
LS on the Progress of the Local Call Local Switch Feasibility Study





Source: C4-100951

Decision: 

The document was noted.



S3-100418
Reply LS on the Local Call Local Switch Feasibility Study





Source: GP-100450

Decision: 

The document was noted.



S3-100602
CR to 33.919 on removal of Rel-9 OSA outdated references





33.919
  CR-0009  (Rel-9) v..





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



6.1
3GPP Working Groups

6.2
IETF

No input at this meeting.

6.3
ETSI SAGE

Peter Howard gave a quick update on the evaluation of the ZUC algorithm for LTE on behalf of his colleague Steve Babbage, who is the ETSI SAGE Chairman.

The two external evaluation teams are scheduled to deliver their reports at the end of April. However the main report editors of both teams have been hit by the recent travel restrictions, following the volcanic eruption in Iceland. Consequently, they have lost time when they should have been writing up the reports.  Steve has told them that a week's delay is OK - he would rather have a properly written report than one that has been written in great haste to meet a deadline.

Steve has had an informal summary from both teams.  One team found some errors in the analysis that accompanied the algorithm, but nothing to suggest that the algorithm is weak.  Indeed, according to that team, the algorithm has some structural similarities with another well-trusted algorithm, and they concluded that several of the strong properties of the other algorithm carry over to ZUC. The other team also found the ZUC algorithm to be strong.

On that basis, it looks likely that SAGE will be able to recommend adoption of ZUC in LTE.  

Alcatel-Lucent asked when the algorithm specs would become public. The Chairman answered that SAGE is expected to provide the algorithm specs to SA3 at the next SA3 meeting at the end of June.

6.4
GSMA

Charles Brookson presented the GSMA SG Security report: 

A5 Hacking - The December announcement at the Chaos Communication Congress that he had completed the A5/1 rainbow table had generated significant media coverage and GSMA responded to media inquiries on behalf of the industry. GSMA updated its operator briefing papers and these were widely distributed. 

Wiping of Sensitive Data from Handsets - SG preparing proposals and requirements to develop a standard solution to wipe sensitive data from mobile devices at end of life. The objective is for GSMA and DE to agree a set of test cases and recommendations on what data should be wiped and what data wiping methods should be used. Some recommendations already exist but a common set of guidelines would be useful as an aid for manufacturers.  

SA3 Member Participation in SG - More infrastructure vendor participation in SG would be appreciated to ensure vendor concerns and views are taken on board and to ensure alignment with SA3 activities. The leading device manufacturers are now engaged to very good effect. The Mobile Malware Group has also just opened membership to Associate Members so vendors are encouraged to participate in that group also. 

Next Meeting - The next SG meeting will be collocated with MAAWG (Abuse Forum) and is scheduled to take place in Barcelona on 7th and 8th June. Anyone who wishes to attend is invited to contact me. 

Items to note for the future:

- Software Only Infrastructure Algorithm Updates - SG has been working on a proposal that mobile operators should be provided with the ability to upgrade security algorithms, and perform related security configuration changes, in their radio access network through software updates without requiring hardware changes and on-site work.

- Counterfeit Device Production - SG and DE have discussed the increasing problem of counterfeit and spurious devices and it was acknowledged that this is an issue that presents a significant challenge for the industry. It has been agreed that DE and GSMA should convene a taskforce to explore this issue in greater detail with a view to proposing a range of possible countermeasures later in the year.

- Anti-Phishing Solution - SG's 2009-10 work plan contained a work item to ensure phishing does not hamper the ability of operators to communicate with customers. SG has approved a proposed set of requirements that an anti-spam solution should fulfil and it leverages the capabilities of mobile operators to protect their SMS and MMS notifications using OTA SMS technology and that could be used to digitally sign IMS communications. A paper, complete with use cases, outlining the proposal will be submitted to SA3 for further comment and consideration.

6.5
3GPP2

No input at this meeting.

6.6
OMA

No input at this meeting.

6.7
TCG

No input at this meeting.

6.8
Other Groups

No input at this meeting.

7
Work Areas

7.1
IP Multimedia Subsystem (IMS)

S3-100409
Reply LS on addition of functionality relating to SIP Digest authentication in IMS





Source: S1-100454

Decision: 

The document was noted.



S3-100422
SIP Digest without Authorization header in first REGISTER message





33.203
  CR-0177  (Rel-10) v9.3.0





Source: CableLabs

Discussion: 

Telecom Italia asked to conditionally agree on the CR, with the understanding that if CT1 cannot reach an agreement on the stage 3, then 422 will not be sent for approval to SA.

Decision: 

The document was revised to S3-100617.



S3-100617
SIP Digest without Authorization header in first REGISTER message





33.203
  CR-0177  rev 1 (-) v9.3.0





Source: CableLabs

(Replaces S3-100422)

Discussion: 

The document was conditionally agreed.

The condition is that CT1 confirms that business scenarios related to TISPAN (and currently allowed/supported by specifications, e.g. the shared IMPU) are still possible while implementing the related Stage 3.

Decision: 

The document was conditionally agreed.



S3-100510
TS 33.203 Rel-10 CR Alignment of TLS profile in Access Security with TLS profile in NDS





33.203
  CR-180  (Rel-10) v9.3.0





Source: Ericsson, ST-Ericsson

Discussion: 

Nokia Siemens Networks suggested that 33.310 would require some alignment; Ericsson agreed that if such alignment would be agreed then the CR is not necessary. This was agreed.

Decision: 

The document was withdrawn.



S3-100582
LS to 3GPP regarding Remote Access to CPNs





Source: TISPAN(10)0050r1

Discussion: 

No comments; as a reply is however needed by June 3, there will be an email discussion to provide an LS. Vesa Lehtovirta will handle the email approval.

7 May: first draft is provided;

21 May: deadline for comments on first draft;

25 May: new version is provided incorporating the comments;

28 May: final version is provided and dispatched.

Decision: 

The document was replied to in S3-100618.



S3-100618
Reply to: LS to 3GPP regarding Remote Access to CPNs





Source: current meeting

Decision: 

The document was sent for email approval.



7.1.1
Media Plane Security

S3-100415
LS on IMS media plane security





Source: C4-100701

Decision: 

The document was replied to in S3-100620.



S3-100443
Draft reply to LS from CT4 on IMS media plane security





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100620.



S3-100620
Reply to: LS on IMS media plane security





Source: SA3 (Nokia Siemens Networks)

Decision: 

The document was approved.



S3-100444
Profiling of SDES





33.328
  CR-29  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-100445
Correction of text on SDES parameters for e2ae security





33.328
  CR-30  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-100446
Correction of text on SDES parameters for e2e security





33.328
  CR-31  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-100430
TS 33.328 e2ae indications





33.328
  CR-26  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-100621.



S3-100621
TS 33.328 e2ae indications





33.328
  CR-26  rev 1 (-) v9.1.0





Source: Alcatel-Lucent

(Replaces S3-100430)

Decision: 

The document was agreed.



S3-100431
TS 33.328 Editor's Note resolution in Sub. 5.4.2





33.328
  CR-25  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was agreed.



S3-100432
TS 33.328 network impact for e2e security





33.328
  CR-27  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-100622.



S3-100622
TS 33.328 network impact for e2e security





33.328
  CR-27  rev 1 (-) v9.1.0





Source: Alcatel-Lucent

(Replaces S3-100432)

Decision: 

The document was agreed.



S3-100433
TS 33.328 abbreviations and editorial changes





33.328
  CR-28  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Discussion: 

ZTE asked for the note in 3.3 to be removed; this was agreed.

Decision: 

The document was revised to S3-100623.



S3-100623
TS 33.328 abbreviations and editorial changes





33.328
  CR-28  rev 1 (-) v9.1.0





Source: Alcatel-Lucent

(Replaces S3-100433)

Decision: 

The document was agreed.



S3-100500
Progress of draft-mattsson-mikey-ticket-03





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-100598.



S3-100598
Progress of draft-mattsson-mikey-ticket-03





Source: Ericsson, ST-Ericsson

(Replaces S3-100500)

Decision: 

The document was revised to S3-100608.



S3-100608
Progress of draft-mattsson-mikey-ticket-03





Source: Ericsson, ST-Ericsson

(Replaces S3-100598)

Decision: 

The document was noted.



S3-100503
TS 33.328 Rel-9 CR Alignment with the updated MIKEY-TICKET draft





33.328
  CR-32  (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was agreed.



S3-100504
TR 33.828 Rel-9 CR Removal of editor's notes





33.828
  CR-1  (Rel-9) v9.0.0





Source: Ericsson, ST-Ericsson

Discussion: 

e2m was changed to e2ae.

Decision: 

The document was revised to S3-100624.



S3-100624
TR 33.828 Rel-9 CR Removal of editor's notes





33.828
  CR-1  rev 1 (-) v9.0.0





Source: Ericsson, ST-Ericsson

(Replaces S3-100504)

Decision: 

The document was agreed.



S3-100530
CR TS 33.328 terminating procedure for e2ae





33.328
  CR-24  (Rel-9) v9.1.0





Source: ZTE Corporation
Discussion: 

Further discussion on the issue is necessary.

Decision: 

The document was rejected.



S3-100564
TS 33.328 Registration Procedures





33.328
  CR-XXXX  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-100625.



S3-100625
TS 33.328 Registration Procedures





33.328
  CR-0033  (-) v9.1.0





Source: Alcatel-Lucent

(Replaces S3-100564)

Decision: 

The document was agreed.



S3-100440
Rel-10 MEDIASEC WID





Source: Alcatel-Lucent, AT&T, China Unicom, Rogers

Decision: 

The document was revised to S3-100589.



S3-100589
Rel-10 MEDIASEC WID





Source: Alcatel-Lucent, AT&T, China Unicom, Rogers

(Replaces S3-100440)

Discussion: 

AT&T supported the contribution. Nokia Siemens Networks suggested that there is not a need for a TS, but there may be a need for a TR.

Huawei asked for some clarification on whether LI aspects are covered; SA3-LI clarified that no aspects on media security are covered yet.

Decision: 

The document was rejected.



S3-100544
New SID: Extended IMS media plane security features





Source: Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100599.



S3-100599
New SID: Extended IMS media plane security features





Source: Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100544)

Decision: 

The document was revised to S3-100609.



S3-100609
New SID: Extended IMS media plane security features





Source: Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100599)

Discussion: 

BT and Telecom Italia supported the contribution.

Alcatel-Lucent proposed removing the statement, which restricts to existing methods and opening to new methods. It was agreed to remove the second paragraph in clause 4.

It was also agreed to add the supporting companies from 589 to the new version.

Decision: 

The document was revised to S3-100626.



S3-100626
New SID: Extended IMS media plane security features





Source: Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks, Vodafone

(Replaces S3-100609)

Decision: 

The document was agreed.



7.1.2
Protection against Unsolicited Communications in IMS (PUCI)

S3-100543
PUCI Design Principles





Source: AT&T, China Mobile, KDDI, NEC Corporation, NTT DOCOMO, Rogers Wireless, SOFTBANK MOBILE Corp.

Discussion: 

The contribution was discussed during the offline session on PUCI and was used as input for the new WI proposal in 628.

Decision: 

The document was noted.



S3-100458
WID on PUCI





Source: NEC Corporation, AT&T, China Mobile, KDDI, NTT DOCOMO, Rogers Wireless, SOFTBANK MOBILE Corp.

Decision: 

The document was noted.



S3-100574
Comments on S3-100458 WID on PUCI





Source: Ericsson, ST-Ericsson

Discussion: 

AT&T explained that some of the design principles are already present in field.

NEC suggested there has already been a TR studying, and a further TR for clarification is not necessary.

IDC suggested that there are some new concepts that have to be studied.

Nokia Siemens Networks suggested that the usefulness of the entire approach is not clear.

Nokia suggested that there is no clear time pressure.

The Chairman proposed working on a TR and a TS in parallel; NEC agreed on this; Rogers Wireless supported having a TS and asked to construct the timescale in a way that there would be first work on the TR and then more on the TS. AT&T suggested that the work is done on the AS level, currently in the field there are (non-IMS) AS addressing these issues, utilising web services.

Nokia Siemens Networks asked if the scope is wider than IMS; Rogers Wireless replied that this is important to be defined; if the scope is to be expanded the work would be more demanding and/or challenging. NEC reminded that TISPAN is working on PUC (UC out of the IMS scope).

Decision: 

The document was noted.



S3-100505
Need for further study of PUCI





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-100513
PUCI in Release 11





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-100584
Removal of sentence on SMS related to Commercial Measures & additional Technical Measures to Protect against Bulk UC





33.937
  CR-0013  (Rel-9) v9.1.0





Source: NEC

Decision: 

The document was agreed.



S3-100628
New WI proposal on PUCI





Source: SA3 (breakout  session)

Decision: 

The document was agreed.



7.1.3
Other Common IMS Issues

7.2
Network Domain Security

7.2.1
Support for Backhaul Security

S3-100479
NDS enhancement to support backhaul security





33.310
  CR-33  rev 1 (Rel-9) v9.1.0





Source: Huawei

Discussion: 

Nokia Siemens Networks asked for a clarification to be added that this does not apply to HNB.

Vodafone asked why this note is necessary as there is the only certificate enrolment method specified in 3GPP; Huawei suggested that H(e)NB procedures could be devised and so the note could be useful in this case.

There was not enough consensus to agree the CR.

Decision: 

The document was rejected.



7.2.2
Other NDS Issues

S3-100492
Correction of explanations of abbreviations CSCF and IKEvx





33.210
  CR-28  (Rel-9) v9.0.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-100493
Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)





33.310
  CR-30  (Rel-8) v8.3.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100629.



S3-100629
Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)





33.310
  CR-30  rev 1 (-) v8.3.0





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100493)

Decision: 

The document was revised to S3-100643.



S3-100643
Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)





33.310
  CR-30  rev 2 (Rel-8) v8.3.0





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100629)

Decision: 

The document was agreed.



S3-100494
Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)





33.310
  CR-31  (Rel-9) v9.2.1





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100630.



S3-100630
Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)





33.310
  CR-31  rev 1 (-) v9.2.1





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100494)

Decision: 

The document was revised to S3-100644.



S3-100644
Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)





33.310
  CR-31  rev 2 (Rel-9) v9.2.1





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100630)

Decision: 

The document was agreed.



S3-100545
Deprecation of SHA-1 in 3GPP specifications and other changes to certificate, CRL and OCSP profiles





Source: Vodafone

Decision: 

The document was noted.



S3-100546
CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.310
  CR-34  (Rel-9) v9.2.1





Source: Vodafone

Decision: 

The document was revised to S3-100633.



S3-100633
CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.310
  CR-34  rev 1 (-) v9.2.1





Source: Vodafone

(Replaces S3-100546)

Decision: 

The document was agreed.



S3-100547
CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles





33.234
  CR-105  (Rel-9) v9.1.0





Source: Vodafone

Decision: 

The document was revised to S3-100634.



S3-100634
CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles





33.234
  CR-105  rev 1 (-) v9.1.0





Source: Vodafone

(Replaces S3-100547)

Decision: 

The document was agreed.



S3-100549
CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles





33.320
  CR-28  (Rel-9) v9.1.0





Source: Vodafone

Decision: 

The document was revised to S3-100635.



S3-100635
CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles





33.320
  CR-28  rev 1 (-) v9.1.0





Source: Vodafone

(Replaces S3-100549)

Decision: 

The document was agreed.



S3-100551
CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.220
  CR-149  (Rel-9) v9.2.0





Source: Vodafone

Decision: 

The document was revised to S3-100636.



S3-100636
CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.220
  CR-149  rev 1 (-) v9.2.0





Source: Vodafone

(Replaces S3-100551)

Decision: 

The document was agreed.



S3-100552
CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.222
  CR-10  (Rel-9) v9.0.0





Source: Vodafone

Decision: 

The document was revised to S3-100637.



S3-100637
CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.222
  CR-10  rev 1 (-) v9.0.0





Source: Vodafone

(Replaces S3-100552)

Decision: 

The document was agreed.



S3-100553
CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.221
  CR-30  (Rel-9) v9.0.0





Source: Vodafone

Decision: 

The document was revised to S3-100638.



S3-100638
CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.221
  CR-30  rev 1 (-) v9.0.0





Source: Vodafone

(Replaces S3-100553)

Decision: 

The document was agreed.



S3-100506
X.509 certificate profile alignment





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-100509
TS 33.310 Rel-10 CR X.509 Certificate profile alignment





33.310
  CR-32  (Rel-10) v9.2.1





Source: Ericsson, ST-Ericsson

Discussion: 

Member companies are asked to consider the changes in the document and express their opinion on whether MD2 has to be prohibited.

The review of the key lengths concerns not only 33.310 but the remaining mentioned specs in 506 and 545.

Decision: 

The document was revised to S3-100632.



S3-100632
TS 33.310 Rel-10 CR X.509 Certificate profile alignment





33.310
  CR-32  rev 1 (Rel-11) v9.2.1





Source: Ericsson, ST-Ericsson

(Replaces S3-100509)

Decision: 

The document was agreed.



S3-100507
TS 33.203 Rel-9 CR X.509 Certificate profile alignment





33.203
  CR-178  (Rel-9) v9.3.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was agreed.



S3-100508
TS 33.203 Rel-10 CR X.509 Certificate profile alignment





33.203
  CR-179  (Rel-10) v9.3.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-100627.



S3-100627
TS 33.203 Rel-10 CR X.509 Certificate profile alignment





33.203
  CR-179  rev 1 (Rel-12) v9.3.0





Source: Ericsson, ST-Ericsson

(Replaces S3-100508)

Decision: 

The document was agreed.



S3-100550
CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.203
  CR-181  (Rel-9) v9.3.0





Source: Vodafone

Decision: 

The document was revised to S3-100639.



S3-100639
CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles





33.203
  CR-181  rev 1 (-) v9.3.0





Source: Vodafone

(Replaces S3-100550)

Discussion: 

627 deprecates this change; there is an issue with the implementation of the CR's; MCC will try to solve this.

Decision: 

The document was agreed.



7.3
UTRAN Network Access Security

7.4
GERAN Network Access Security

7.5
GAA

7.5.1
TS 33.223 GBA Push

7.5.2
TS 33.224 GBA Push Generic Layer

7.5.3
Other GAA Issues

7.6
Multimedia Broadcast/Multicast Service (MBMS)

7.7
SAE/LTE Security

7.7.1
TS 33.401 Issues

S3-100410
Reply LS on solving the problem of PLMN mismatch in Kasme





Source: C1-100860

Decision: 

The document was noted.



S3-100541
Editorial Corrections (Rel8)





33.401
  CR-0419  (Rel-8) v8.7.0





Source: Samsung

Decision: 

The document was rejected.



S3-100542
Editorial Corrections (Rel9)





33.401
  CR-0420  (Rel-9) v9.3.1





Source: Samsung

Discussion: 

It was noted that the baseline seems to be different from the latest; a check must be performed. In addition, the WI has to be amended.

Decision: 

The document was revised to S3-100586.



S3-100586
Editorial Corrections (Rel9)





33.401
  CR-0420  rev 1 (-) v9.3.1





Source: Samsung

(Replaces S3-100542)

Decision: 

The document was agreed.



S3-100483
Context overwriting clarification in section 6.4





33.401
  CR-417  (Rel-9) v9.3.0





Source: Huawei

Discussion: 

Nokia Siemens Networks and Qualcomm did not see a need for the CR; furthermore, Qualcomm suggested that the implementation (USIM or non-volatile memory) does not need to be specified and UE could be sufficient.

Subsequently Nokia Siemens Networks provided text from the pertinent stage 3 specification and it was agreed that the CR is not necessary.

Decision: 

The document was rejected.



S3-100457
Clarifying the uplink NAS COUNT for derivation of KeNB





33.401
  CR-410  (Rel-9) v9.3.0





Source: NEC Corporation, Huawei Technologies Co., Ltd.

Discussion: 

Ericsson suggested that a check should be done on the stage 3.

Decision: 

The document was revised to S3-100640.



S3-100482
Correction on key sending in S1 HANDOVER REQUIRED message





33.401
  CR-416  (Rel-9) v9.3.0





Source: Huawei

Discussion: 

CMCC raised some concerns on the fact that security issues S1 may occur with the CR. Huawei suggested that there would be no security problems.

Ericsson suggested that the problematic sentence could be deleted.

Some offline checking has to be done.

Decision: 

The document was revised to S3-100587.



S3-100640
Clarifying the uplink NAS COUNT for derivation of KeNB





33.401
  CR-410  rev 1 (-) v9.3.1





Source: NEC Corporation, Huawei Technologies Co., Ltd.

(Replaces S3-100457)

Decision: 

The document was agreed.



S3-100587
Correction on key sending in S1 HANDOVER REQUIRED message





33.401
  CR-416  rev 1 (-) v9.3.1





Source: Huawei

(Replaces S3-100482)

Decision: 

The document was agreed.



S3-100519
Review of RRC Connection Re-establishment Security





Source: ZTE Corporation
Discussion: 

Nokia Siemens Networks agreed that the bidding down attack is not a risk, but in the past, it was avoided optimising failure procedures. It was agreed to send an LS to RAN2, asking whether it is needed in R9 or desirable in R10.

Ericsson commented that in Rel-8 and Rel-9 EEA0/1/2 must be supported by all eNBs, so this mechanism is not needed until Rel-10 and that the releases are the important part since they show that this is not needed until a new algorithm (ZUC) is obtained for Rel-10. ZTE thought that the eNBs was not required to support all EEA0/1/2 for Rel-8 and 9. Nokia Siemens Networks suggested instead that in 33.401 it is mandated that all base stations support EEA0, EEA1 and EEA2.

Decision: 

The document was endorsed.



S3-100590
LS on Review of RRC Connection Re-establishment Security





Source: SA3 (ZTE)

Decision: 

The document was approved.



S3-100481
Correction of TAU procedure after IRAT Handover to E-UTRAN





33.401
  CR-415  (Rel-9) v9.3.0





Source: HUAWEI, ZTE

Discussion: 

Ericsson suggested some modifications that were agreed; a revision was necessary.

Decision: 

The document was revised to S3-100591.



S3-100591
Correction of TAU procedure after IRAT Handover to E-UTRAN





33.401
  CR-415  rev 1 (-) v9.3.1





Source: HUAWEI, ZTE

(Replaces S3-100481)

Decision: 

The document was agreed.



S3-100484
Correction of  BEARER-ID to BEARER





33.401
  CR-418  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was revised to S3-100592.



S3-100592
Correction of  BEARER-ID to BEARER





33.401
  CR-418  rev 1 (-) v9.3.1





Source: Huawei

(Replaces S3-100484)

Decision: 

The document was agreed.



S3-100424
33.401 CR R9: Correction of Clauses B.0 and B.2.1 for emergency calls





33.401
  CR-314  rev 1 (Rel-9) v9.3.1





Source: Ericsson, ST-Ericsson

Decision: 

The document was merged in S3-100592.



S3-100480
IMEI sending clarification





33.401
  CR-414  (Rel-9) v9.3.0





Source: Huawei

Decision: 

The document was revised to S3-100593.



S3-100593
IMEI sending clarification





33.401
  CR-0414  rev 1 (-) v9.3.1





Source: Huawei

(Replaces S3-100480)

Decision: 

The document was agreed.



S3-100470
Correction for Emergency Attach (R9)





33.401
  CR-413  (Rel-9) v9.3.1





Source: Huawei

Decision: 

The document was revised to S3-100594.



S3-100594
Correction for Emergency Attach (R9)





33.401
  CR-413  rev 1 (-) v9.3.1





Source: Huawei

(Replaces S3-100470)

Decision: 

The document was agreed.



S3-100456
Emergency Context Lifetime





33.401
  CR-409  (Rel-9) v9.3.0





Source: NEC Corporation

Decision: 

The document was revised to S3-100595.



S3-100595
Emergency Context Lifetime





33.401
  CR-409  rev 1 (-) v9.3.1





Source: NEC Corporation

(Replaces S3-100456)

Decision: 

The document was agreed.



S3-100459
TAU during Emergency Call





33.401
  CR-411  (Rel-9) v9.3.0





Source: NEC Corporation

Discussion: 

Ericsson asked whether this was covered by the stage 3 specs and suggested checking that this contribution would not introduce any deviating behaviour. A check must be performed.

Subsequently it was decided that the update of 459, 641, will not be handled at this meeting and was withdrawn.

Decision: 

The document was revised to S3-100641.



S3-100641
TAU during Emergency Call





33.401
  CR-411  rev 1 (-) v9.3.0





Source: NEC Corporation

(Replaces S3-100459)

Decision: 

The document was withdrawn.



S3-100460
Uplink and Downlink NAS COUNT increment for EIA0





33.401
  CR-412  (Rel-9) v9.3.0





Source: NEC Corporation

Discussion: 

Nokia Siemens Networks asked the for some changes which were agreed to be implemented in the revision.

Decision: 

The document was revised to S3-100596.



S3-100596
Uplink and Downlink NAS COUNT increment for EIA0





33.401
  CR-412  rev 1 (-) v9.3.1





Source: NEC Corporation

(Replaces S3-100460)

Decision: 

The document was agreed.



S3-100450
Discussion paper on inconsistencies in clause 15 of TS 33.401 on emergency call handling





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-100451
Correction of text on emergency call handling





33.401
  CR-408  (Rel-9) v9.3.0





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed that the part in 15.2.2.2 will not be changed at this meeting; it was also decided that this sentence might need changes in the next meeting.

Ericsson suggested that a rewording of the changes in 15.2.1.2 concerning the PDN Connectivity request should be done; this was agreed.

Decision: 

The document was revised to S3-100597.



S3-100597
Correction of text on emergency call handling





33.401
  CR-408  rev 1 (-) v9.3.1





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100451)

Decision: 

The document was agreed.



S3-100646
LS to CT1 on SAE TAU Request





Source: SA3 (NEC)

Decision: 

The document was revised to S3-100658.



S3-100658
LS to CT1 on SAE TAU Request





Source: SA3 (NEC)

(Replaces S3-100646)

Decision: 

The document was approved.



7.7.2
TS 33.402 Issues  

S3-100423
33.402 CR R9: Addition of emergency call handling for non-3GPP access





33.402
  CR-89  (Rel-9) v9.3.0





Source: Ericsson, ST-Ericsson, Alcatel-Lucent

Discussion: 

It was decided to convert the sentence referring to the Release (13.1) to a Note.

Decision: 

The document was revised to S3-100600.



S3-100600
33.402 CR R9: Addition of emergency call handling for non-3GPP access





33.402
  CR-89  rev 1 (-) v9.3.0





Source: Ericsson, ST-Ericsson, Alcatel-Lucent

(Replaces S3-100423)

Decision: 

The document was agreed.



7.7.3
Other SAE/LTE Security Issues

7.7.3.1
Relay nodes

Nokia Siemens Networks suggested that the principle of RN was to minimize the changes, re-using existing components. There were no objections on this assumption.

The Chairman will inform the SA Plenary of the fact that RN security seems to be a cumbersome issue and might not be finalized by the September Plenary.

S3-100414
Reply LS on Architecture choice for LTE-A Relays





Source: R3-101312

Decision: 

The document was noted.



S3-100548
Alternative 2 overview for relay security living document





Source: Qualcomm Incorporated

Discussion: 

It was agreed to have an update of the relay security document, adding the pseudo CR with some modifications: the first sentence after figure 0.2 and after figure 0.3 were removed. Also, figure 0.1 will be replaced by a figure in the following contributions in this agenda item.

Decision: 

The document was approved with modifications.



S3-100601
New version of relay security living document





Source: Qualcomm Incorporated

(Replaces S3-100548)

Discussion: 

Gemalto had some issues with the occurrence of UICC appearing in the document; a contribution will be provided for the next meeting to correct this.

Sagem-Orga suggested that there is only one secure channel standardized; Nokia Siemens Networks and Qualcomm suggested that there are several secure already standardized.

The document is agreed but some editorial corrections are necessary; this will be done over the mailing list, with the following timeline:

- provision of the new version 5 May;

- deadline for comments on the new version by the 14 May;

- final version provided by 18 May.

Decision: 

The document was agreed.



S3-100656
New version of relay security living document





Source: Qualcomm Incorporated

Discussion: 

The document is agreed but some editorial corrections are necessary; this will be done over the mailing list, with the following timeline:

- provision of the new version 5 May;

- deadline for comments on the new version by the 14 May;

- final version provided by 18 May.

Decision: 

The document was sent for email approval.



S3-100448
Relay Node Security: Contribution on threats and requirements





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

CMCC asked clarification on the last sentence about RN platform providing protection; it was decided to change "eavesdropping" to "reading".

Decision: 

The document was approved with modifications.



S3-100554
Security threats with Relay Architecture





Source: Qualcomm Incorporated

Discussion: 

Telecom Italia and CMCC asked to be specified by a Note for the attacks that are only applicable to non-removable UICC's. Gemalto asked for any details of non-removable UICC's to be placed in a separate section.

Nokia Siemens Networks proposed to insert an Editor's Note instead of a Note; Telecom Italia objected that this could then be removed. Nokia Siemens Networks suggested that the threats appearing applicable to non-removable UICC's would show that the removable solution is preferable. Telecom Italia did not accept this argument.

It was proposed to add "removable" in the security assumptions, adding an Editor's Note on the fact that the applicability of the non-removable UICC is ffs. This was agreed.

Decision: 

The document was approved with modifications.



S3-100467
Relay Node Security consideration





Source: China Mobile, Ericsson

Decision: 

The document was noted.



S3-100468
pCR to Relay node security





Source: China Mobile

Discussion: 

Concerning the sentence on mitigation, it was agreed to keep three possible solutions for the time being, replacing the part on mitigation with a list of the three possible solutions: one done by physical binding, one done by logical binding and  a third unspecified mechanism not based on the other two solutions. Also, an Editor's Note on the fact that mitigation is under study is to be added. This proposal was agreed.

Decision: 

The document was approved with modifications.



S3-100573
Comments to S3-100468





Source: Gemalto, Sagem-Orga

Decision: 

The document was noted.



S3-100485
Relay Device Authentication in the Determined Architecture





Source: Huawei

Discussion: 

It was agreed to insert an Editor's Note on the fact that the need for device authentication is for further study.

Orange suggested that the assumption is made that IPsec is mandated on the Un.

It was agreed that relay device authentication is mandatory; an Editor's Note was agreed to be added on the fact that different solutions can be introduced on meeting this requirement.

Decision: 

The document was approved with modifications.



S3-100488
earlier device authentication





Source: Huawei

Decision: 

The document was noted.



S3-100486
the secure of Donor eNB





Source: Huawei

Discussion: 

There was some discussion on whether an additional level of security is necessary; Huawei suggested this is not an extremely strong requirement.

Decision: 

The document was noted.



S3-100487
Un interface function activation





Source: Huawei

Discussion: 

It was agreed to insert that the DeNB will only accept or send messages over S1/X2 with the RN after successful device authentication with the RN.

Decision: 

The document was approved with modifications.



S3-100447
Relay Node Security: Transfer of results agreed at SA3#58 to living Tdoc





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved.



S3-100501
Relays: protection of Un interface





Source: Ericsson, ST-Ericsson

Discussion: 

In 4.1 it was agreed to rephrase the second sentence to remove the part about AKA according to Qualcomm's comments.

4.2 the shall will be change into 'may'.

4.3 and 4.4 are premature to be dealt with in this meeting and will not be included.

Decision: 

The document was approved with modifications.



S3-100555
High level details of IPsec based solution for Relay Security





Source: Qualcomm Incorporated

Discussion: 

No objections or comments.

Decision: 

The document was approved.



S3-100449
Relay Node Security: residual threats on Un





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Some editorial amendments have to be applied.

Decision: 

The document was approved with modifications.



S3-100518
Proposed Supplement to  S3-100264 on RN Security





Source: ZTE Corporation, CATR

Discussion: 

ZTE asked to additionally include 2.1.1 in the contribution, with the modification that proposal 1 and the sentence before were removed.

It was also decided to remove the part on multi-hop and RN mobility, with the understanding that an assessment on verifying  that the proposed solutions are future-proof is allowed.

Decision: 

The document was approved with modifications.



S3-100556
High level relay security solution providing device and AKA binding at IKE level





Source: Qualcomm Incorporated

Discussion: 

It was agreed to replace the last sentence in the General subclause with an Editor's Note. Also, the part on mobile and multi-hop RN's is removed.

Decision: 

The document was approved with modifications.



S3-100557
High level details of relay security solution using IPsec for control plane and no UICC





Source: Qualcomm Incorporated

Discussion: 

CMCC and Telecom Italia did not support AKA on the RN. Deutsche Telekom and AT&T supported studying both solutions. Orange  wanted to notice that embedding AKA in the RN (what was proposed by Nokia Siemens Networks, Alcatel-Lucent, Qualcomm) would strongly impact the existing applications.. 

Nokia Siemens Networks pointed out that both solutions can be studied on this living document. Alcatel-Lucent supported studying both solutions.

Huawei asked to insert a phrase saying that the current 3GPP assumptions do not allow AKA in elements different from a UE.

BT reminded that other elements in 3GPP convey AKA credentials (e.g. P-CSCF) and so both solutions should be studied. Gemalto replied that the subscription Key is always only on the UICC and this is the main difference. Nokia Siemens Networks suggested that the role of the USIM is fundamentally different in this new scenario.

Vodafone supported including both scenarios in the study.

A show of hands was held, the companies that supported studying both solutions were:

Alcatel-Lucent, Nokia Siemens Networks, Qualcomm, Vodafone, AT&T , Deutsche Telekom, ZTE, Nokia, Ericsson, BT.

The companies that supported studying none of the solutions were:

Telecom Italia, Orange, Gemalto, Sagem Orga, Infineon, CMCC.

Orange asked inserting an Editor's Note on the fact that the storage of the root key in the hardware has to achieve the level of security as for a UICC. This was not agreed for this time.

Decision: 

The document was approved.



S3-100572
Comments to S3-100557





Source: Gemalto, Sagem-Orga

Decision: 

The document was approved.



S3-100558
High level details of relay security solution using enhanced AKA to include device authentication





Source: Qualcomm Incorporated

Decision: 

The document was revised to S3-100606.



S3-100606
High level details of relay security solution using enhanced AKA to include device authentication





Source: Qualcomm Incorporated

(Replaces S3-100558)

Decision: 

The document was approved.



S3-100605
LS to SA5 on Relay Node Security





Source: SA3 (ZTE)

Decision: 

The document was approved.



7.8
Security Aspects of Home (e)NodeB

S3-100408
Reply LS on H(e)NB emergency handling security requirement





Source: S1-100426

Decision: 

The document was noted.



S3-100442
Removal of location verification from MME/HeNB GW





33.320
  CR-CRNum  (Rel-9) v9.1.0





Source: Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana

Decision: 

The document was withdrawn.



S3-100562
CR 33.320: Removal of location verification from MME/HeNB GW





33.320
  CR-19  (Rel-9) v9.1.0





Source: Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana

Discussion: 

ZTE suggested removing the "or"; Qualcomm suggested that it is not clear from 25.467 that both will be involved in location verification each time. ZTE pointed out 5.2.2 and 6.1.1 in the specification. 

Nokia Siemens Networks suggested that 4.1.1 and 4.1.3 do not seem to suggest this view.

Huawei suggested that HeNB is explicitly excluded in the CR, but HeMS is left in; this should be clarified. Qualcomm agreed to do this.

Decision: 

The document was revised to S3-100610.



S3-100610
CR 33.320: Removal of location verification from MME/HeNB GW





33.320
  CR-19  rev 1 (-) v9.1.0





Source: Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana

(Replaces S3-100562)

Decision: 

The document was agreed.



S3-100472
Cleanup of unused references and abbreviations





33.320
  CR-21  (Rel-9) v9.1.0





Source: Huawei

Decision: 

The document was agreed.



S3-100473
Correction to description of H(e)NB-GW





33.320
  CR-22  (Rel-9) v9.1.0





Source: Huawei

Decision: 

The document was agreed.



S3-100474
Adding text to section 6.2





33.320
  CR-23  (Rel-9) v9.1.0





Source: Huawei

Discussion: 

Nokia Siemens Networks suggested that there cannot be speculations for other Releases; Qualcomm supported Nokia Siemens Networks' comment.

Huawei did not support voiding the clause.

The clause handling will be addressed in the next meeting.

Decision: 

The document was rejected.



S3-100475
Correction to access control mechanism for H(e)NB





33.320
  CR-24  (Rel-9) v9.1.0





Source: Huawei

Decision: 

The document was agreed.



S3-100523
Section 4.1 Editor's Note Resolution





33.320
  CR-27  rev 1 (Rel-9) v9.1.0





Source: Huawei

Discussion: 

Nokia Siemens Networks and Alcatel-Lucent did not support the CR as the RFC is not published.

CMCC suggested that referencing IETF Drafts is a common practice in SA3.

Decision: 

The document was revised to S3-100611.



S3-100611
Section 4.1 Editor's Note Resolution





33.320
  CR-27  rev 2 (-) v9.1.0





Source: Huawei

(Replaces S3-100523)

Decision: 

The document was agreed.



S3-100476
Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution





33.320
  CR-25  rev 1 (Rel-9) v9.1.0





Source: Huawei

Discussion: 

8.3.3.1 a reference is added so that the change to the HNB identity to the first change in the CR.

Decision: 

The document was revised to S3-100612.



S3-100612
Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution





33.320
  CR-25  rev 2 (-) v9.1.0





Source: Huawei, Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated

(Replaces S3-100476)

Decision: 

The document was agreed.



S3-100497
Resolution of editor's notes on HNB unique identity





33.320
  CR-19  (Rel-9) v9.1.0





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated

Decision: 

The document was merged in 612.



S3-100477
Section 8.2.2 Editor's Note Resolution





33.320
  CR-26  rev 1 (Rel-9) v9.1.0





Source: Huawei

Decision: 

The document was agreed.



S3-100499
Addition of missing shut-down requirement on loss of backhaul connection





33.320
  CR-20  (Rel-9) v9.1.0





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated

Discussion: 

Deutsche Telekom proposed referencing the requirement from SA1; Qualcomm suggested that this clause would not be appropriate to do this; Huawei suggested inserting the SA1 requirement in the Requirements clause (4.4.2); this was agreed.

A comment will be inserted to say that this requirement has also to be taken into account by  SA5 for 32.58x/59x.

Decision: 

The document was revised to S3-100613.



S3-100613
Addition of missing shut-down requirement on loss of backhaul connection





33.320
  CR-20  rev 1 (-) v9.1.0





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated

(Replaces S3-100499)

Decision: 

The document was agreed.



S3-100502
Addition of missing trust relation requirement for CA issuing H(e)NB device certificate





33.322
  CR-21  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed to rephrase 8.3.2.2 and 7.1 the text to state that the CA issuing the HeNB certificate needs to be trusted by the vendor.

Decision: 

The document was revised to S3-100614.



S3-100614
Addition of missing trust relation requirement for CA issuing H(e)NB device certificate





33.322
  CR-21  rev 1 (-) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100502)

Decision: 

The document was agreed.



S3-100478
H(e)NB WID R10





Source: Huawei

Discussion: 

CMCC supported the WI, stating that some parts of the objectives are not completely clear.

Nokia Siemens Networks suggested that the third bullet should be amended.

Qualcomm suggested that the WI is covered by features offered by 33.401; Orange suggested that mobility scenarios for HeNB are not addressed by 33.401 and the two first bullets would be important; the bullets afterwards are not coming from clear SA1 requirements; Telecom Italia supported this view.

It was proposed (Nokia Siemens Networks) to convert the WI to a BB to the existing EHNBF feature for Rel-10. Vodafone suggested that additional objectives for Rel-11 should be addressed. Telecom Italia suggested that for the time being Rel-10 should be addressed as SA1 has not produced Rel-11 requirements yet.

It was decided to address Rel-10 in the WI. The objectives will be revised according to the discussions and offline comments.

Decision: 

The document was revised to S3-100615.



S3-100615
H(e)NB WID R10





Source: Huawei

(Replaces S3-100478)

Decision: 

The document was agreed.



S3-100532
Discussion on the requirement of Emergency call of H(e)NB





Source: ZTE Corporation
Decision: 

The document was noted.



S3-100531
pCR_Complement to the emergency call of H(e)NB





Source: ZTE Corporation
Discussion: 

The contribution could not be agreed; further alignment with SA1 is necessary.

Decision: 

The document was rejected.



7.9
Security Aspects related to Network Improvements for Machine-Type Communication (NIMTC)

S3-100413
LS on latest version of TS22.368





Source: S1-100390

Decision: 

The document was noted.



S3-100420
Prioritization of NIMTC functions in Rel-10





Source: SP-100224

Discussion: 

Ericsson pointed out that among the priorities there is security, but it is not clear whether this means new security features, or security provided for the other NIMTC features.

Telecom Italia referred to 22.368, which, in the security requirements clause clarifies that NIMTC security must not be degraded compared to the security provided in non-M2M scenarios.

Decision: 

The document was noted.



S3-100489
NIMTC WID way forward proposal





Source: Huaweiï¼ŒChina Mobile, ZTE

Discussion: 

Telecom Italia suggested that the amount of material should be seen before deciding whether to produce a TR; Gemalto  suggested that the material could go in the SA2 TR.

CMCC reminded that there is only one meeting left before the end of the work for the Release.

Alcatel-Lucent asked why the decision to create a TR cannot be taken now; Telecom Italia replied that the need is not clear right now.

It was agreed  that in the next meeting it will be decided how to proceed with this issue.

Decision: 

The document was noted.



S3-100426
Skeleton for NIMTC living document





Source: InterDigital Communications, Samsung

Decision: 

The document was revised to S3-100579.



S3-100579
Skeleton for NIMTC living document





Source: InterDigital Communications, Samsung, NEC

(Replaces S3-100426)

Discussion: 

Ericsson proposed keeping a generic structure; this was agreed.

It was decided that the prioritizations would be discussed during the discussion of the scope clause of the living document.

Decision: 

The document was approved.



S3-100427
Scope for NIMTC living document





Source: InterDigital Communications, Samsung

Decision: 

The document was revised to S3-100580.



S3-100580
Scope for NIMTC living document





Source: InterDigital Communications, Samsung, NEC

(Replaces S3-100427)

Decision: 

The document was noted.



S3-100461
Scope of NIMTC security





Source: China Mobile, Alcatel-lucent, ZTE

Discussion: 

Qualcomm proposed adopting this as a scope baseline; this was agreed.

The last sentence from 580 was added.

It was agreed to change the first sentence to state that the present document describes the security aspects deriving from NIMTC.

For the first bullet it was agreed to have it replaced with the first bullet of 580, adding "identify" in the beginning. It was also added in the end of the bullet "taking into account the prioritized list in S3-100420".

Decision: 

The document was revised to S3-100616.



S3-100616
Scope of NIMTC security





Source: China Mobile, Alcatel-lucent, ZTE

(Replaces S3-100461)

Decision: 

The document was approved.



S3-100490
Scope of NIMTC security TR





Source: Huawei

Decision: 

The document was noted.



S3-100463
pCR to add M2M authentication requirements





Source: China Mobile, ZTE

Decision: 

The document was noted.



S3-100567
Comments to S3-100463





Source: InterDigital Communications

Decision: 

The document was noted.



S3-100522
NIMTC key issue for device authentication





Source: ZTE Corporation
Discussion: 

Alcatel-Lucent had a series of questions concerning the entities in the requirement. Telecom Italia suggested that such kind of requirements should also be aligned with potential SA1 requirements; Rogers Wireless supported this view.

There was not enough support for the contribution.

Decision: 

The document was noted.



S3-100465
NIMTC access authentication entities selection





Source: China Mobile, ZTE

Discussion: 

Telecom Italia suggested the contribution is out of scope.

Orange suggested that use of UDC cannot be speculated at this time.

Deutsche Telekom suggested that this contribution would not provide additional security and the decision should be taken by SA2; SA3 should then study if the solution leads to reduced security. Rogers Wireless supported Deutsche Telekom.

Ericsson could not see the relation with UDC.

There was not enough support for the contribution.

Decision: 

The document was noted.



S3-100412
LS on Machine Type Communications Feature Secure Connection





Source: S1-100385

Discussion: 

It was observed that GBA could be proposed as one of the potential solutions. Alcatel-Lucent suggested that there is a contradiction with 22.368. Gemalto found that the LS is additional guidance. Nokia Siemens Networks supported this view. The Chairman suggested that based on LS, SA3 should exclude any non-UICC based solution

Decision: 

The document was noted.



S3-100566
Authentication operations in MTC communications





Source: Alcatel-Lucent

Discussion: 

Telecom Italia stated that the secure connection is not in the priority list for Rel-10. Also, Telecom Italia stated that it is not clear how SA2 will address the related requirement.

The Chairman acknowledged CMCC's comment that there is a dependency from SA2 progress to proceed on the security work; one option could be to send an LS to SA2 on this.

Rogers Wireless suggested that SA3 should stay within the scope of the NIMTC WI and focus on these aspects. Sagem-Orga supported this view.

Alcatel-Lucent suggested that it is in the remit of SA3 to perform threat analysis; Telecom Italia suggested that there cannot be contributions for the NIMTC living document that are out of the WI scope.

Nokia Siemens Networks suggested that if SA3 feels confident that they can address the prioritized issues, along with other issues, then there would be no issue in doing this.

Decision: 

The document was noted.



S3-100569
Comments to S3-100566





Source: InterDigital Communications

Decision: 

The document was noted.



S3-100464
pCR to add M2M confidential and integrity requirements





Source: China Mobile, ZTE

Discussion: 

Telecom Italia stated that the contribution is not in the priority list for Rel-10. Ericsson and Orange had similar comments.

Decision: 

The document was noted.



S3-100520
NIMTC-MTC device registration and configuration with 3gpp network





Source: ZTE Corporation
Discussion: 

Alcatel-Lucent suggested the contribution is not related to security.

Nokia Siemens Networks observed that the term registration is related to UE's

Decision: 

The document was noted.



S3-100528
NIMTC key issue for SMS





Source: ZTE Corporation
Discussion: 

Rogers Wireless observed the use of SMS would be inappropriate. Orange suggested that the SMS would then be considered as the application layer and then it would be out of scope. Telecom Italia supported this view.

Alcatel-Lucent suggested that the purpose of the SA3 work is to enable security for the MTC device, unit and the hardware; the Chairman suggested the key management would be in the scope.

There could be no agreement on the contribution.

Decision: 

The document was noted.



S3-100571
NIMTC privacy





Source: China Mobile, ZTE, IDCC

Discussion: 

There were concerns about the contribution.

Decision: 

The document was noted.



S3-100428
MTC monitoring key issue for NIMTC living document





Source: InterDigital Communications

Discussion: 

Alcatel-Lucent pointed out that in the scenario of threat two no message can be sent.

Nokia raised some concerns on the alarms to be sent being too many in such a scenario.

Decision: 

The document was noted.



S3-100429
Low mobility key issue for NIMTC living document





Source: InterDigital Communications

Discussion: 

Rogers Wireless suggested that these requirements are not needed.

Alcatel-Lucent suggested that requirements 2-3 would not be necessary. Telecom Italia suggested that there should be a reference to the scope of the work item; even if low mobility is part of the priority list, there is no clear reference to the scope of the WI.

Decision: 

The document was noted.



S3-100437
Living Document on Security Aspects of Network Improvements for Machine-Type Communication





Source: Alcatel-Lucent

Discussion: 

Telecom Italia suggested that SA1 is not considering MTC groups. Qualcomm proposed that, as there is at least one SA1 document that SA3 needs to align to, the pseudo CR should be accepted.

It was agreed to rephrase the change to "one or more".

Telecom Italia was the only company opposed to the approval of the pseudo.

Decision: 

The document was approved with modifications.



S3-100466
M2M group authentication





Source: China Mobile, Huawei, InterDigital,alcatel-lucentï¼ŒZTE

Discussion: 

Alcatel-Lucent and Qualcomm asked for the second bullet to be removed; this was agreed. Orange suggested that it is premature to develop such requirements.

Nokia Siemens Networks asked what layer the MTC system is at; IDC suggested that this is the access layer.

Rogers Wireless pointed out that the system architecture is not known and this issue would be relevant to SA2.

Alcatel-Lucent suggested that the MTC group would be a group of devices that adhere to the group by authentication with reduced signaling.

Telecom Italia  suggested that SA2 at present do not have solutions on the subject.

Decision: 

The document was noted.



S3-100491
Requirements of NIMTC security





Source: Huawei, China Mobile

Decision: 

The document was noted.



S3-100525
NIMTC key issue for master MTC device





Source: ZTE Corporation
Decision: 

The document was noted.



S3-100529
NIMTC-proposed security requirements for Group based optimisation





Source: ZTE Corporation
Discussion: 

Deutsche Telekom asked whether this is different from device management; ZTE replied this is device management.

Rogers Wireless would prefer this to be done on a group basis.

Decision: 

The document was noted.



S3-100455
MTC Feature Secure Connection





Source: KPN

Decision: 

The document was noted.



S3-100521
NIMTC-MTC device registration and configuration with MTC server





Source: ZTE Corporation
Decision: 

The document was noted.



S3-100526
NIMTC key issue for MTC server push





Source: ZTE Corporation
Decision: 

The document was noted.



S3-100511
MTC Feature Secure Connection





Source: Gemalto, Sagem-Orga

Discussion: 

Alcatel-Lucent suggested that the subject could be out of scope.

Telecom Italia suggested that the discussion should take place in SA2.

Decision: 

The document was noted.



S3-100512
MTC Feature Secure Connection : Draft Reply LS





Source: Gemalto, Sagem-Orga

Decision: 

The document was noted.



S3-100454
Security of MTC Feature 'Offline Small Data Transmissions'





Source: KPN

Discussion: 

Alcatel-Lucent asked how the vector is initialized; KPN replied that there are several ways to achieve this.

There were more concerns and an agreement could not be reached.

Decision: 

The document was noted.



S3-100524
NIMTC key issue for Low Data Usage





Source: ZTE Corporation
Decision: 

The document was revised to S3-100607.



S3-100607
NIMTC key issue for Low Data Usage





Source: ZTE Corporation, Chine Unicom, China Mobile

(Replaces S3-100524)

Decision: 

The document was noted.



S3-100462
M2M privacy protection





Source: China Mobile, Alcaltel-lucent, ZTE

Decision: 

The document was withdrawn.



S3-100642
New version of the NIMTC living document





Source: Samsung

Decision: 

The document was agreed.



7.10
Other areas

S3-100411
Reply LS on Use of EAP Method Specific Identity Requests in 3G-WLAN interworking (S3-100258)





Source: C1-100862

Decision: 

The document was noted.



S3-100417
Reply LS on security and authentication in UDC





Source: C4-100917

Decision: 

The document was replied to in S3-100648.



S3-100469
UDC security requirement





Source: China Mobile

Decision: 

The document was noted.



S3-100539
Way forward for UDC security





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-100453
Draft reply to LS from CT4 in security and authentication in UDC





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

CMCC suggested that the operator and the vendor should have some time to choose which algorithm to deploy. Also, the data to be encrypted should be up to the operator; Nokia Siemens Networks suggested that this is not the intention.

Vodafone stated that the operator should be able to protect the data.

Orange suggested that as the solution would be running in the home environment, the operator should be able to use a proprietary algorithm, although having an example is good. Also, Orange suggested that a request for the key should be encrypted; Alcatel-Lucent replied that this is not necessary and only the key in the reply should be encrypted.

Ericsson asked what would be the problem in having a common algorithm; Nokia Siemens Networks suggested that this leaves freedom to vendors and operators to choose what they think is best.

Telecom Italia and CMCC asked that two standardized algorithms should be present. Deutsche Telekom replied that the experience from having two in LTE shows that there has to be a choice of one algorithm in any case.

AT&T suggested there should be one default algorithm. Telecom Italia replied that having two algorithms could help in disaster recovery. Orange suggested that CT4 should specify a mandatory algorithm and also make mandatory to support another algorithm; Vodafone suggested that operators may want to choose another proprietary algorithm so the standard should just provide an example algorithm.

It was decided as a way forward to choose one mandatory algorithm; Telecom Italia asked what contingency this would bring; it was replied that this is up to the operator to do so implementing a second algorithm.

The algorithms to be mandated was proposed to be AES; Orange suggested that it should be specified what mode then. Nokia Siemens Networks suggested that the reply LS can mention AES and the rest can be specified later.

Decision: 

The document was revised to S3-100648.



S3-100452
Use of EAP Request/AKA Identity message





33.234
  CR-90  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was withdrawn.



S3-100561
Use of EAP Request/AKA Identity message





33.234
  CR-104  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-100648
Reply to: Reply LS on security and authentication in UDC





Source: SA3 (Nokia Siemens Networks)

Decision: 

The document was approved.



8
Studies

8.1
Remote Provisioning and Change of Subscription for M2M Equipment

S3-100405
Use Cases analysis corrections





33.812
  CR-0019  (Rel-9) v9.1.0





Source: Nokia Corporation, Nokia Siemens Networks, Ericsson, ST-Ericsson

Discussion: 

The change is not needed as the preferred way is to delete the Editor's Note (see 434).

Decision: 

The document was rejected.



S3-100568
Comments to S3-100405





Source: InterDigital Communications

Discussion: 

It was agreed to remove the Editor's Note.

Decision: 

The document was noted.



S3-100434
TR 33.812 Use case analysis changes





33.812
  CR-21  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was agreed.



S3-100435
TR 33.812 Network architecture





33.812
  CR-20  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was agreed.



S3-100436
TR 33.812 Requirements





33.812
  CR-22  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-100649.



S3-100649
TR 33.812 Requirements





33.812
  CR-22  rev 1 (-) v9.1.0





Source: Alcatel-Lucent

(Replaces S3-100436)

Decision: 

The document was agreed.



S3-100565
TR 33.812 Redundant text removal





33.812
  CR-XXXX  (Rel-9) v9.1.0





Source: Alcatel-Lucent

Discussion: 

Nokia did not want to re-open scope discussions. Gemalto, Orange and Telecom Italia supported this view.

Concerning the last change, there was some discussion on what is trustworthy.

Decision: 

The document was rejected.



8.2
UTRAN Key Management Enhancements

It was agreed to insert the three proposals presented in this meeting in the TR and proceed with analysis for the next meeting.

S3-100495
UTRAN key hierarchy correction





Source: Ericsson, ST-Ericsson

Discussion: 

Qualcomm and ZTE suggested that some formatting modifications would be necessary; this was agreed.

An Editor's Note was agreed to be inserted as outcome of the discussion of 496.

Decision: 

The document was approved.



S3-100498
UKH: Keeping track of updated peers





Source: Ericsson, ST-Ericsson

Decision: 

The document was approved.



S3-100514
UKH-the name of KASMEU to KRNC





Source: ZTE Corporation
Decision: 

The document was revised to S3-100619.



S3-100619
UKH-the name of KASMEU to KRNC





Source: ZTE Corporation
(Replaces S3-100514)

Discussion: 

It was observed that there would still be a higher level key called K_ASMEU in the proposal from Qualcomm.

Decision: 

The document was approved.



S3-100515
UKH-Key Change during SRNS Relocation





Source: ZTE Corporation
Decision: 

The document was approved.



S3-100516
UKH-Key Change in Idle mode mobility





Source: ZTE Corporation
Decision: 

The document was revised to S3-100603.



S3-100603
UKH-Key Change in Idle mode mobility





Source: ZTE Corporation
(Replaces S3-100516)

Decision: 

The document was approved.



S3-100517
UKH-Key Hierarchy





Source: ZTE Corporation
Decision: 

The document was revised to S3-100604.



S3-100604
UKH-Key Hierarchy





Source: ZTE Corporation
(Replaces S3-100517)

Decision: 

The document was approved.



S3-100559
Re-visiting the desired security properties in UTRAN Key Hierarchy





Source: Qualcomm Incorporated

Decision: 

The document was approved.



S3-100496
Use of FRESH in the enhanced UTRAN key hierarchy





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-100560
Proposed solution for CN and RAN key separation in UTRAN KH





Source: Qualcomm Incorporated

Decision: 

The document was approved.



S3-100650
New version of UKH TR





Source: Ericsson, ST-Ericsson

Discussion: 

Timeline for the email approval:

- provision of the new version 5 May;

- deadline for comments on the new version by the 14 May;

- final version provided by 18 May.

Decision: 

The document was sent for email approval.



8.3
Extended Identity Management

S3-100406
Integration of the OpenID-based authentication with IMS





Source: ITU-T COM13-LS83-E (S3-091912)

Decision: 

The document was replied to in S3-100631.



S3-100581
Request for information regarding activities related to Digital Identity Frameworks





Source: OMA-LS_860-ARC_SEC_to_3GPP_SA3_with_Digital_Identity_Frameworks_request-20100413-A

Decision: 

The document was replied to in S3-100652.



S3-100652
Reply to: Request for information regarding activities related to Digital Identity Frameworks





Source: current meeting (Nokia)

Decision: 

The document was approved.



S3-100439
Response LS to ITU-T Q.16/13 on Integration of the OpenID-based authentication with IMS





Source: Alcatel-Lucent

Decision: 

The document was noted.



S3-100425
Draft LS answer to ITU LS S3-091912





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100631.



S3-100631
 LS answer to ITU LS S3-091912





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100425)

Decision: 

The document was approved.



S3-100404
Combined interworking problems





33.924
  CR-0010  (Rel-9) v9.1.1





Source: China Mobile, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-100647.



S3-100647
Combined interworking problems





33.924
  CR-0010  rev 1 (-) v9.1.1





Source: China Mobile, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-100404)

Discussion: 

The technical content is acceptable; the CR has to be merged in 651.

Decision: 

The document was revised to S3-100651.



S3-100438
A mechanism for integration of OpenID with IMS





Source: Alcatel-Lucent, AT&T

Discussion: 

ZTE and Rogers Wireless expressed the desire to co-sign the contribution.

Decision: 

The document was noted.



S3-100441
Integration of OpenID with IMS WID





Source: Alcatel-Lucent, AT&T

Decision: 

The document was withdrawn.



S3-100533
33.924: Corrections to split terminal scenarios





Source: Ericsson, ST-Ericsson

Decision: 

The document was withdrawn.



S3-100535
33.924 CR: Correction of split terminal scenario 1





33.924
  CR-11  (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was withdrawn.



S3-100536
33.924 CR: Correction of split terminal scenario 2 and 3





33.924
  CR-12  (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was withdrawn.



S3-100537
33.924 CR: Addition of scenario 4





33.924
  CR-13  (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was withdrawn.



S3-100563
Integration of OpenID with AKA Study Item





Source: Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell

Decision: 

The document was revised to S3-100588.



S3-100588
Integration of OpenID with AKA Study Item





Source: Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell

(Replaces S3-100563)

Discussion: 

AT&T supported the WI; CMCC supported the WI as this is in a different layer than the GBA. Telecom Italia suggested that the UICC is not clearly specified to be utilized in the WI and did not support the WI; also, no SA1 requirement is driving this work.

Ericsson suggested that there should not be taken any decision that limits the business possibilities.

AT&T suggested that other possibilities than GBA should be studied.

Rogers Wireless suggested that it is necessary to have some tools to obtain extra means to compete with service providers outside the 3GPP system and supported the WI.

Vodafone suggested that GBA should be mentioned in the WI.

BT supported AT&T's position and supported the WI.

Nokia suggested there are millions of devices in the fields supporting GBA.

Rogers Wireless pointed out that the WI would provide tools to allow to the operators to compete with internet players.

Gemalto asked clarification on the AKA reference in the WI; Nokia suggested that IMS is not involved and normal 3GPP AKA is meant here.

It was decided to note the contribution as the support was evident, but there was no clear consensus; more discussion is necessary.

Decision: 

The document was revised to S3-100655.



S3-100655
Integration of OpenID with AKA Study Item





Source: Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell

(Replaces S3-100588)

Decision: 

The document was noted.



S3-100575
Update of 533: Corrections to split terminal scenarios





Source: Ericsson, ST-Ericsson, China Mobile, InterDigital Communications

Discussion: 

It was agreed to have both options in the TR; Deutsche Telekom pointed out it would be useful to understand if there is a security gain (e.g. against phishing attacks) with the Ericsson solution; Ericsson replied that both solutions are vulnerable to phishing attacks, but to different kinds. Some text to explain this could be added.

Decision: 

The document was noted.



S3-100576
Update of 535: Correction of split terminal scenario 1





33.924
  CR-11  rev 1 (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson, China Mobile, InterDigital Communications

Decision: 

The document was revised to S3-100651.



S3-100651
Update of 535: Correction of split terminal scenario 1, 2, 3





33.924
  CR-11  rev 2 (-) v9.1.0





Source: Ericsson, ST-Ericsson, China Mobile, InterDigital Communications

(Replaces S3-100576)

Decision: 

The document was agreed.



S3-100577
Update of 536: Correction of split terminal scenario 2 and 3





33.924
  CR-12  rev 1 (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson, China Mobile, InterDigital Communications

Decision: 

The document was revised to S3-100651.



S3-100578
Update of 537: Correction of split terminal scenario 4





33.924
  CR-13  rev 1 (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson, InterDigital Communications

Decision: 

The document was revised to S3-100651.



S3-100538
33.924 CR: User provided AA identifier





33.924
  CR-14  (Rel-9) v9.1.0





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-100645.



S3-100645
33.924 CR: User provided AA identifier





33.924
  CR-14  rev 1 (-) v9.1.0





Source: Ericsson, ST-Ericsson

(Replaces S3-100538)

Discussion: 

The content was agreed to be merged in the 651 CR along with the addition of a Note to address the concerns from Nokia.

Decision: 

The document was revised to S3-100651.



8.4
Other Study Areas

S3-100419
LS on Feasibility Study of TISPAN NGN Application Layer Protection for customers' devices when the UICC is not available





Source: TISPAN07(10)0028r2

Decision: 

The document was replied to in S3-100654.



S3-100583
LS to 3GPP SA3 on re-use of non-UICC credentials as a mechanism for Single Sign On to applications





Source: PTSC-2010-062

Decision: 

The document was replied to in S3-100654.



S3-100654
Reply to: LS to TISPAN and PTSC on Single Sign On to applications





Source: current meeting

Decision: 

The document was approved.



S3-100540
SSO Application Security





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Telecom Italia repeated the comment on the fact that there is not defined a 3GPP goal supporting this WI; also, the LSs from TISPAN and ATIS seem to show that other organizations have the intention to standardize their own solutions. Telecom Italia has no objection to have a common solution, however the Common IMS experience has shown that there is rather a collection of solutions with a co-existence mechanism, which might not be extremely efficient; for these reasons SA3 is not the best place to carry out this study.

Nokia Siemens Networks suggested that certain fora currently have an urgency to deliver a standardized solution on the subject; Nokia suggested that the intention is to have a TR, as it cannot be mandated to external fora to handle issues in some way.

Nokia Siemens Networks suggested that SA3 should take care of IMS Security issues.

It was proposed sending an LS to SA1 explaining that there was a request from other groups to initiate work on SSO and a proposed WI in SA3; also, the LS would ask for some guidance on how to proceed, illustrating the relation to IMS Security.

Decision: 

The document was noted.



S3-100653
LS to SA1 on SSO





Source: SA3 (Nokia)

Discussion: 

During the presentation of the draft LS Telecom Italia asked to be specified that the subject is not addressing MNOs; Nokia Siemens Networks suggested that it includes MNOs. AT&T suggested there is no such need for clarification. Telecom Italia did not agree with these view.

It was agreed to specify in the second bullet of the actions that the action addresses wireline common IMS users.

Decision: 

The document was approved.



9
Review and Update of Work Plan

S3-100403
SA3 WorkPlan





Source: WG Secretary

Decision: 

The document was noted.



10
Future Meeting Dates and Venues

The ETSI premises cannot for the time being host 3GPP meetings. The possible ad hoc of September is not going to be held there, but EF3 could host it.

S3-100421
SA3 Meeting Calendar





Source: WG Secretary

Decision: 

The document was revised to S3-100657.



S3-100657
SA3 Meeting Calendar





Source: WG Secretary

(Replaces S3-100421)

Discussion: 

The 2011 dates were agreed.

	Start Date
	End date
	SA3
	Host
	Location
	SA5
	Other known meetings

	24-Jan-11
	28-Jan-11
	SA3#62
	EF3
	TBD
	 
	CT WGs, TAW EU Week 3 or 4

	11-Apr-11
	15-Apr-11
	SA3#63
	CMCC
	CN
	 
	 

	11-Jul-11
	15-Jul-11
	SA3#64
	EF3
	TBD
	SA5#78?
	 

	07-Nov-11
	11-Nov-11
	SA3#65
	NAF
	TBD
	 
	CT, SA1


Concerning the ad hoc meeting in September 2010, it was agreed to have a 3 day meeting. Some Chinese companies expressed the desire to host the meeting in September; this was not agreed. EF3 will host the ad hoc meeting. The start time will be 9AM and the end time 4PM; the meeting will be from 27 to 29 of September.

Decision: 

The document was approved.



11
Any Other Business

There was no other business.
12
Close

The SA3 Chairman thanked the Delegates and the Officials for their efforts and hard work. He also thanked EF3 for hosting the meeting. The meeting was closed.

Annex A: List of contribution documents

	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	S3-100400
	Draft Agenda for THIS meeting
	WG Chairman
	approved
	-
	-

	S3-100401
	Report from LAST SA Plenary
	WG Chairman
	noted
	-
	-

	S3-100402
	Report from LAST SA3 Ordinary meeting
	WG Secretary
	approved
	-
	-

	S3-100403
	SA3 WorkPlan
	WG Secretary
	noted
	-
	-

	S3-100404
	Combined interworking problems
	China Mobile, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100647

	S3-100405
	Use Cases analysis corrections
	Nokia Corporation, Nokia Siemens Networks, Ericsson, ST-Ericsson
	rejected
	-
	-

	S3-100406
	Integration of the OpenID-based authentication with IMS
	ITU-T COM13-LS83-E (S3-091912)
	replied to
	-
	-

	S3-100407
	LS on progress of LCLS in CT4
	C4-100112
	replied to
	-
	-

	S3-100408
	Reply LS on H(e)NB emergency handling security requirement
	S1-100426
	noted
	-
	-

	S3-100409
	Reply LS on addition of functionality relating to SIP Digest authentication in IMS
	S1-100454
	noted
	-
	-

	S3-100410
	Reply LS on solving the problem of PLMN mismatch in Kasme
	C1-100860
	noted
	-
	-

	S3-100411
	Reply LS on Use of EAP Method Specific Identity Requests in 3G-WLAN interworking (S3-100258)
	C1-100862
	noted
	-
	-

	S3-100412
	LS on Machine Type Communications Feature Secure Connection
	S1-100385
	noted
	-
	-

	S3-100413
	LS on latest version of TS22.368
	S1-100390
	noted
	-
	-

	S3-100414
	Reply LS on Architecture choice for LTE-A Relays
	R3-101312
	noted
	-
	-

	S3-100415
	LS on IMS media plane security
	C4-100701
	replied to
	-
	-

	S3-100416
	LS on the Progress of the Local Call Local Switch Feasibility Study
	C4-100951
	noted
	-
	-

	S3-100417
	Reply LS on security and authentication in UDC
	C4-100917
	replied to
	-
	-

	S3-100418
	Reply LS on the Local Call Local Switch Feasibility Study
	GP-100450
	noted
	-
	-

	S3-100419
	LS on Feasibility Study of TISPAN NGN Application Layer Protection for customers' devices when the UICC is not available
	TISPAN07(10)0028r2
	replied to
	-
	-

	S3-100420
	Prioritization of NIMTC functions in Rel-10
	SP-100224
	noted
	-
	-

	S3-100421
	SA3 Meeting Calendar
	WG Secretary
	revised
	-
	S3-100657

	S3-100422
	SIP Digest without Authorization header in first REGISTER message
	CableLabs
	revised
	-
	S3-100617

	S3-100423
	33.402 CR R9: Addition of emergency call handling for non-3GPP access
	Ericsson, ST-Ericsson, Alcatel-Lucent
	revised
	-
	S3-100600

	S3-100424
	33.401 CR R9: Correction of Clauses B.0 and B.2.1 for emergency calls
	Ericsson, ST-Ericsson
	merged in S3-100592
	-
	S3-100592

	S3-100425
	Draft LS answer to ITU LS S3-091912
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100631

	S3-100426
	Skeleton for NIMTC living document
	InterDigital Communications, Samsung
	revised
	-
	S3-100579

	S3-100427
	Scope for NIMTC living document
	InterDigital Communications, Samsung
	revised
	-
	S3-100580

	S3-100428
	MTC monitoring key issue for NIMTC living document
	InterDigital Communications
	noted
	-
	-

	S3-100429
	Low mobility key issue for NIMTC living document
	InterDigital Communications
	noted
	-
	-

	S3-100430
	TS 33.328 e2ae indications
	Alcatel-Lucent
	revised
	-
	S3-100621

	S3-100431
	TS 33.328 Editor's Note resolution in Sub. 5.4.2
	Alcatel-Lucent
	agreed
	-
	-

	S3-100432
	TS 33.328 network impact for e2e security
	Alcatel-Lucent
	revised
	-
	S3-100622

	S3-100433
	TS 33.328 abbreviations and editorial changes
	Alcatel-Lucent
	revised
	-
	S3-100623

	S3-100434
	TR 33.812 Use case analysis changes
	Alcatel-Lucent
	agreed
	-
	-

	S3-100435
	TR 33.812 Network architecture
	Alcatel-Lucent
	agreed
	-
	-

	S3-100436
	TR 33.812 Requirements
	Alcatel-Lucent
	revised
	-
	S3-100649

	S3-100437
	Living Document on Security Aspects of Network Improvements for Machine-Type Communication
	Alcatel-Lucent
	approved with modifications
	-
	-

	S3-100438
	A mechanism for integration of OpenID with IMS
	Alcatel-Lucent, AT&T
	noted
	-
	-

	S3-100439
	Response LS to ITU-T Q.16/13 on Integration of the OpenID-based authentication with IMS
	Alcatel-Lucent
	noted
	-
	-

	S3-100440
	Rel-10 MEDIASEC WID
	Alcatel-Lucent, AT&T, China Unicom, Rogers
	revised
	-
	S3-100589

	S3-100441
	Integration of OpenID with IMS WID
	Alcatel-Lucent, AT&T
	withdrawn
	-
	-

	S3-100442
	Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	withdrawn
	-
	-

	S3-100443
	Draft reply to LS from CT4 on IMS media plane security
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100620

	S3-100444
	Profiling of SDES
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100445
	Correction of text on SDES parameters for e2ae security
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100446
	Correction of text on SDES parameters for e2e security
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100447
	Relay Node Security: Transfer of results agreed at SA3#58 to living Tdoc
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-100448
	Relay Node Security: Contribution on threats and requirements
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-100449
	Relay Node Security: residual threats on Un
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-100450
	Discussion paper on inconsistencies in clause 15 of TS 33.401 on emergency call handling
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-100451
	Correction of text on emergency call handling
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100597

	S3-100452
	Use of EAP Request/AKA Identity message
	Nokia Corporation, Nokia Siemens Networks
	withdrawn
	-
	-

	S3-100453
	Draft reply to LS from CT4 in security and authentication in UDC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100648

	S3-100454
	Security of MTC Feature 'Offline Small Data Transmissions'
	KPN
	noted
	-
	-

	S3-100455
	MTC Feature Secure Connection
	KPN
	noted
	-
	-

	S3-100456
	Emergency Context Lifetime
	NEC Corporation
	revised
	-
	S3-100595

	S3-100457
	Clarifying the uplink NAS COUNT for derivation of KeNB
	NEC Corporation, Huawei Technologies Co., Ltd.
	revised
	-
	S3-100640

	S3-100458
	WID on PUCI
	NEC Corporation, AT&T, China Mobile, KDDI, NTT DOCOMO, Rogers Wireless, SOFTBANK MOBILE Corp.
	noted
	-
	-

	S3-100459
	TAU during Emergency Call
	NEC Corporation
	revised
	-
	S3-100641

	S3-100460
	Uplink and Downlink NAS COUNT increment for EIA0
	NEC Corporation
	revised
	-
	S3-100596

	S3-100461
	Scope of NIMTC security
	China Mobile, Alcatel-lucent, ZTE
	revised
	-
	S3-100616

	S3-100462
	M2M privacy protection
	China Mobile, Alcaltel-lucent, ZTE
	withdrawn
	-
	-

	S3-100463
	pCR to add M2M authentication requirements
	China Mobile, ZTE
	noted
	-
	-

	S3-100464
	pCR to add M2M confidential and integrity requirements
	China Mobile, ZTE
	noted
	-
	-

	S3-100465
	NIMTC access authentication entities selection
	China Mobile, ZTE
	noted
	-
	-

	S3-100466
	M2M group authentication
	China Mobile,Huawei, InterDigital,alcatel-lucentï¼ŒZTE
	noted
	-
	-

	S3-100467
	Relay Node Security consideration
	China Mobile, Ericsson
	noted
	-
	-

	S3-100468
	pCR to Relay node security
	China Mobile
	approved with modifications
	-
	-

	S3-100469
	UDC security requirement
	China Mobile
	noted
	-
	-

	S3-100470
	Correction for Emergency Attach (R9)
	Huawei
	revised
	-
	S3-100594

	S3-100472
	Cleanup of unused references and abbreviations
	Huawei
	agreed
	-
	-

	S3-100473
	Correction to description of H(e)NB-GW
	Huawei
	agreed
	-
	-

	S3-100474
	Adding text to section 6.2
	Huawei
	rejected
	-
	-

	S3-100475
	Correction to access control mechanism for H(e)NB
	Huawei
	agreed
	-
	-

	S3-100476
	Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution
	Huawei
	revised
	-
	S3-100612

	S3-100477
	Section 8.2.2 Editor's Note Resolution
	Huawei
	agreed
	-
	-

	S3-100478
	H(e)NB WID R10
	Huawei
	revised
	-
	S3-100615

	S3-100479
	NDS enhancement to support backhaul security
	Huawei
	rejected
	-
	-

	S3-100480
	IMEI sending clarification
	Huawei
	revised
	-
	S3-100593

	S3-100481
	Correction of TAU procedure after IRAT Handover to E-UTRAN
	HUAWEI, ZTE
	revised
	-
	S3-100591

	S3-100482
	Correction on key sending in S1 HANDOVER REQUIRED message
	Huawei
	revised
	-
	S3-100587

	S3-100483
	Context overwriting clarification in section 6.4
	Huawei
	rejected
	-
	-

	S3-100484
	Correction of  BEARER-ID to BEARER
	Huawei
	revised
	-
	S3-100592

	S3-100485
	Relay Device Authentication in the Determined Architecture
	Huawei
	approved with modifications
	-
	-

	S3-100486
	the secure  of Donor eNB
	Huawei
	noted
	-
	-

	S3-100487
	Un interface function activation
	Huawei
	approved with modifications
	-
	-

	S3-100488
	earlier device authentication
	Huawei
	noted
	-
	-

	S3-100489
	NIMTC WID way forward proposal
	Huaweiï¼ŒChina Mobile, ZTE
	noted
	-
	-

	S3-100490
	Scope of NIMTC security TR
	Huawei
	noted
	-
	-

	S3-100491
	Requirements of NIMTC security
	Huawei, China Mobile
	noted
	-
	-

	S3-100492
	Correction of explanations of abbreviations CSCF and IKEvx
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100493
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100629

	S3-100494
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100630

	S3-100495
	UTRAN key hierarchy correction
	Ericsson, ST-Ericsson
	approved
	-
	-

	S3-100496
	Use of FRESH in the enhanced UTRAN key hierarchy
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-100497
	Resolution of editor's notes on HNB unique identity
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	merged in 612
	-
	-

	S3-100498
	UKH: Keeping track of updated peers
	Ericsson, ST-Ericsson
	approved
	-
	-

	S3-100499
	Addition of missing shut-down requirement on loss of backhaul connection
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	revised
	-
	S3-100613

	S3-100500
	Progress of draft-mattsson-mikey-ticket-03
	Ericsson, ST-Ericsson
	revised
	-
	S3-100598

	S3-100501
	Relays: protection of Un interface
	Ericsson, ST-Ericsson
	approved with modifications
	-
	-

	S3-100502
	Addition of missing trust relation requirement for CA issuing H(e)NB device certificate
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100614

	S3-100503
	TS 33.328 Rel-9 CR Alignment with the updated MIKEY-TICKET draft
	Ericsson, ST-Ericsson
	agreed
	-
	-

	S3-100504
	TR 33.828 Rel-9 CR Removal of editor's notes
	Ericsson, ST-Ericsson
	revised
	-
	S3-100624

	S3-100505
	Need for further study of PUCI
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-100506
	X.509 certificate profile alignment
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-100507
	TS 33.203 Rel-9 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	agreed
	-
	-

	S3-100508
	TS 33.203 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	revised
	-
	S3-100627

	S3-100509
	TS 33.310 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	revised
	-
	S3-100632

	S3-100510
	TS 33.203 Rel-10 CR Alignment of TLS profile in Access Security with TLS profile in NDS
	Ericsson, ST-Ericsson
	withdrawn
	-
	-

	S3-100511
	MTC Feature Secure Connection
	Gemalto, Sagem-Orga
	noted
	-
	-

	S3-100512
	MTC Feature Secure Connection : Draft Reply LS
	Gemalto, Sagem-Orga
	noted
	-
	-

	S3-100513
	PUCI in Release 11
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-100514
	UKH-the name of KASMEU to KRNC
	ZTE Coporation
	revised
	-
	S3-100619

	S3-100515
	UKH-Key Change during SRNS Relocation
	ZTE Coporation
	approved
	-
	-

	S3-100516
	UKH-Key Change in Idle mode mobility
	ZTE Coporation
	revised
	-
	S3-100603

	S3-100517
	UKH-Key Hierarchy
	ZTE Coporation
	revised
	-
	S3-100604

	S3-100518
	Proposed Supplement to  S3-100264 on RN Security
	ZTE Coporation, CATR
	approved with modifications
	-
	-

	S3-100519
	Review of RRC Connection Re-establishment Securty
	ZTE Coporation
	endorsed
	-
	-

	S3-100520
	NIMTC-MTC device registration and configuration with 3gpp network
	ZTE Coporation
	noted
	-
	-

	S3-100521
	NIMTC-MTC device registration and configuration with MTC server
	ZTE Coporation
	noted
	-
	-

	S3-100522
	NIMTC key issue for device authenticaton
	ZTE Coporation
	noted
	-
	-

	S3-100523
	Section 4.1 Editor's Note Resolution
	Huawei
	revised
	-
	S3-100611

	S3-100524
	NIMTC key issue for Low Data Usage
	ZTE Coporation
	revised
	-
	S3-100607

	S3-100525
	NIMTC key issue for master MTC device
	ZTE Coporation
	noted
	-
	-

	S3-100526
	NIMTC key issue for MTC server push
	ZTE Coporation
	noted
	-
	-

	S3-100528
	NIMTC key issue for SMS
	ZTE Coporation
	noted
	-
	-

	S3-100529
	NIMTC-proposed security requirements for Group based optimisation
	ZTE Coporation
	noted
	-
	-

	S3-100530
	CR TS 33.328 terminating procedure for e2ae
	ZTE Coporation
	rejected
	-
	-

	S3-100531
	pCR_Complement to the emergency call of H(e)NB
	ZTE Coporation
	rejected
	-
	-

	S3-100532
	Discussion on the requirement of Emergency call of H(e)NB
	ZTE Coporation
	noted
	-
	-

	S3-100533
	33.924: Corrections to split terminal scenarios
	Ericsson, ST-Ericsson
	withdrawn
	-
	-

	S3-100535
	33.924 CR: Correction of split terminal scenario 1
	Ericsson, ST-Ericsson
	withdrawn
	-
	-

	S3-100536
	33.924 CR: Correction of split terminal scenario 2 and 3
	Ericsson, ST-Ericsson
	withdrawn
	-
	-

	S3-100537
	33.924 CR: Addition of scenario 4
	Ericsson, ST-Ericsson
	withdrawn
	-
	-

	S3-100538
	33.924 CR: User provided AA identifier
	Ericsson, ST-Ericsson
	revised
	-
	S3-100645

	S3-100539
	Way forward for UDC security
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-100540
	SSO Application Security
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-100541
	Editorial Corrections (Rel8)
	Samsung
	rejected
	-
	-

	S3-100542
	Editorial Corrections (Rel9)
	Samsung
	revised
	-
	S3-100586

	S3-100543
	PUCI Design Principles
	AT&T, China Mobile, KDDI, NEC Corporation, NTT DOCOMO, Rogers Wireless, SOFTBANK MOBILE Corp.
	noted
	-
	-

	S3-100544
	New SID: Extended IMS media plane security features
	Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-100599

	S3-100545
	Deprecation of SHA-1 in 3GPP specifications and other changes to certificate, CRL and OCSP profiles
	Vodafone
	noted
	-
	-

	S3-100546
	CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	revised
	-
	S3-100633

	S3-100547
	CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles
	Vodafone
	revised
	-
	S3-100634

	S3-100548
	Alternative 2 overview for relay security living document
	Qualcomm Incorporated
	approved with modifications
	-
	S3-100601

	S3-100549
	CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles
	Vodafone
	revised
	-
	S3-100635

	S3-100550
	CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	revised
	-
	S3-100639

	S3-100551
	CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	revised
	-
	S3-100636

	S3-100552
	CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	revised
	-
	S3-100637

	S3-100553
	CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	revised
	-
	S3-100638

	S3-100554
	Security threats with Relay Architecture
	Qualcomm Incorporated
	approved with modifications
	-
	-

	S3-100555
	High level details of IPsec based solution for Relay Security
	Qualcomm Incorporated
	approved
	-
	-

	S3-100556
	High level relay security solution providing device and AKA binding at IKE level
	Qualcomm Incorporated
	approved with modifications
	-
	-

	S3-100557
	High level details of relay security solution using IPsec for control plane and no UICC
	Qualcomm Incorporated
	approved
	-
	-

	S3-100558
	High level details of relay security solution using enhanced AKA to include device authentication
	Qualcomm Incorporated
	revised
	-
	S3-100606

	S3-100559
	Re-visiting the desired security properties in UTRAN Key Hierarchy
	Qualcomm Incorporated
	approved
	-
	-

	S3-100560
	Proposed solution for CN and RAN key seperation in UTRAN KH
	Qualcomm Incorporated
	approved
	-
	-

	S3-100561
	Use of EAP Request/AKA Identity message
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100562
	CR 33.320: Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	revised
	-
	S3-100610

	S3-100563
	Integration of OpenID with AKA Study Item
	Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell
	revised
	-
	S3-100588

	S3-100564
	TS 33.328 Registration Procedures
	Alcatel-Lucent
	revised
	-
	S3-100625

	S3-100565
	TR 33.812 Redundant text removal
	Alcatel-Lucent
	rejected
	-
	-

	S3-100566
	Authentication operations in MTC communications
	Alcatel-Lucent
	noted
	-
	-

	S3-100567
	Comments to S3-100463
	InterDigital Communications
	noted
	-
	-

	S3-100568
	Comments to S3-100405
	InterDigital Communications
	noted
	-
	-

	S3-100569
	Comments to S3-100566
	InterDigital Communications
	noted
	-
	-

	S3-100571
	NIMTC privacy
	China Mobile, ZTE, IDCC
	noted
	-
	-

	S3-100572
	Comments to S3-100557
	Gemalto, Sagem-Orga
	approved
	-
	-

	S3-100573
	Comments to S3-100468
	Gemalto, Sagem-Orga
	noted
	-
	-

	S3-100574
	Comments on S3-100458 WID on PUCI
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-100575
	Update of 533: Corrections to split terminal scenarios
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	noted
	-
	-

	S3-100576
	Update of 535: Correction of split terminal scenario 1
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	revised
	-
	S3-100651

	S3-100577
	Update of 536: Correction of split terminal scenario 2 and 3
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	revised
	-
	S3-100651

	S3-100578
	Update of 537: Correction of split terminal scenario 4
	Ericsson, ST-Ericsson, InterDigital Communications
	revised
	-
	S3-100651

	S3-100579
	Skeleton for NIMTC living document
	InterDigital Communications, Samsung, NEC
	approved
	S3-100426
	-

	S3-100580
	Scope for NIMTC living document
	InterDigital Communications, Samsung, NEC
	noted
	S3-100427
	-

	S3-100581
	Request for information regarding activities related to Digital Identity Frameworks
	OMA-LS_860-ARC_SEC_to_3GPP_SA3_with_Digital_Identity_Frameworks_request-20100413-A
	replied to
	-
	-

	S3-100582
	LS to 3GPP regarding Remote Access to CPNs
	TISPAN(10)0050r1
	replied to
	-
	-

	S3-100583
	LS to 3GPP SA3 on re-use of non-UICC credentials as a mechanism for Single Sign On to applications
	PTSC-2010-062
	replied to
	-
	-

	S3-100584
	Removal of sentence on SMS related to Commercial Measures & additional Technical Measures to Protect against Bulk UC
	NEC
	agreed
	-
	-

	S3-100585
	Reply to: LS on progress of LCLS in CT4
	current meeting
	approved
	-
	-

	S3-100586
	Editorial Corrections (Rel9)
	Samsung
	agreed
	S3-100542
	-

	S3-100587
	Correction on key sending in S1 HANDOVER REQUIRED message
	Huawei
	agreed
	S3-100482
	-

	S3-100588
	Integration of OpenID with AKA Study Item
	Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell
	revised
	S3-100563
	S3-100655

	S3-100589
	Rel-10 MEDIASEC WID
	Alcatel-Lucent, AT&T, China Unicom, Rogers
	rejected
	S3-100440
	-

	S3-100590
	LS on Review of RRC Connection Re-establishment Securty
	SA3 (ZTE)
	approved
	-
	-

	S3-100591
	Correction of TAU procedure after IRAT Handover to E-UTRAN
	HUAWEI, ZTE
	agreed
	S3-100481
	-

	S3-100592
	Correction of  BEARER-ID to BEARER
	Huawei
	agreed
	S3-100484
	-

	S3-100593
	IMEI sending clarification
	Huawei
	agreed
	S3-100480
	-

	S3-100594
	Correction for Emergency Attach (R9)
	Huawei
	agreed
	S3-100470
	-

	S3-100595
	Emergency Context Lifetime
	NEC Corporation
	agreed
	S3-100456
	-

	S3-100596
	Uplink and Downlink NAS COUNT increment for EIA0
	NEC Corporation
	agreed
	S3-100460
	-

	S3-100597
	Correction of text on emergency call handling
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-100451
	-

	S3-100598
	Progress of draft-mattsson-mikey-ticket-03
	Ericsson, ST-Ericsson
	revised
	S3-100500
	S3-100608

	S3-100599
	New SID: Extended IMS media plane security features
	Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks
	revised
	S3-100544
	S3-100609

	S3-100600
	33.402 CR R9: Addition of emergency call handling for non-3GPP access
	Ericsson, ST-Ericsson, Alcatel-Lucent
	agreed
	S3-100423
	-

	S3-100601
	New version of relay security living document
	Qualcomm Incorporated
	agreed
	S3-100548
	-

	S3-100602
	CR to 33.919 onremoval of Rel-9 OSA outdated references
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-100603
	UKH-Key Change in Idle mode mobility
	ZTE Coporation
	approved
	S3-100516
	-

	S3-100604
	UKH-Key Hierarchy
	ZTE Coporation
	approved
	S3-100517
	-

	S3-100605
	LS to SA5 on Relay Node Security
	SA3 (ZTE)
	approved
	-
	-

	S3-100606
	High level details of relay security solution using enhanced AKA to include device authentication
	Qualcomm Incorporated
	approved
	S3-100558
	-

	S3-100607
	NIMTC key issue for Low Data Usage
	ZTE Coporation, Chine Unicom, China Mobile
	noted
	S3-100524
	-

	S3-100608
	Progress of draft-mattsson-mikey-ticket-03
	Ericsson, ST-Ericsson
	noted
	S3-100598
	-

	S3-100609
	New SID: Extended IMS media plane security features
	Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks
	revised
	S3-100599
	S3-100626

	S3-100610
	CR 33.320: Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	agreed
	S3-100562
	-

	S3-100611
	Section 4.1 Editor's Note Resolution
	Huawei
	agreed
	S3-100523
	-

	S3-100612
	Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution
	Huawei, Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	agreed
	S3-100476
	-

	S3-100613
	Addition of missing shut-down requirement on loss of backhaul connection
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	agreed
	S3-100499
	-

	S3-100614
	Addition of missing trust relation requirement for CA issuing H(e)NB device certificate
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-100502
	-

	S3-100615
	H(e)NB WID R10
	Huawei
	agreed
	S3-100478
	-

	S3-100616
	Scope of NIMTC security
	China Mobile, Alcatel-lucent, ZTE
	approved
	S3-100461
	-

	S3-100617
	SIP Digest without Authorization header in first REGISTER message
	CableLabs
	conditionally agreed
	S3-100422
	-

	S3-100618
	Reply to: LS to 3GPP regarding Remote Access to CPNs
	current meeting
	sent for email approval
	-
	-

	S3-100619
	UKH-the name of KASMEU to KRNC
	ZTE Coporation
	approved
	S3-100514
	-

	S3-100620
	Reply to: LS on IMS media plane security
	SA3 (Nokia Siemens Networks)
	approved
	-
	-

	S3-100621
	TS 33.328 e2ae indications
	Alcatel-Lucent
	agreed
	S3-100430
	-

	S3-100622
	TS 33.328 network impact for e2e security
	Alcatel-Lucent
	agreed
	S3-100432
	-

	S3-100623
	TS 33.328 abbreviations and editorial changes
	Alcatel-Lucent
	agreed
	S3-100433
	-

	S3-100624
	TR 33.828 Rel-9 CR Removal of editor's notes
	Ericsson, ST-Ericsson
	agreed
	S3-100504
	-

	S3-100625
	TS 33.328 Registration Procedures
	Alcatel-Lucent
	agreed
	S3-100564
	-

	S3-100626
	New SID: Extended IMS media plane security features
	Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks, Vodafone
	agreed
	S3-100609
	-

	S3-100627
	TS 33.203 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	agreed
	S3-100508
	-

	S3-100628
	New WI proposal on PUCI
	SA3 (breakout  session)
	agreed
	-
	-

	S3-100629
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	revised
	S3-100493
	S3-100643

	S3-100630
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	revised
	S3-100494
	S3-100644

	S3-100631
	 LS answer to ITU LS S3-091912
	Nokia Corporation, Nokia Siemens Networks
	approved
	S3-100425
	-

	S3-100632
	TS 33.310 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	agreed
	S3-100509
	-

	S3-100633
	CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	agreed
	S3-100546
	-

	S3-100634
	CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles
	Vodafone
	agreed
	S3-100547
	-

	S3-100635
	CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles
	Vodafone
	agreed
	S3-100549
	-

	S3-100636
	CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	agreed
	S3-100551
	-

	S3-100637
	CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	agreed
	S3-100552
	-

	S3-100638
	CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	agreed
	S3-100553
	-

	S3-100639
	CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	agreed
	S3-100550
	-

	S3-100640
	Clarifying the uplink NAS COUNT for derivation of KeNB
	NEC Corporation, Huawei Technologies Co., Ltd.
	agreed
	S3-100457
	-

	S3-100641
	TAU during Emergency Call
	NEC Corporation
	withdrawn
	S3-100459
	-

	S3-100642
	New version of the NIMTC living document
	Samsung
	agreed
	-
	-

	S3-100643
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-100629
	-

	S3-100644
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-100630
	-

	S3-100645
	33.924 CR: User provided AA identifier
	Ericsson, ST-Ericsson
	revised
	S3-100538
	S3-100651

	S3-100646
	LS to CT1 on SAE TAU Request
	SA3 (NEC)
	revised
	-
	S3-100658

	S3-100647
	Combined interworking problems
	China Mobile, Nokia Corporation, Nokia Siemens Networks
	revised
	S3-100404
	S3-100651

	S3-100648
	Reply to: Reply LS on security and authentication in UDC
	SA3 (Nokia Siemens Networks)
	approved
	-
	-

	S3-100649
	TR 33.812 Requirements
	Alcatel-Lucent
	agreed
	S3-100436
	-

	S3-100650
	New version of UKH TR
	Ericsson, ST-Ericsson
	sent for email approval
	-
	-

	S3-100651
	Update of 535: Correction of split terminal scenario 1, 2, 3
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	agreed
	S3-100576
	-

	S3-100652
	Reply to: Request for information regarding activities related to Digital Identity Frameworks
	current meeting (Nokia)
	approved
	-
	-

	S3-100653
	LS to SA1 on SSO
	SA3 (Nokia)
	approved
	-
	-

	S3-100654
	Reply to: LS to TISPAN and PTSC on Single Sign On to applications
	current meeting
	approved
	-
	-

	S3-100655
	Integration of OpenID with AKA Study Item
	Alcatel-Lucent, AT&T, Alcatel-Lucent Shanghai Bell
	noted
	S3-100588
	-

	S3-100656
	New version of relay security living document
	Qualcomm Incorporated
	sent for email approval
	-
	-

	S3-100657
	SA3 Meeting Calendar
	WG Secretary
	approved
	S3-100421
	-

	S3-100658
	LS to CT1 on SAE TAU Request
	SA3 (NEC)
	approved
	S3-100646
	-


Annex B: List of change requests

	Document
	Title
	Source
	Spec
	CR
	Rev
	Rel
	Cat
	WI
	Decision

	S3-100422
	SIP Digest without Authorization header in first REGISTER message
	CableLabs
	33.203
	0177
	-
	Rel-10
	B
	TEI9
	revised

	S3-100617
	SIP Digest without Authorization header in first REGISTER message
	CableLabs
	33.203
	0177
	1
	-
	B
	TEI9
	conditionally agreed

	S3-100507
	TS 33.203 Rel-9 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	33.203
	178
	-
	Rel-9
	F
	TEI9
	agreed

	S3-100508
	TS 33.203 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	33.203
	179
	-
	Rel-10
	C
	TEI10
	revised

	S3-100627
	TS 33.203 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	33.203
	179
	1
	Rel-12
	C
	TEI10
	agreed

	S3-100510
	TS 33.203 Rel-10 CR Alignment of TLS profile in Access Security with TLS profile in NDS
	Ericsson, ST-Ericsson
	33.203
	180
	-
	Rel-10
	C
	TEI10
	withdrawn

	S3-100550
	CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.203
	181
	-
	Rel-9
	C
	TEI9
	revised

	S3-100639
	CR to 33.203: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.203
	181
	1
	-
	C
	TEI9
	agreed

	S3-100492
	Correction of explanations of abbreviations CSCF and IKEvx
	Nokia Corporation, Nokia Siemens Networks
	33.210
	28
	-
	Rel-9
	F
	TEI
	agreed

	S3-100551
	CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.220
	149
	-
	Rel-9
	C
	TEI9
	revised

	S3-100636
	CR to 33.220: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.220
	149
	1
	-
	C
	TEI9
	agreed

	S3-100553
	CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.221
	30
	-
	Rel-9
	C
	TEI9
	revised

	S3-100638
	CR to 33.221: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.221
	30
	1
	-
	C
	TEI9
	agreed

	S3-100552
	CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.222
	10
	-
	Rel-9
	C
	TEI9
	revised

	S3-100637
	CR to 33.222: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.222
	10
	1
	-
	C
	TEI9
	agreed

	S3-100561
	Use of EAP Request/AKA Identity message
	Nokia Corporation, Nokia Siemens Networks
	33.234
	104
	-
	Rel-9
	F
	TEI9
	agreed

	S3-100547
	CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles
	Vodafone
	33.234
	105
	-
	Rel-9
	C
	TEI9
	revised

	S3-100634
	CR to 33.234: Deprecation of SHA-1 and other changes to certificate, CRL and OCSP profiles
	Vodafone
	33.234
	105
	1
	-
	C
	TEI9
	agreed

	S3-100452
	Use of EAP Request/AKA Identity message
	Nokia Corporation, Nokia Siemens Networks
	33.234
	90
	-
	Rel-9
	F
	TEI9
	withdrawn

	S3-100493
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	30
	-
	Rel-8
	F
	TEI
	revised

	S3-100629
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	30
	1
	-
	F
	TEI8
	revised

	S3-100643
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-8)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	30
	2
	Rel-8
	F
	TEI8
	agreed

	S3-100494
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	31
	-
	Rel-9
	A
	TEI
	revised

	S3-100630
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	31
	1
	-
	A
	TEI8
	revised

	S3-100644
	Correction of SEG CA and TLS client/server CA certificate profiles (rel-9)
	Nokia Corporation, Nokia Siemens Networks
	33.310
	31
	2
	Rel-9
	A
	TEI8
	agreed

	S3-100509
	TS 33.310 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	33.310
	32
	-
	Rel-10
	C
	TEI10
	revised

	S3-100632
	TS 33.310 Rel-10 CR X.509 Certificate profile aligment
	Ericsson, ST-Ericsson
	33.310
	32
	1
	Rel-11
	C
	TEI10
	agreed

	S3-100479
	NDS enhancement to support backhaul security
	Huawei
	33.310
	33
	1
	Rel-9
	B
	NDS_Backhaul
	rejected

	S3-100546
	CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.310
	34
	-
	Rel-9
	C
	TEI9
	revised

	S3-100633
	CR to 33.310: Deprecation of SHA-1 and other changes to certificate and CRL profiles
	Vodafone
	33.310
	34
	1
	-
	C
	TEI9
	agreed

	S3-100497
	Resolution of editor's notes on HNB unique identity
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	33.320
	19
	-
	Rel-9
	F
	EHNB-Sec
	merged in 612

	S3-100562
	CR 33.320: Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	33.320
	19
	-
	Rel-9
	F
	EHNB-Sec
	revised

	S3-100610
	CR 33.320: Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	33.320
	19
	1
	-
	F
	EHNB-Sec
	agreed

	S3-100499
	Addition of missing shut-down requirement on loss of backhaul connection
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	33.320
	20
	-
	Rel-9
	F
	EHNB-Sec
	revised

	S3-100613
	Addition of missing shut-down requirement on loss of backhaul connection
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	33.320
	20
	1
	-
	F
	EHNB-Sec
	agreed

	S3-100472
	Cleanup of unused references and abbreviations
	Huawei
	33.320
	21
	-
	Rel-9
	F
	EHNB-Sec
	agreed

	S3-100473
	Correction to description of H(e)NB-GW
	Huawei
	33.320
	22
	-
	Rel-9
	F
	EHNB-Sec
	agreed

	S3-100474
	Adding text to section 6.2
	Huawei
	33.320
	23
	-
	Rel-9
	F
	EHNB-Sec
	rejected

	S3-100475
	Correction to access control mechanism for H(e)NB
	Huawei
	33.320
	24
	-
	Rel-9
	F
	EHNB-Sec
	agreed

	S3-100476
	Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution
	Huawei
	33.320
	25
	1
	Rel-9
	F
	EHNB-Sec
	revised

	S3-100612
	Sections 7.5.2.1 and 8.3.3.1 Editor's Note Resolution
	Huawei, Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm Incorporated
	33.320
	25
	2
	-
	F
	EHNB-Sec
	agreed

	S3-100477
	Section 8.2.2 Editor's Note Resolution
	Huawei
	33.320
	26
	1
	Rel-9
	F
	EHNB-Sec
	agreed

	S3-100523
	Section 4.1 Editor's Note Resolution
	Huawei
	33.320
	27
	1
	Rel-9
	F
	EHNB-Sec
	revised

	S3-100611
	Section 4.1 Editor's Note Resolution
	Huawei
	33.320
	27
	2
	-
	F
	EHNB-Sec
	agreed

	S3-100549
	CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles
	Vodafone
	33.320
	28
	-
	Rel-9
	C
	TEI9
	revised

	S3-100635
	CR to 33.320: Deprecation of SHA-1 and other changes to CRL and OCSP profiles
	Vodafone
	33.320
	28
	1
	-
	C
	TEI9
	agreed

	S3-100442
	Removal of location verification from MME/HeNB GW
	Qualcomm Incorporated, Nokia Corporation, Nokia Siemens Networks, Airvana
	33.320
	CRNum
	-
	Rel-9
	F
	EHNB-Sec
	withdrawn

	S3-100502
	Addition of missing trust relation requirement for CA issuing H(e)NB device certificate
	Nokia Corporation, Nokia Siemens Networks
	33.322
	21
	-
	Rel-9
	F
	EHNB-Sec
	revised

	S3-100614
	Addition of missing trust relation requirement for CA issuing H(e)NB device certificate
	Nokia Corporation, Nokia Siemens Networks
	33.322
	21
	1
	-
	F
	EHNB-Sec
	agreed

	S3-100625
	TS 33.328 Registration Procedures
	Alcatel-Lucent
	33.328
	0033
	-
	-
	F
	MEDIASEC
	agreed

	S3-100530
	CR TS 33.328 terminating procedure for e2ae
	ZTE Coporation
	33.328
	24
	-
	Rel-9
	F
	MEDIASEC
	rejected

	S3-100431
	TS 33.328 Editor's Note resolution in Sub. 5.4.2
	Alcatel-Lucent
	33.328
	25
	-
	Rel-9
	F
	MEDIASEC
	agreed

	S3-100430
	TS 33.328 e2ae indications
	Alcatel-Lucent
	33.328
	26
	-
	Rel-9
	F
	MEDIASEC
	revised

	S3-100621
	TS 33.328 e2ae indications
	Alcatel-Lucent
	33.328
	26
	1
	-
	F
	MEDIASEC
	agreed

	S3-100432
	TS 33.328 network impact for e2e security
	Alcatel-Lucent
	33.328
	27
	-
	Rel-9
	F
	MEDIASEC
	revised

	S3-100622
	TS 33.328 network impact for e2e security
	Alcatel-Lucent
	33.328
	27
	1
	-
	F
	MEDIASEC
	agreed

	S3-100433
	TS 33.328 abbreviations and editorial changes
	Alcatel-Lucent
	33.328
	28
	-
	Rel-9
	F
	MEDIASEC
	revised

	S3-100623
	TS 33.328 abbreviations and editorial changes
	Alcatel-Lucent
	33.328
	28
	1
	-
	F
	MEDIASEC
	agreed

	S3-100444
	Profiling of SDES
	Nokia Corporation, Nokia Siemens Networks
	33.328
	29
	-
	Rel-9
	F
	IMSmediasec
	agreed

	S3-100445
	Correction of text on SDES parameters for e2ae security
	Nokia Corporation, Nokia Siemens Networks
	33.328
	30
	-
	Rel-9
	F
	IMSmediasec
	agreed

	S3-100446
	Correction of text on SDES parameters for e2e security
	Nokia Corporation, Nokia Siemens Networks
	33.328
	31
	-
	Rel-9
	F
	IMSmediasec
	agreed

	S3-100503
	TS 33.328 Rel-9 CR Alignment with the updated MIKEY-TICKET draft
	Ericsson, ST-Ericsson
	33.328
	32
	-
	Rel-9
	F
	MEDIASEC
	agreed

	S3-100564
	TS 33.328 Registration Procedures
	Alcatel-Lucent
	33.328
	XXXX
	-
	Rel-9
	F
	MEDIASEC
	revised

	S3-100593
	IMEI sending clarification
	Huawei
	33.401
	0414
	1
	-
	F
	TEI9
	agreed

	S3-100541
	Editorial Corrections (Rel8)
	Samsung
	33.401
	0419
	-
	Rel-8
	D
	SAES
	rejected

	S3-100542
	Editorial Corrections (Rel9)
	Samsung
	33.401
	0420
	-
	Rel-9
	D
	SAES
	revised

	S3-100586
	Editorial Corrections (Rel9)
	Samsung
	33.401
	0420
	1
	-
	D
	TEI9
	agreed

	S3-100424
	33.401 CR R9: Correction of Clauses B.0 and B.2.1 for emergency calls
	Ericsson, ST-Ericsson
	33.401
	314
	1
	Rel-9
	F
	TEI10
	merged in S3-100592

	S3-100451
	Correction of text on emergency call handling
	Nokia Corporation, Nokia Siemens Networks
	33.401
	408
	-
	Rel-9
	F
	SAES
	revised

	S3-100597
	Correction of text on emergency call handling
	Nokia Corporation, Nokia Siemens Networks
	33.401
	408
	1
	-
	F
	IMS_EMER_GPRS_EPS
	agreed

	S3-100456
	Emergency Context Lifetime
	NEC Corporation
	33.401
	409
	-
	Rel-9
	F
	SAES
	revised

	S3-100595
	Emergency Context Lifetime
	NEC Corporation
	33.401
	409
	1
	-
	F
	IMS_EMER_GPRS_EPS
	agreed

	S3-100457
	Clarifying the uplink NAS COUNT for derivation of KeNB
	NEC Corporation, Huawei Technologies Co., Ltd.
	33.401
	410
	-
	Rel-9
	F
	SAES
	revised

	S3-100640
	Clarifying the uplink NAS COUNT for derivation of KeNB
	NEC Corporation, Huawei Technologies Co., Ltd.
	33.401
	410
	1
	-
	F
	SAES
	agreed

	S3-100459
	TAU during Emergency Call
	NEC Corporation
	33.401
	411
	-
	Rel-9
	F
	SAES
	revised

	S3-100641
	TAU during Emergency Call
	NEC Corporation
	33.401
	411
	1
	-
	F
	SAES
	withdrawn

	S3-100460
	Uplink and Downlink NAS COUNT increment for EIA0
	NEC Corporation
	33.401
	412
	-
	Rel-9
	F
	SAES
	revised

	S3-100596
	Uplink and Downlink NAS COUNT increment for EIA0
	NEC Corporation
	33.401
	412
	1
	-
	F
	TEI9
	agreed

	S3-100470
	Correction for Emergency Attach (R9)
	Huawei
	33.401
	413
	-
	Rel-9
	F
	SAES
	revised

	S3-100594
	Correction for Emergency Attach (R9)
	Huawei
	33.401
	413
	1
	-
	F
	TEI9
	agreed

	S3-100480
	IMEI sending clarification
	Huawei
	33.401
	414
	-
	Rel-9
	F
	SAES
	revised

	S3-100481
	Correction of TAU procedure after IRAT Handover to E-UTRAN
	HUAWEI, ZTE
	33.401
	415
	-
	Rel-9
	F
	SAES
	revised

	S3-100591
	Correction of TAU procedure after IRAT Handover to E-UTRAN
	HUAWEI, ZTE
	33.401
	415
	1
	-
	F
	TEI9
	agreed

	S3-100482
	Correction on key sending in S1 HANDOVER REQUIRED message
	Huawei
	33.401
	416
	-
	Rel-9
	F
	SAES
	revised

	S3-100587
	Correction on key sending in S1 HANDOVER REQUIRED message
	Huawei
	33.401
	416
	1
	-
	F
	TEI9
	agreed

	S3-100483
	Context overwriting clarification in section 6.4
	Huawei
	33.401
	417
	-
	Rel-9
	F
	SAES
	rejected

	S3-100484
	Correction of  BEARER-ID to BEARER
	Huawei
	33.401
	418
	-
	Rel-9
	F
	SAES
	revised

	S3-100592
	Correction of  BEARER-ID to BEARER
	Huawei
	33.401
	418
	1
	-
	F
	TEI9
	agreed

	S3-100423
	33.402 CR R9: Addition of emergency call handling for non-3GPP access
	Ericsson, ST-Ericsson, Alcatel-Lucent
	33.402
	89
	-
	Rel-9
	F
	IMS_EMER_GPRS_EPS
	revised

	S3-100600
	33.402 CR R9: Addition of emergency call handling for non-3GPP access
	Ericsson, ST-Ericsson, Alcatel-Lucent
	33.402
	89
	1
	-
	F
	IMS_EMER_GPRS_EPS
	agreed

	S3-100405
	Use Cases analysis corrections
	Nokia Corporation, Nokia Siemens Networks, Ericsson, ST-Ericsson
	33.812
	0019
	-
	Rel-9
	F
	FS_UM2M
	rejected

	S3-100435
	TR 33.812 Network architecture
	Alcatel-Lucent
	33.812
	20
	-
	Rel-9
	F
	FS_UM2M
	agreed

	S3-100434
	TR 33.812 Use case analysis changes
	Alcatel-Lucent
	33.812
	21
	-
	Rel-9
	F
	FS_UM2M
	agreed

	S3-100436
	TR 33.812 Requirements
	Alcatel-Lucent
	33.812
	22
	-
	Rel-9
	F
	FS_UM2M
	revised

	S3-100649
	TR 33.812 Requirements
	Alcatel-Lucent
	33.812
	22
	1
	-
	F
	FS_UM2M
	agreed

	S3-100565
	TR 33.812 Redundant text removal
	Alcatel-Lucent
	33.812
	XXXX
	-
	Rel-9
	F
	FS_UM2M
	rejected

	S3-100504
	TR 33.828 Rel-9 CR Removal of editor's notes
	Ericsson, ST-Ericsson
	33.828
	1
	-
	Rel-9
	F
	MEDIASEC
	revised

	S3-100624
	TR 33.828 Rel-9 CR Removal of editor's notes
	Ericsson, ST-Ericsson
	33.828
	1
	1
	-
	F
	MEDIASEC
	agreed

	S3-100602
	CR to 33.919 onremoval of Rel-9 OSA outdated references
	Nokia Corporation, Nokia Siemens Networks
	33.919
	0009
	-
	Rel-9
	F
	TEI9
	agreed

	S3-100404
	Combined interworking problems
	China Mobile, Nokia Corporation, Nokia Siemens Networks
	33.924
	0010
	-
	Rel-9
	F
	GBA-IdM
	revised

	S3-100647
	Combined interworking problems
	China Mobile, Nokia Corporation, Nokia Siemens Networks
	33.924
	0010
	1
	-
	F
	GBA-IdM
	revised

	S3-100535
	33.924 CR: Correction of split terminal scenario 1
	Ericsson, ST-Ericsson
	33.924
	11
	-
	Rel-9
	F
	GBA-Idm
	withdrawn

	S3-100576
	Update of 535: Correction of split terminal scenario 1
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	33.924
	11
	1
	Rel-9
	F
	GBA-Idm
	revised

	S3-100651
	Update of 535: Correction of split terminal scenario 1, 2, 3
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	33.924
	11
	2
	-
	F
	GBA-Idm
	agreed

	S3-100536
	33.924 CR: Correction of split terminal scenario 2 and 3
	Ericsson, ST-Ericsson
	33.924
	12
	-
	Rel-9
	F
	GBA-Idm
	withdrawn

	S3-100577
	Update of 536: Correction of split terminal scenario 2 and 3
	Ericsson, ST-Ericsson, China Mobile, InterDigital Communications
	33.924
	12
	1
	Rel-9
	F
	GBA-Idm
	revised

	S3-100537
	33.924 CR: Addition of scenario 4
	Ericsson, ST-Ericsson
	33.924
	13
	-
	Rel-9
	F
	GBA-Idm
	withdrawn

	S3-100578
	Update of 537: Correction of split terminal scenario 4
	Ericsson, ST-Ericsson, InterDigital Communications
	33.924
	13
	1
	Rel-9
	F
	GBA-Idm
	revised

	S3-100538
	33.924 CR: User provided AA identifier
	Ericsson, ST-Ericsson
	33.924
	14
	-
	Rel-9
	F
	GBA-Idm
	revised

	S3-100645
	33.924 CR: User provided AA identifier
	Ericsson, ST-Ericsson
	33.924
	14
	1
	-
	F
	GBA-Idm
	revised

	S3-100584
	Removal of sentence on SMS related to Commercial Measures & additional Technical Measures to Protect against Bulk UC
	NEC
	33.937
	0013
	-
	Rel-9
	F
	PUCI
	agreed


Annex C: Lists of liaisons

C1: Incoming liaison statements

	Document
	Title
	From
	Decision
	Reply in

	S3-100406
	Integration of the OpenID-based authentication with IMS
	ITU-T COM13-LS83-E (S3-091912)
	replied to
	

	S3-100407
	LS on progress of LCLS in CT4
	C4-100112
	replied to
	S3-100585

	S3-100408
	Reply LS on H(e)NB emergency handling security requirement
	S1-100426
	noted
	

	S3-100409
	Reply LS on addition of functionality relating to SIP Digest authentication in IMS
	S1-100454
	noted
	

	S3-100410
	Reply LS on solving the problem of PLMN mismatch in Kasme
	C1-100860
	noted
	

	S3-100411
	Reply LS on Use of EAP Method Specific Identity Requests in 3G-WLAN interworking (S3-100258)
	C1-100862
	noted
	

	S3-100412
	LS on Machine Type Communications Feature Secure Connection
	S1-100385
	noted
	

	S3-100413
	LS on latest version of TS22.368
	S1-100390
	noted
	

	S3-100414
	Reply LS on Architecture choice for LTE-A Relays
	R3-101312
	noted
	

	S3-100415
	LS on IMS media plane security
	C4-100701
	replied to
	S3-100620

	S3-100416
	LS on the Progress of the Local Call Local Switch Feasibility Study
	C4-100951
	noted
	

	S3-100417
	Reply LS on security and authentication in UDC
	C4-100917
	replied to
	S3-100648

	S3-100418
	Reply LS on the Local Call Local Switch Feasibility Study
	GP-100450
	noted
	

	S3-100419
	LS on Feasibility Study of TISPAN NGN Application Layer Protection for customers' devices when the UICC is not available
	TISPAN07(10)0028r2
	replied to
	

	S3-100420
	Prioritization of NIMTC functions in Rel-10
	SP-100224
	noted
	

	S3-100581
	Request for information regarding activities related to Digital Identity Frameworks
	OMA-LS_860-ARC_SEC_to_3GPP_SA3_with_Digital_Identity_Frameworks_request-20100413-A
	replied to
	S3-100652

	S3-100582
	LS to 3GPP regarding Remote Access to CPNs
	TISPAN(10)0050r1
	replied to
	S3-100618

	S3-100583
	LS to 3GPP SA3 on re-use of non-UICC credentials as a mechanism for Single Sign On to applications
	PTSC-2010-062
	replied to
	


C2: Outgoing liaison statements

	Document
	Title
	To
	reply to i/c LS

	S3-100585
	Reply to: LS on progress of LCLS in CT4
	C4-100112
	S3-100407

	S3-100590
	LS on Review of RRC Connection Re-establishment Securty
	RAN2
	-

	S3-100605
	LS to SA5 on Relay Node Security
	SA5
	

	S3-100620
	Reply to: LS on IMS media plane security
	C4-100701
	S3-100415

	S3-100631
	 LS answer to ITU LS S3-091912
	ITU-T SG 13
	-

	S3-100648
	Reply to: Reply LS on security and authentication in UDC
	C4-100917
	S3-100417

	S3-100652
	Reply to: Request for information regarding activities related to Digital Identity Frameworks
	OMA ARC SEC
	S3-100581

	S3-100653
	LS to SA1 on SSO
	SA1
	

	S3-100654
	Reply to: LS to TISPAN and PTSC on Single Sign On to applications
	PTSC, TISPAN
	S3-100583, S3-100419

	S3-100658
	LS to CT1 on SAE TAU Request
	CT1
	-


C3: Outgoing liaison statements sent for email approval

	S3-100618
	Reply to: LS to 3GPP regarding Remote Access to CPNs


Annex D: List of agreed/approved new and revised Work Items

	Document
	Title
	Source
	new/revised

	S3-100628
	WI proposal on PUCI
	SA3 (breakout  session)
	new WID

	S3-100626
	Extended IMS media plane security features
	Ericsson, ST-Ericsson, ZTE, BT, China Unicom, Nokia Corporation, Nokia Siemens Networks, Vodafone
	new WID

	S3-100615
	H(e)NB WID R10
	Huawei
	new WID


Annex E: List of draft Technical Specifications and Reports

No agreed TSs or TRs to be sent to SA Plenary at this meeting.
Annex F: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible

	S3-59/1
	4
	S3-100401
	Amend references in 33.919 to OSA specifications as agreed by SA#47.
	Silke Holtmanns (Nokia)

	S3-59/2
	6
	S3-100407
	It has been noted that some security features might be necessary to protect some of the SS7 signaling; a solution has to be investigated.
	SA3-LI


Annex G: List of participants

	Name
	Representing
	Status-Partner
	Country

	Aldén, Magnus (Dr.)
	TeliaSonera AB
	3GPPMEMBER (ETSI)
	SE

	Babut, George (Mr.)
	Rogers Wireless Inc.
	3GPPMEMBER (ATIS)
	CA

	Brookson, Charles (Mr.)
	BIS
	3GPPMEMBER (ETSI)
	GB

	Broustis, Ioannis (Dr.)
	Alcatel-Lucent
	3GPPMEMBER (ATIS)
	US

	Brusilovsky, Alec (Mr.)
	Alcatel-Lucent
	3GPPMEMBER (ETSI)
	US

	Cakulev, Violeta (Mrs.)
	Alcatel-Lucent
	3GPPMEMBER (ATIS)
	US

	Castagno, Mauro (Mr.)
	TELECOM ITALIA S.p.A.
	3GPPMEMBER (ETSI)
	IT

	Cha, Inhyok (Dr.)
	INTERDIGITAL COMMUNICATIONS
	3GPPMEMBER (ETSI)
	US

	Dolly, Martin (Mr.)
	AT&T
	3GPPMEMBER (ATIS)
	US

	Escott, Adrian (Dr.)
	QUALCOMM CDMA Technologies
	3GPPMEMBER (ETSI)
	GB

	Feng, Cathy (Miss)
	ZTE Corporation
	3GPPMEMBER (ETSI)
	CN

	Gan, Lu (Ms.)
	ZTE Corporation
	3GPPMEMBER (ETSI)
	CN

	He, dony (Mr.)
	HUAWEI TECHNOLOGIES Co. Ltd.
	3GPPMEMBER (ETSI)
	CN

	Holtmanns, Silke (Dr.)
	NOKIA Corporation
	3GPPMEMBER (ETSI)
	FI

	Horn, Guenther (Mr.)
	Nokia Siemens Networks
	3GPPMEMBER (ETSI)
	DE

	Howard, Peter (Mr.)
	VODAFONE Group Plc
	3GPPMEMBER (ETSI)
	GB

	Knobbe, Jan-Wiepke (Mr.)
	KPN N.V.
	3GPPMEMBER (ETSI)
	NL

	Krainioukov, Oleg (Mr.)
	Sagem Orga GmbH
	3GPPMEMBER (ETSI)
	DE

	Leadbeater, Alex (Mr.)
	BT Group Plc
	3GPPMEMBER (ETSI)
	GB

	Lehtovirta, Vesa (Mr.)
	Nanjing Ericsson Panda Com Ltd
	3GPPMEMBER (CCSA)
	US

	Luft, Achim (Mr.)
	INFINEON TECHNOLOGIES
	3GPPMEMBER (ETSI)
	DE

	Luo, Hongwei (Mr.)
	CATR
	3GPPMEMBER (CCSA)
	CN

	Mattsson, John (Mr.)
	Telefon AB LM Ericsson
	3GPPMEMBER (ETSI)
	SE

	Michau, Benoit (Mr.)
	ORANGE SA
	3GPPMEMBER (ETSI)
	FR

	Mizikovsky, Semyon (Mr.)
	Alcatel USA Inc.
	3GPPMEMBER (ATIS)
	US

	Moeller, Wolf-Dietrich (Dr.)
	Nokia Siemens Networks Oy
	3GPPMEMBER (ETSI)
	DE

	Norrman, Karl (Mr.)
	Nippon Ericsson K.K.
	3GPPMEMBER (ARIB)
	SE

	Pauliac, Mireille (Miss)
	Gemalto N.V.
	3GPPMEMBER (ETSI)
	FR

	Prasad, Anand (Dr.)
	NEC Corporation
	3GPPMEMBER (TTC)
	JP

	Qi, Yuan (Ms.)
	CATR
	3GPPMEMBER (CCSA)
	CN

	Rajadurai, Rajavelsamy (Mr.)
	SAMSUNG Electronics
	3GPPMEMBER (ETSI)
	IN

	Sahlin, Bengt (Mr.)
	Telefon AB LM Ericsson
	3GPPMEMBER (ETSI)
	SE

	Schroeder, Stefan (Mr.)
	Deutsche Telekom AG
	3GPPMEMBER (ETSI)
	DE

	Wang, Jui-tang (Mr.)
	ITRI
	3GPPMEMBER (ETSI)
	TW

	Wong, Marcus (Mr.)
	HuaWei Technologies Co., Ltd
	3GPPMEMBER (ATIS)
	US

	Xu, Hui (Miss)
	CATT
	3GPPMEMBER (CCSA)
	CN

	Xu, Lydia (Ms.)
	Huawei Technologies Sweden AB
	3GPPMEMBER (ETSI)
	CN

	Yang, Jen-shun (Dr.)
	ITRI
	3GPPMEMBER (ETSI)
	TW

	Yu, Wantao (Mr.)
	ZTE Corporation
	3GPPMEMBER (CCSA)
	CN

	Zhang, Dajiang (Mr.)
	Nokia Japan Co, Ltd
	3GPPMEMBER (ARIB)
	FI

	Zhu, Judy (Miss)
	China Mobile Com. Corporation
	3GPPMEMBER (CCSA)
	CN

	Zhu, Li (Mr.)
	ZTE Corporation
	3GPPMEMBER (ETSI)
	CN

	Zhu, Yunwen (Ms.)
	CCSA
	3GPPORG_REP (CCSA)
	CN

	Zumerle, Dionisio (Ing.)
	ETSI
	3GPPORG_REP (ETSI)
	FR


Annex H: List of future meetings

	Start Date
	End date
	SA3
	Host
	Location
	Other known meetings

	28-Jun-10
	02-Jul-10
	SA3#60 
	NAF
	Montreal, Canada
	RAN1, RAN2, CT1, OMA

	27-Sep-10
	01-Oct-10
	SA3-Ad Hoc (27-29)
	EF3
	TBD (Europe)
	 

	15-Nov-10
	19-Nov-10
	SA3#61
	EF3
	Sorrento, Italy
	RAN + CT WGs +SA2, OMA, SA5

	24-Jan-11
	28-Jan-11
	SA3#62
	EF3
	TBD (Europe)
	CT WGs

	11-Apr-11
	15-Apr-11
	SA3#63
	CMCC
	China
	 

	11-Jul-11
	15-Jul-11
	SA3#64
	EF3
	TBD (Europe)
	SA5#78(TBC)

	07-Nov-11
	11-Nov-11
	SA3#65
	NAF
	North America
	CT, SA1


