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Abstract of the contribution:
This contribution discusses one security requirement for MTC devices in MTC Group..

1 Introduction
MTC Devices can be grouped together for the control, management or charging facilities etc. to meet the need of operators. This optimization may provide easier mode to control/update/charge the MTC devices, in a granularity of group, which may decrease the redundant signalling to avoid congestion. In TS22.368, the MTC features are defined to provide structure for the different system optimization possibilities that can be invoked. Such MTC Features are offered on a per subscription basis. MTC Features can be individually activated or deactivated. In MTC Group, to save network resource and improve efficiency, the MTC features should be securely changed to all MTC devices in the MTC Group simultaneously.
2 Security Requirements

To the MTC Features changes for MTC devices in MTC Group:

· The procedure of changing MTC Features should be protected, and the MTC features should be securely changed to all MTC devices in the MTC Group simultaneously;
3 Proposal

It is kindly asked SA3 to discuss and agree proposal in section 2 into NIMTC security TDoc.
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