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Abstract of the contribution:

This contribution aims to propose the scope of NIMTC security TR.
1
Introduction
According to the first way in the way forward contribution, i.e. to do a TR in release 10 following SA’s guidance, this contribution aims to specify the scope of NIMTC security TR.
2
Background
There are some MTC features and key issues which are defined in SA1 and SA2’s specification. Note that there may be some of MTC features that will have impacts on security. However, it depends on the impacts of the architecture and messages flows theses features made. 
Due to the time limit, it is suggested requirements in release 10 are the ones that can be identified most essential to be security issues/optimizations, e.g. group based and secure connection. These requirements shall be studied and the solutions shall be proposed.
3
Proposal
It is proposed that SA3 discuss and agree the scope of NIMTC security into TR.
******************************************Begin of change********************************************

1
Scope

The present document specifies the security aspect of Network Improvements for Machine Type Communications. In particular it will:

-
identify the requirements which can be identified most essentially to be NIMTC security issues/optimizations,e,g. group based and secure connection;
-
specify the solutions for GSM/UMTS/LTE system to satisfy the requirements;
-
remote management of USIM/ISIM is out of the scope for the TR.
*******************************************End of change********************************************
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