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1. Introduction

This contribution discuss what network entity could be used to perform mobile network access authentication for the MTC client.
2. Analysis

Access control for the MTC client is needed whatever the architecture is. But we think it is worthy to consider this issue now, in order to have good network optimization, the access authentication entity should be reuse the existing authentication entities in order to reduce the influence on current mobile network. As there are different kinds of mobile network, e.g. 2G, UMTS, and LTE, the access authentication entities should be defined in each mobile network separately. Or we may consider one unified authentication solution for various access networks along with the UDC work progress.
3. Proposal

It is proposed to discuss the access authentication entities for NIMTC and to accept them into the TDoc. We propose 2 options for discussion. 
Option 1: Independently authentication by each network
3.1 Access to 2G
In current 2G network, HLR is used to generate authentication vectors and send them to VLR/SGSN. VLR/SGSN can use these vectors to authenticate users.

So when a MTC device wants to connect to the 2G network, VLR/SGSN should also authenticate the MTC device by using the authentication vector which comes from HLR. 

3.2 Access to UMTS

In current UMTS network, the authentication entities are as same as in 2G network. So when a MTC device wants to use UMTS network. VLR/SGSN can also be used to make authentication, and HLR is used to generate authentication vectors.

3.3 Access to LTE

In LTE system, MME is used to authenticate UE and HSS is used to generate authentication vector. So they should have the same function to authenticate a MTC device who wants to connect to LTE network.
Option 2: unified authentication

Whatever access network it is , we can unify the authentication, so this way, we may use the UDC. 
