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The current working method, as exhibited in the LS R3-093366 = S3-092173, of submitting security-related contributions first to RAN3, then sending them to SA3 for comment, then sending them back to RAN3 for final agreement in RAN3, seems too cumbersome and risks to slow down progress. The amount of required security work seems non-negligible as can be seen from the structure of a document on relay node security work proposed in a companion contribution. Therefore, we propose the following: 

Proposal: 

We suggest considering the following alternatives: 

1. SA3 takes responsibility of a clause on “Security Aspects of Relay Nodes” in TR 36.806. (Pseudo) CRs to this clause would be agreed in SA3, and progress would be communicated to RAN3, with cc to RAN2, in LSs. 
2. A stand-alone TR on “Security Aspects of Relay Nodes” is created. 
The authors of this contribution prefer alternative 1 as it seems to come with the least administrative burden, but alternative 2 is also seen as viable. 
It is proposed that SA3 agrees on a preferred way forward. It is further proposed to send an LS to RAN3 to get their consent on the way forward preferred by SA3. 
