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7.1.1  Media Security(IMS)
1. Introduction 

This contribution is about to discuss the justification of R10 WID for IMS media security and the working scope of this WID.  
2. Justification 
The recent-released TS 33.328 has already formulated two solutions, SDES and KMS-based solution, to archive three objectives based on the trade-off among customer security requirements, complexity and signalling security. The three objectives include:
1. to provide security for media across all access networks
2. to provide an end-to-end media security solution to satisfy the vast majority of users.
3. to provide high quality end-to-end media security for important user groups like enterprises, National Security and Public Safety (NSPS) organizations and different government authorities.  
The two solutions with three objectives give the security infrastructure of IMS media security and also provide the guideline for handling security problem under different user cases in the future. Currently the peer-to-peer user case and to some extent the forking case are already standardized in R9 release. But there are still several important user cases identified in TR 33.828 haven’t been covered in R9. It is therefore desirable to continue the work on IMS media security in R10 to give the standard solutions to support as many user cases as possible.
3. Scope
It is proposed that, the working scope of the WID in R10 mainly focuses on the solutions of user cases. 
Among those user cases which have no standard solution, conference call and deferred delivery are of most importance in the sense that the use frequency of these two user cases are probably only next to that of peer-to-peer case and they may pose more security issues and complexity compared to some other use cases.
In addition, video on demand,  AS-terminated media security, transcoder, non RTP-based user scenarios may also be addressed in R10, while the LI issue for those user cases may be considered as well.  
To accomplish this work, it may proceed as follows:

· Continue the work on TR 33.828 “IMS media plane security (Release 9)”, which was worked on as part of the WID on “Security Enhancements for IMS”, but could not be completed in time for Release 9.  
· Continue the work on TS 33.328 to support above-mentioned user cases. 
· It will be decided in the course of the work whether the first version of TS for R10 should contain the solutions of all above-mentioned user cases or just part of them. 
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