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1 Introduction
In last CT1 #61 meeting, the CR C1-094569 was discussed, which intends to solve the Cable security requirement that requires SIP DIGEST without Authorization header in the initial REGISTER message over DOCSIS access, e.g. when attaching non-IMS SIP-based PBXs to IMS-based cable access networks. The conclusion is that since it is a security issue, it should be agreed in SA3 first and then in CT1.
 While the CR S3-091991 tries to solve this security issue which is triggered by the above Cable requirement. it also contains another two additional features which is not necessary:
   Feature 1):  Extending the Cable requirement, that requires SIP Digest without Authorization header in the initial REGISTER over DOCSIS networks, for all other networks, e.g. TISPAN NASS, WiMax, 3GPP2 etc. 
Feature 2):  Introducing an "authentication scheme configuration option", in both the P-CSCF and the S-CSCF, to allow S-CSCF to distinguish between GIBA and Digest for only one particular case where GIBA is not a permitted authentication scheme in a given deployment. In this particular case, the P-CSCF will not insert the PANI header. In all other cases, the P-CSCF shall mandate to insert the PANI header.
2 Discussion
   Comments the feature 1):
1a) In R8 the Authorization header is mandatory for SIP DIGEST. While in R9, there is only a requirement for cable operators to allow SIP digest without Authorization header in initial REGISTER message over DOCSIS access, and in SA1 there are no such requirement for all other access, e.g. TISPAN NASS, WiMax, 3GPP2 etc.  So we think feature 1) for R9 at the moment is NOT really essential, and it seems not necessary for us to provide a solution which has no corresponding requirement in R9.
1b) This feature may cause the P-CSCF bad performance, .e.g. In this feature, the P-CSCF has to always perform both SIP DIGEST and NBA procedure for all REGISTER messages over TISPAN NASS no matter whether it is SIP DIGEST or NBA, while the present solution in R9 allows the P-CSCF performs only NBA procedure in case the P-CSCF can decide it is NBA　and thus has good performance. 
1c) Since both SA3 has CT1 has only one meeting before R9 is frozen, in order to speed the progress, SA3 should focus on the Cable operator’ s requirement first in order to confirm the CT1 CR as well – this is also what some Cable operators want. 
   Comments the feature 2):
     2a) This feature addes too much complexity for both the vendors and the operators.  This feature is based on a combination of configuration + PANI header solution, which is not only too complex for vendors to implement, but also too complex for operators to maintain this extra configuration in both the P-CSCF(s) and the S-CSCF(s) separately, and the operators must be careful to synchronize this configuration in both the P-CSCF(s) and the S-CSCF(s). 
While another more simple and general solution is provided in S3-091997, which is based on mandating the PANI header for the P-CSCF when there is no Authorization header in the initial REGISTER message over DOCSIS access and can work very well without depending on any particular configuration option, so the operators need not care for this feature at all even in this particular case where GIBA is not used. 
2b)  This feature brings no benefits. 
The only claimed benefit of this feature is that “This configuration option is introduced for minimizing changes ". But, as stated above, it just introduces too much complexity without any benefits, when compared to another more simple and general solution in S3-091997.
2c) It may cause interworking problems. Even it is optional to implement and optional to use, but since this feature involves both P-CSCF(s) and S-CSCF(s) and SIP DIGEST supports roaming, it may cause interworking issues especially in roaming situation ,e.g. if the visited operator sets this option in the visited P-CSCF(s) (e.g. GIBA is not used in the visited network ), but it is not set in the home S-CSCF(s) ( e.g. either because the home S-CSCF(s) are from another vendor and doesn’t support this feature at all , or because GIBA is used in the home network and so the home operator doesn’t not set this option ) , then the SIP DIGEST without Auth will be mistreated as GIBA in the home S-CSCF(s) and the authentication will fails.
3 proposal
We propose SA3 should focus on the above cable requirement, and:
· Reject the feature 1) , or , If SA3 can agree, add an Editor’s Notes saying that the feature 1) is FFS in R10, and

· Reject the feature 2), and
· Agree the more simple and general solution in S3-091997 which can fully meet the above cable requirement.
