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Abstract of the contribution: This contribution proposes a title for the new section of TS 33.310 which will cover backhaul security
At the SA3 ad hoc meeting it September it was agreed to have an email discussion to develop a table of contents for a new section in TS 33.310 on backhaul security.  The following structure was proposed as a result of the email discussion:
9 NDS enhancement for eNB

9.1 General

9.2 Reference Security Model
9.3 Security Requirement for Certificate Enrolment

9.4 Security Mechanisms 
9.5 Certificate Profiles

9.6 CMPv2 Profiling

9.7 CMPv2 Transport

Vodafone would like to propose a change to the top level heading title for the following reasons:

1. We believe that the scope of the new section should be wider than eNBs. The backhaul security WID also mentions evolved HSPA based stations, and there is no reason why the same methods should not also be applicable to conventional UMTS and GSM base stations which use IP backhaul and need IPsec. Furthermore, the WID also suggests that the mechanisms should be applicable to core network elements as appropriate.

2. We believe that the term “NDS enhancements” is too vague to use in a section heading of a TS.

To address these comments we propose to change the top level heading title to "Certificate enrolment for network elements". While some other sections of TS 33.310 talk about certificate enrolment using CMPv2 or manual methods at a high level, this new section should specify the methods in more detail with a particular emphasis in ensuring that the methods are applicable to base stations. This new title would also be general enough to cover provisioning of trusted root keys in the base station / network element, which is in scope of the backhaul security WID.
