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1 Introduction
This contribution presents a super CR resulted by email discussion on backhaul security enhancement. 
************************************************************************************

*****************First changes******************************
9.6 CMPv2 Profiling

9.6.1 General CMPv2 Profiling
To be added.
9.6.2 CMPv2 Profile Overview for End-to-End Base Station Certificate Enrollment

The following requirements shall apply to CMPv2 usage end-to-end between base station and RA/CA:

-
This CMPv2 profile shall only include certificate request and key update functions. Revocation processing, PKCS#10 requests and CRL fetches shall not be part of this CMPv2 profile.
-
For PKI Message Protection, this CMP profile shall only use an asymmetric algorithm. PasswordBasedMac is not used in the scope of the present document.
*****************End of first changes*************************
























