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Introduction
TS 33.224 on GBA Push Layer was presented for approbation during TSG SA#45 with a cover sheet idenfiying the following issues associated to GPL_U: 

· Whether it shall be possible to download a GPL protocol client into the ME/UICC shall be done on-the-fly during a protocol run.

· Does the ME mandatorily have to implement the interface to the UICC to run GPL_U clients?
· Which GPL-client type is allowed to use which keys?

· GPL_U client in the UICC: only Ks_int_NAF or both Ks_int_NAF and Ks_ext_NAF?

·  GPL_ME client in the ME: only Ks_NAF or both Ks_NAF and Ks_ext_NAF?

This contribution provides a proposal for GPL_U solution and answers the issues mentioned above.   
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Rationale

3.1 Proposal for GPL_U solution
This section proposes description of GPL_U solution for TS 33.224 [3]. 
· GPL_U: mandated for Rel-9 GPL

Rel-9 TS 33.224 on GPL shall specify both GPL_ME and GPL_U. This decision was agreed by SA3 during 3GPP SA3#56 Seattle meeting. 
Moreover, several use cases for GPL described in Annex of TS 33.224 mention UICC-based solutions: MBMS GBA_U use case, OMA related use cases, Set-top box use cases. 
· GPL: a generic model
In order to have GPL model which applies to both GPL_ME and GPL_U, avoid the specification of GPL-specific interface between the ME and the UICC and avoid the addition of processing in the ME, we propose that the NAF selects the target of GPL message, UICC or ME, by choosing the adequate type of delivery channel. To send a GPL message to UICC, the NAF selects a delivery channel that targets a UICC (e.g. SMS, BIP,…). To receive the GPL_U message sent by the NAF, the ME shall support the corresponding delivery channel. 

When receiving GPI message as specified in TS 33.223, the UE checks U/M parameter value in NAF GPI request.  The ME executes the GPL procedure only if U/M indicator corresponds to use of GBA_ME, otherwise the ME stops the procedure. The UICC executes the GPL procedure if U/M parameter value in NAF GPI request corresponds to use of GBA_U.

· GPL_U module is USIM or ISIM
In case of GPL_U, the application receiving the GPL message should be the USIM or ISIM application. A message decrypted by means of NAF keys of USIM or ISIM application cannot be sent to another application of the UICC. 
3.2 Answers to open questions mentioned in TS cover sheet
· Need to download a GPL Protocol client into the ME/UICC? 
The functions required to implement GPL_U in the UICC could be available when the UICC is issued by the operator. There is no specific need to download a GPL client into the UICC when the UICC is in the field. 
· Does the ME mandatorily need to implement the interface to run GPL_U client? 
Rel-9 GPL shall specify both GPL_ME and GPL_U. This was agreed during SA3#56 Seattle meeting. 
The proposed solution does not require the presence of GPL interface between the UICC and the ME. 
· Which GPL-client type is allowed to use which keys?
GPL_U client in the UICC should deal with Ks_int_NAF only. GPL_ME client in the ME should deal with Ks_NAF only
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Conclusion


We kindly ask SA3 to review the GPL_U proposal and agree the companion CR to TS 33.224, S3-092060.
