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Introduction and Proposal

This P-CR describes how the GUSS and the USS could be used for OpenID/GBA interworking.

It also points out the needed work in CT4.

We propose to study and accept this P-CR request.

Pseudo-CR

4.6 
Use of GUSS and USS for OpenID
The USS may contain an authorization flag for the OpenID service. The OP may request the USS from the BSF and retrieve this authorization flag from the received USS. 
Alternatively, the OP may have an local authorization information for individual user’s. Conflicts between those policies should be avoided. If the OP is under MNO control then the MNO should decide where the authorization information is to be stored. If the OP is not under MNO control, the MNO and the OP should agree in their service agreement, where the authorization information should be kept or if bthey are combined with a logical AND.
NOTE: The MNO can always prevent the usage of GBA by not handing out the NAF keys.
Editor’s Note:
As soon as the TR as a document number the authorization flag should be defined in CT4 TS 29.109 analogous to PKI portal authorization flag.

The USS may contain the OpenID User Supplied Identifier in the user identities field. The GUSS or OpenID specific USS may also contain further identity information to be used together with the OpenID Attribute Exchange service extension [9]. This extension provides a mechanism for moving identity related information between sites. This kind of specific extension may be done in a proprietary manner or as part of an interworking customization.
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