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Introduction and Proposal

This P-CR describes the mapping of concepts between OpenID and GBA, for example Identifiers.
We propose to study and accept this P-CR request.

Pseudo-CR

4.5
Mapping of Concepts
4.5.1
Identifiers in OpenID and GBA
In OpenID we have two kinds of identifiers:

- An Identifier in form of a URI or XRI that is used between the OP and RP.
- An User Supplied Identifier that either has already the format of an URL, or if not it is normalized according to rules in [8] and converted into an Identifier.
In GBA we have the following identities:

- Bootstrapping Transaction Identifier (B-TID) which is identifies the generated key(s) and can be used to identify an authenticated GBA user.
- Optional identities are IMPI / IMSI or other kind of identifiers that are stored in the User Security Settings (USS)

The NAF / OP can receive the following identities from the BSF

- IMPI or MSISDN, if the BSF is configured to send one or both of them.
- Other user identifiers, but those need to be stored in the USS [7].

Hence, for the interworking of GBA with OpenID the user should use an MNO specific identifier recognizable by the NAF. 
If USSes are supported by the HSS, then the OpenID User Supplied Identifier may be stored in the USS. 
Editor’s Note: Further details to be added.

4.5.2
Association Session Concept
In OpenID an association session is established between a Relying Party (RP) and the OpenID Provider. A shared secret is established, which is used to verify the subsequent protocol messages. The association session is initiated by a direct request from a RP to an OP using the OP Endpoint URL.
Editor’s Note. 
To be finalized.
4.5.3     
Negative Assertions
Editor’s Note: This section contains information on negative assertion usage with GBA and how logout / key refresh can be achieved. 
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