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Decision/action requested

To clarify in SA3 Reply LS to Femto Forum "on the requirements for optional support of UICC based HP authentication" that:

· Within 3GPP, optional use of 3GPP Hosting Party authentication does not imply that the support of Hosting Party authentication should be optional in 3GPP H(e)NB products. 

· SA3 is considering mandating the implementation of Hosting Party authentication in H(e)NB products since there are advantages.
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References

· S3-090760, Femto Forum LS to SA1 and SA3 on "the requirements for optional support of UICC based HP authentication", April 2009
· S3-090881, "Recommendation on Hosting Party authentication implementation", Gemalto, SA3#55 Shanghai meeting
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Rationale

Cosigning members of Femto Forum LS, S3-090760, kindly request SA3 to consider the optional support and use of UICC based HP authentication.
Within 3GPP, optional use of Hosting Party authentication does not imply that the support of Hosting Party authentication should be optional in 3GPP H(e)NB products. 

S3-090881 indicates the reasons why there are advantages that 3GPP mandates the support of Hosting Party authentication in H(e)NB products while the use of Hosting Party authentication is optional. 
There is need to mandate the implementation of Hosting Party authentication in SEGW and core to address roaming (this was clarified during discussions in SA3#54 Florence meeting). 

The reasons to mandate the implementation of Hosting Party authentication and HPM-H(e)NB interface in the H(e)NB are the following ones (cf S3-090881):

· Flexibility for operator to add Hosting Party Authentication when desired 
· Flexibility for operator to address different types of H(e)NB

· Flexibility in case of change of PLMN operator, if any 

· Cost of the interface could be less expensive than having to design different solution, manage different product lines, and manage different type of H(e)NB due to optional support of Hosting Party authentication. Moreover, the cost of HPM-H(e)NB interface has to be compared to price of new H(e)NB and associated logistics if the operator has to replace the H(e)NB on the field because he decides to add Hosting Party. 
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Proposal
We kindly ask SA3 to clarify the following points in SA3 Reply LS to Femto Forum:

· Within 3GPP, optional use of 3GPP Hosting Party authentication does not imply that the support of Hosting Party authentication should be optional in 3GPP H(e)NB products. 

· SA3 is considering mandating the implementation of the Hosting Party authentication in H(e)NB products. The implementation of Hosting Party in SEGW and core is required to address roaming. Mandatory implementation of Hosting Party authentication and HPM-H(e)NB interface provides flexibility for operator to add Hosting Party when desired, to address different types of H(e)NB, to address change of PLMN operator (if any), and to satisfy potential regulatory concerns to allow free movement of H(e)NB among operators offering differing services.. Moreover, the cost of the interface HPM-H(e)NB could be less expensive than having to design different solution, manage different product lines, and manage different type of H(e)NB due to optional support of Hosting Party authentication. The cost of HPM-H(e)NB interface has also to be compared to price of new H(e)NB and associated logistics if the operator has to replace the H(e)NB on the field because he decides to add Hosting Party authentication.
