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1. Introduction 

In SA3#53 Action Item 1 was assigned to Nokia. This action item reads: "Review 4.4.3.3 in 24.301 and the handling of the proposal in the LS". This contribution reports on the review of both TS 24.301 and TS 36.331 exception lists. 

2. Result of the review of TS 24.301 and TS 36.331 

2.1  TS 24.301 v800
1) The exception list on both UE and MME seems to be ok. One of the most critical message is the DETACH, which is to be send integrity protected after the activation of security.

2) In 5.5.2.2.1 it is stated that the "after transmission of the DETACH REQUEST message, the UE shall delete the KSI if any' --> In TS 33.401 we have a different statement (it depends on USIM EMM parameter storage capability). Here TS 24.301 needs to be adapted.

3) When first reading TS 24.301 it was not fully clear that EPS session management messages are protected. The assumption is that these EPS session management messages are protected by applying section 8.2.23 transport, but we may want to let this clarified by CT1.

2.2  TS 36.331 v840
There is now a table in Annex A.6 (for information)

1) RAN2 needs to further adapt the table to include some missing messages i.e. CDMA200-CSFBparamReq, CDMA200-CSFBParamResponse; CounterCheck, CountercheckResponse otherwise the exception list seems to be ok.

2) In comparison with LS S3-080988 from RAN2, there are no changes on the protection choices of the messages. One message was dropped (RRCstatus - as not used), and as written before four messages are still missing.























































