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Abstract of document:

The present document studies how to make it possible for the network to provision remote management of USIM/ISIM application in a M2M equipment in a secure way in a 3GPP system. This feasibility study studies the remote management of USIM/ISIM application when the USIM/ISIM application resides in the UICC and when the USIM/ISIM application resides in the M2M equipment. This study includes definition of a trust model for remote management of USIM/ISIM application and security threats and security requirements need to be identified. 
Changes since last presentation to TSG SA Meeting # 41:

As USIM/ISIM reside on the UICC, the term MCIM (Machine Communication Identity Module) has been introduced in the TR to cover the cases where UICC is not used.
TR has been restructured.

Use cases and use case analysis have been refined.

Requirements and evaluation criteria have been added.

New candidate solutions have been added.

Threat analysis has been progressed.
Outstanding Issues:

Some candidate solutions need further study. Expected to be completed by September 2009
Threat analysis to be completed. Expected to be completed by September 2009.
Evaluation and conclusion of candidate solutions. Expected to be completed by September 2009.
Contentious Issues:

There are several contentious issues. One of those is the clarification of title and scope of the study. 

Change history of this document:

1999-11-17: original issue

2007-09-06: removal of references to Working Groups; bring names of TSGs up to date; correction of typo

