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TS 33.xyz v 1.0.0 clause 5 “Security Features Provided by SAE for non-3GPP Accesses” is still void. We propose text for this clause here.
Proposed pseudo CR: 
***************************************BEGIN CHANGE****************************************************************

5 Security Features Provided by EPS for non-3GPP Accesses
5.1
User-to-Network security

5.1.1
User identity and device confidentiality

User identity confidentiality for procedures between the UE and the Evolved Packet Core is provided as defined in clauses 6, 8 and 9 of this specification. 

The protection of user identity confidentiality at the non-3GPP access network level is outside the scope of 3GPP specifications. 

Device confidentiality is outside the scope of 3GPP specifications. 

5.1.2
Entity authentication

Entity authentication is provided as defined in clauses 6, 8 and 9 of this specification. 

5.2
User data and signalling data confidentiality 

Signaling data confidentiality between the UE and an entity in the Evolved Packet Core is provided as defined in clauses 6, 8 and 9 of this specification. 

The establishment of security contexts for user data and signaling data confidentiality between the UE and an entity in a non-3GPP access network is defined in clause 7 of this specification. The detailed definition of the corresponding confidentiality mechanisms is, however, outside the scope of 3GPP specifications.

Signaling data confidentiality between an entity in the non-3GPP access network and an entity in the Evolved Packet Core, or between two entities in the Evolved Packet Core, is provided as defined in clause 11 (Network Domain Security) of this specification. 

User data and signaling data confidentiality between two entities in a non-3GPP access network is outside the scope of 3GPP specifications.

5.3
User data and signalling data integrity

Signaling data integrity between the UE and an entity in the Evolved Packet Core is provided as defined in clauses 6, 8 and 9 of this specification. 

The establishment of security contexts for user data and signaling data integrity between the UE and an entity in a non-3GPP access network is defined in clause 7 of this specification. The detailed definition of the corresponding integrity mechanisms is, however, outside the scope of 3GPP specifications.

Signaling data integrity between an entity in the non-3GPP access network and an entity in the Evolved Packet Core, or between two entities in the Evolved Packet Core, is provided as defined in clause 11 (Network Domain Security) of this specification. 

User data and signaling data integrity between two entities in a non-3GPP access network is outside the scope of 3GPP specifications.

***************************************END CHANGE****************************************************************







