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1 Introduction
At the SA3#50 meeting a new working model for GBA-Push was discussed. The main reason behind the proposed new working model is to reduce complexity and allow a simple and straightforward introduction of GBA Push. The attachment contains a draft of TS33.223 incorporating the solution principles detailed in S3-080307. The draft TS has tracked changes against the current baseline which is found in S3-080258 
The basic principles behind the new GBA push working model are for reader convenience duplicated here:
1. The Disposable-Ks model is the only key-handling model used in GBA-Push.

2. External NAF-Keys are always generated in GBA_ME mode, i.e. the UICC is not required to have any GBA functionality.
3. Internal NAF-Keys are always generated in GBA_U mode, i.e. the UICC has to be Rel-6 or later. Implementation of the disposable Ks model in the UE and the BSF is done by deleting the established Ks or by administrative means making further use of Ks impossible.

4. GPI integrity and confidentiality protection between BSF and UE is mandatory. The protection mechanisms are only implemented in the ME.
5. Reuse of an existing Ks, established by a UE initiated bootstrapping, is facilitated by a simple B-TID, NAF-key request over Zpn.
2 Proposal
If the new working model for GBA-Push is accepted, the attached version of TS 33.223 is accepted and becomes the new baseline.
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