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Introduction 

This pseudo CR proposes text for the Handling of IPsec tunnels in mobility event.
Proposed pseudo CR: 
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8.2.5
Handling of IPsec tunnels in mobility events
8.2.5.1 General
The below sections describe the handling of IPsec tunnels in the idle and active mode mobility events when the target access has a UE and an ePDG, e.g. I-WLAN 3GPP IP Access System. In general, the IPsec tunnel handling during mobility events is managed by the end nodes where the IPsec tunnel is terminated, i.e. the UE and the ePDG.
8.2.5.2 Idle mode mobility

When the UE moves from a source access where the UE is connected to an ePDG to a target access that involves the UE and the same ePDG, the UE shall use MOBIKE as per RFC 4555 [xx] to update the ePDG with its new IP address. However, when the UE moves where the target access involves the UE and a different ePDG, the UE SHALL establish a new IPsec tunnel with the new ePDG as described in this document.

On the other hand, if the UE is connected to EPS without being connected to an ePDG and then moves to a target access which involves the UE and an ePDG, the UE SHALL establish a new IPsec tunnel with the new ePDG as described in this document.

8.2.5.3 Active mode mobility

When the UE moves from a source access where the UE is connected to an ePDG to a target access that involves the UE and the same ePDG, the UE shall use MOBIKE as per RFC 4555 [xx] to update the ePDG with its new IP address. This may require the ePDG to buffer the UE traffic until MOBIKE exchange with the UE is completed. However, when the UE moves where the target access involves the UE and a different ePDG, the UE SHALL establish a new IPsec tunnel with the new ePDG as described in this document.

On the other hand, if the UE is connected to EPS without being connected to an ePDG and then moves to a target access which involves the UE and an ePDG, the UE SHALL establish a new IPsec tunnel with the new ePDG as described in this document.

It is expected that the UE may experience some packet loss during active mode mobility especially when the UE moves to a target access which involves an ePDG that is different from the source ePDG or when the source access is EPS.
***************************************END CHANGE-2***********************************
Conclusion
It is proposed that SA3 agrees to include this pCR in TS 33.402.





























































































































































































































































































































































