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1 Introduction
TR 33.828 v050 includes several editor's notes on unfinished issues. This p-CR tries to resolve most of the editor's notes in the Requirements part. A short explanation is given before each change. The explanation is not supposed to be included in the TR and it is marked in yellow. It is proposed that SA3 agrees on these changes. 
2 pseudo CR
Start of p-CR against TR 33.828v050.
3GPP Requirement 8:
Explanation: At SA3 #49b there was some discussion what communication endpoint could mean in the context of Requirement 8. It is proposed to remove the reference to communication endpoint as its meaning is not clear.
A key management solution shall be based on user identity (i.e. IMPI/IMPU).

3GPP Requirement 20:

Explanation: This requirement assumes that key management to distribute a group key is needed. This is clarified in the requirement. 
A key management solution shall support secure multiparty communications (i.e. key management to distribute a group key). 
NOTE:
This kind of group key could be used for example for true end-to-end protection of conference call, PoC, etc.

IETF Requirement 21:

Explanation: Shared key is stated as out-of-scope in the IETF media security draft version 02.
1. 
Shared key is stated as out-of-scope in the IETF.  
.
3GPP Requirement 47:
Explanation: See the proposed note below.
A solution shall support the possibility to protect application layer messages, i.e. SIP MESSAGE.
NOTE x: 
Even though SIP MESSAGE is using signalling message as a transport, it can still be regarded as being part of media plane since it carries user content and may need similar protection, e.g. confidentiality, as RTP and MSRP. 

3GPP Requirement 49:
Explanation: The current wording may give the understanding that this would apply also in multiparty sessions in which case the assurance of identities of other participants may not even be possible. Thus a clarification that this requirement applies for point-to-point sessions.
A party shall have the possibility to get assurance about the identity of any other party in the session when the party joins a point-to-point session. 
Editor's Note:
In particular, it is necessary to give the calling party assurance about the identity of the end point(s) of the call (after forking, etc.). Existing mechanisms in IMS are probably not enough to meet this requirement. The details of the requirement are ffs.
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