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1 Introduction 

Annex N.1 specifies that “SIP Digest authentication and the requirements in this Annex shall not apply to access networks defined in 3GPP specifications.”. 
Note first that this statement does not imply that this specification shall mandate mechanisms to enforce that SIP Digest authentication is not used over 3GPP access networks; it only says that this specification does not apply in this case.
But there is an editor’s note which reads: 

“It is ffs how IMS network entities can enforce this condition. It is envisioned that network-provided P-Access-Network-Info headers, cf. TR 33.803 and TS 24.229, can be used to solve this issue.”  

This suggests that the specification should contain a statement on how IMS network entities can enforce this condition. Such a statement is provided in the companion CR S3-080089 resolving the above editor’s note.
The proposal is based on the observation that the rules in Annex P.3 of S3-080007 (was S3a071042), which was approved at SA3#49bis, already allow the P-CSCF to distinguish among the authentication schemes IMS AKA, Early IMS, and SIP Digest, the only ones, which are possible over 3GPP access. The P-CSCF can therefore use these rules to filter out REGISTER requests relating to SIP Digest. 

The editor’s note suggests that a solution may involve using P-Access-Network-Info (PANI) headers. The idea was apparently that the S-CSCF could then take the decision based on the access network information in the PANI header and the determination of the authentication scheme according to Annex P.4 of 
S3-080007. 
However, the S-CSCF would not gain any additional assurance by such a PANI header–based procedure. The amount of trust the S-CSCF has to place in the P-CSCF would be similar for both proposals.
· In our proposal, the S-CSCF would have to trust the P-CSCF to correctly filter out REGISTER request relating to SIP Digest received over 3GPP access. 

· In a solution involving PANI headers evaluated by the S-CSCF, the S-CSCF would have to trust the P-CSCF to correctly include a network-provided PANI header. Furthermore, this solution would be more complex as it involves two entities and signalling. Finally, this solution would bring us back to the discussion (controversial in both SA3 and CT1) about configuration-based vs. protocol-based solutions for making the S-CSCF aware of the PANI-related properties of the P-CSCF.

2 Conclusion
We conclude from the above that the P-CSCF shall perform the of REGISTER requests related to SIP Digest over 3GPP access. This solution is presented for approval in CR S3-080089.






















































