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*********************************SECOND CHANGE************************
Annex P (normative):
Co-existence of authentication schemes IMS AKA, Early IMS, NBA (NASS-Bundled Authentication) and SIP Digest

The authentication schemes IMS AKA and SIP Digest are specified in the main body and Annex N of this specification respectively. Early IMS is specified in TR 33.978 [25]. 

The S-CSCF shall determine the authentication scheme associated with a registration request in the following way: 

The S-CSCF first checks whether an IMPI is present in the registration request. 

a)
If an IMPI is present and there is either an indication from the P-CSCF that the request was received integrity-protected by IPsec or an indication that it was not integrity-protected by IPsec then the S-CSCF shall determine that the authentication scheme is Digest-AKAv1 (i.e. IMS AKA), cf. TS 29.228. 

b)
If an IMPI is present, and
-- If there is no indication from the P-CSCF whether the request was received integrity-protected , and
----if the access-type parameter in the P-Access-Network-Info header containing the "network-provided" parameter represents TISPAN access, then the S-CSCF shall inform the HSS in the authentication request that the authentication scheme is yet unknown and determine the authentication scheme based on the response from the HSS. The HSS returns the authentication scheme appropriate for the IMPI contained in the user name field of the Authorization header.
----if the access-type parameter in the P-Access-Network-Info header containing the "network-provided" parameter represents Cable access, then the S-CSCF shall determine that the authentication scheme is SIP DIGEST. 
The value “unknown” could be also used here. The S-CSCF only needs to be able to explicitly recognise IMS AKA and Early IMS, cf. comments on S3-070680.
The case where the request is received over cable access, but no PANI header containing the "network-provided" parameter is present, should also be allowed, but this case is missing here.
-- If there is either an indication from the P-CSCF that the request was received integrity-protected by TLS, or an indication that it was not integrity-protected by TLS, and if the access-type parameter in the P-Access-Network-Info header containing the "network-provided" parameter represents Cable access, then the S-CSCF shall determine that the authentication scheme is SIP DIGEST.
The value “unknown” could be used also here. 
The case where the request is received over cable access, but no PANI header containing the "network-provided" parameter is present, should also be allowed, but this case is missing here.
Editor’s Notes: It is assumed that the information in the PANI header is trustful to the S-CSCF. The way that how the S-CSCF decides the information in the PANI header is trustful is FFS.
c)
If no IMPI is present then the S-CSCF shall determine that the authentication scheme is Early IMS, cf. TR 33.978 
The conclusion seems to be incorrect: in our understanding the TISPAN specifications do not mandate to send the IMPI with a REGISTER request when NBA is used. Therefore, when no IMPI is present the authentication schemes could be NBA or Early IMS. 
The S-CSCF uses the PANI header to distinguish between the two: 
when a PANI header is present in the REGISTER request and the access-type parameter in the P-Access-Network-Info header containing the "network-provided" parameter represents TISPAN access then the authentication scheme is NBA, otherwise it is Early IMS. 
******************************END SECOND CHANGE***********************
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