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1 Introduction

For a rationale of the proposed change, cf. the companion contribution.
2 pCR

*** BEGIN OF CHANGE ***
5
Identified Issues 

-
P-CSCF procedure selection

-
TISPAN procedures may apply only to a subset of subscribers

-
3GPP procedures may apply to other subset of subscribers

-
How does the P-CSCF know which procedure to apply?

-
Determination of requested authentication scheme in S-CSCF

-
In an environment where multiple authentication schemes are used, a S-CSCF may not be able to correctly detect the requested authentication scheme to indicate to HSS/UPSF, unless certain rules are adhered to.

-
For TISPAN authentication methods, the authentication scheme indicated by S-CSCF may be overridden by UPSF.

-
So, the S-CSCF has to behave differently, depending on the authentication method. How can the S-CSCF know from the IMS registration request and, possibly, additional information, which specification to follow?
-
TISPAN -aware and legacy P-CSCFs coexistence

-
The two types of P-CSCF differ in their handling of P-Access-Network-Info headers in a security-relevant way, as described in section 6.1. This raises the following issue: 

-
How can the S-CSCF, which concurrently serves both TISPAN-aware and legacy P-CSCFs, know whether a P-CSCF is legacy or TISPAN-aware?

NOTE 1: The handling of private user identities in Cx commands relating to registration requests without Authorization header remains left open in TISPAN Release 1 specifications. Therefore, proprietary solutions may be required in networks where TISPAN Release 1 IMS clients may send registration requests without Authorization header. Some of these proprietary solutions may require the I-CSCF to handle Cx commands in a way specific to TISPAN Release 1 IMS clients. In such a case the I-CSCF may use the P-Access-Network Info header to determine whether the request was sent over a TISPAN NASS network. In contrast  to the procedures for the S-CSCF in section 6.2, the correctness of the information in the P-Access-Network Info header is not security-critical in the context of the I-CSCF discussed in this note.

 

NOTE 2: The issue mentioned in NOTE 1 does not occur for UEs according to TISPAN Release 2 specifications as registration requests are always sent with Authorization headers.
***END OF CHANGE ***
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