ETSI TISPAN#10bis

10bTDXXX

3GPP TSG SA WG3 (Security) meeting #46
S3-070137
Beijing, P.R. China , 13th – 16th  Feb 2007   
Agenda Item: 

ETSI TISPAN#12Bis

12bTD408r2
Sophia Antipolis,

11-15 December 2006
Liaison Statement
	Title:
	Liaison response on media security


	From:
	WG 7

	Organisation:
	ETSI TC TISPAN

	Approval Date:
	

	Technical Contact:
	Martin Euchner

	Reply to:
	David Boswarthick,TISPAN TO, David.Boswarthick@ETSI.ORG 

	Reply by (if required):
	March, 2007


	To:
	TSG SA3

	Organisation:
	3GPP

	Contact Person:
	Michael Clayton, SA3 secretary

	e-mail:
	Michael.Clayton@ETSI.ORG


	For:

	Action:
	X

	Information:
	X


Action/Decision Requested:

We kindly ask you to take the following proposal into account, and to confirm:
· Work split between SA3 and WG7
· Two new media security requirements.
Introduction
We would like to thank you for your liaison on media security. We are now aware of your technical studies on IMS-based media security in your TR. We recognize the common interest on IMS-based media security and see the potential of joint work in this area. In order to ease collaboration and to avoid duplication of work efforts, WG7 has figured out the following work split that we would like to propose to SA3 to take into account:

Proposed work split between WG7 and SA3:

1a)
IMS-based media security is homed within SA3;
1b)
TISPAN WG7 will try to identify NGN-specific requirements for IMS-based media security and will communicate them (if any) to SA3; (by the envisioned joint meeting between WG7 and SA3)
1c)
TISPAN WG7 and 3GPP SA3 collaborate jointly on requirements, use-cases, scenarios and security architecture for IMS-based media security.

2a)
Non-IMS-based media security remains entirely within ETSI TISPAN.
2b)
Where appropriate and possible, synergies among IMS-based media security and non-IMS-based security should be sought.

WG7 has considered your initial draft of the 3GPP security requirements on media security.
Further, WG7 has identified two new security requirements as enclosed below.
We believe those new security requirements generally apply to Next Generation Networks, yet the new requirements would equally apply to IMS too.
Hence, we would like to propose those requirements be reflected in the IMS-based media security requirements.

6.1.1
Security service requirements

R1: The media security solution SHALL have minimal impacts on already deployed network entities.
6.1.2
Key-management requirements

Note: The working assumption in TISPAN is that the key transfer mechanism is performed in the signalling path instead of in the media path to avoid extra roundtrips.

R1: The key transfer mechanism SHALL provide integrity, confidentiality and replay protection.
We are looking forward to collaborating with you on IMS-based media security.

