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Introduction

The TS lacks the description of the handling of Key lifetime of the Ks_local_device key in the UICC Hosting Device and Remote Device. This pseudo-CR proposes how the UICC Hosting Device and Remote Device shall act when Key lifetime expires.

Pseudo-CR:
*********************************************************
4.4.6
Requirements on Ks_local_device key and associated parameters handling in Remote Device
One key (i.e. Ks_local_device) is established per UICC Hosting Device and Remote Device pair. One established Ks_local_device key is only shared between one specific UICC Hosting Device and one specific Remote Device. 

NOTE: 
Further key derivations from the Ks_local_device are allowed to be used at e.g. application layer, to be able to differentiate the keys to be used by different applications, but this is out of the scope in this specification.

The Remote Device receives the Ks_local_device key and the lifetime of the Ks_local_device key from the NAF Key Centre on a secured interface.

The Remote Device shall delete the Ks_local_device key and the corresponding key lifetime when at least one of the conditions below is met:

1-
the key lifetime of the Ks_local_device key expires;

2-
the Remote Device discovers that the UICC Hosting Device does not share the same Ks_local_device key any more due to e.g. deletion.

4.4.7 Requirements on Ks_local_device key and associated parameters handling in UICC Hosting Device
One key (i.e. Ks_local_device) is established per UICC Hosting Device and Remote Device pair. One established Ks_local_device key is only shared between one specific UICC Hosting Device and one specific Remote Device. 

NOTE: 
Further key derivations from the Ks_local_device are allowed to be used at e.g. application layer, to be able to differentiate the keys to be used by different applications, but this is out of the scope in this specification.

The lifetime of Ks_local_device key in the UICC Hosting Device shall not exceed the lifetime of the Ks_(ext)_NAF key. 

The UICC Hosting Device shall delete the Ks_local_device key and the corresponding parameters when the key lifetime of the Ks_local_device expires.  
The UICC Hosting Device shall handle the Ks key and the NAF specific keys (i.e. Ks_NAF, Ks_ext_NAF and Ks_local_device) and related parameters as described in section 4.4.11 in TS 33.220 [3]. This means that the Ks_local_device key shall be handled in the same way as the Ks_(ext)_NAF key is handled in section 4.4.11 in [3], i.e.as a NAF specific key.
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