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1
Introduction
Currently 3GPP has specified Early IMS for IMS authentication without ISIM. However, there are some scenarios in which HTTP Digest will be more applicable than early IMS. So it is necessary for 3GPP to study the supporting of HTTP Digest authentication scheme, which may have some impacts on IMS internal architecture and interfaces.
2
Analysis
Early IMS is defined by 3GPP as the only authentication scheme to support IMS access authentication when ISIM is not equipped. However, there are some restrictions inherent in early IMS which keep early IMS from applying to broader IMS deployment scenarios. HTTP Digest, as a feasible and widely implemented authentication scheme in SIP environment, can be complement to current 3GPP defined IMS authentication schemes. This contribution points out some IMS deployment scenarios in which current 3GPP IMS access authentication schemes can not work but HTTP Digest can be a practical choice.

· In FMC, some soft SIP clients are installed on terminals like PCs, laptops and PDAs in which UICC is not embedded, in this case neither AKA Digest nor Early IMS is available. HTTP Digest, as a wildly deployed authentication scheme in SIP environment, is suitable in this scenario to support IMS access authentication.

· Regarding the terminal without ISIM, when NAT is used between GGSN and P-CSCF, early IMS does not work. However, HTTP Digest is still applicable since it is an application level scheme thus transparent to NAT.

· In early IMS, GGSN is involved in IMS access authentication procedure by creating the binding of IP address and IMSI etc. , but there is some limitation on the deployment of GGSN (As stated in TS 33.978, “Early IMS security requires the GGSN to be in the home network”). While HTTP digest authentication is performed end to end between terminals and IMS entities, there is no explicit restriction on the location of GGSN, so HTTP digest is more flexible in the GPRS roaming scenario.

In fact, to support more access networks, HTTP Digest has already been considered in TISPAN and has been implemented in some IMS entities independently by different vendors. But there are some critical issues to be standardized to ensure the interoperability:
1) In the implementation of HTTP Digest, the interaction steps and function split between S-CSCF and HSS should be clarified;

2) The impact on Cx interface should be determined. 

3) Moreover, an authentication scheme selection mechanism should be specified.
3
Proposal

We suggest SA3 to study the supporting of HTTP Digest authentication scheme in IMS and try to find an appropriate solution. Whether the related work should be done in a new work item is for open discussion.
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