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1. Introduction:

SA3 is currently working to specify a secure channel between a UICC and a terminal, this terminal may be different from the UICC holding device. There are several options, how a secure channel can be established. 3GPP tries to minimize and optimize the options, hence SA3 would like to know which kind of channel you need for the intended use cases:
· Per application i.e. every application has its own dedicated secure channel key.
-     Per platform / interface i.e. each channel between UICC and a different entity has it’s own key, the    

      secure channel could then be used by different applications on UICC and terminal (similar to VPN    

      applications that share the same tunnel).
For the better understanding, it would be useful if you could inform which use case requires which type of channel. Also, latest information on the progress of the work in ETSI SCP related to the secure channel work in SA3 is highly appreciated. 

Also, the current draft of the secure channel Technical Specification utilizes the ICC-ID for UICC identification. SA3 would like to obtain feedback from SCP on the possible usage of this identifier.
2. Actions:

To ETSI SCP
ACTION: 
Please provide feedback which kind of channel would be needed for each of the intended use cases:

- Per application
- Per platform / interface 
Please provide also feedback on the utilization the ICC-ID for UICC identification in the current draft specification.
3. Date of Next TSG-SA3 Meetings:

SA3#45
31. October – 3. November, 
Dullas-Aerlington, USA


