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1. Introduction
Currently，SMS is used as a kind of bearer for a lot of Internet/intranet applications. But, the current SMS system is not so convenient for some services based on SMSs or enterprise customers. Because the sender’s identifier is just in the form of  number sequence, which is not so meaningful as the real name. For example, some enterprises who will send SMSs to their customer through operators’ networks, such as banks, have a strong need to ensure that no spoofing SMSs will reach their customers which pretendingly claim to be sent by the enterprises. Always, this kind of SMS contains trick content. In order to protect the credit and profit of enterprises or CP(content provider)/SP(service provider), it is necessary for the service system (or network) to verify the sender’s identity and then send messages containing the sender’s real name in the way that the name is not able to be fabricated. For this purpose, sender’s identifier in a SMS should support text form in different language.
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Figure ‑1 Internet/Intranet SMS Application
The related proposed CR to TS 22.105 can be found in document SP-060438.
Where the sender’s identity is verified by the network operator, it shall be possible to convey this information as well as the verified identity of the sender (e.g. sender name), together with the SMS message, to the recipient.
SA3 is asked to discuss the solution for the above requirement which is present in S1-060540 liaison to SA3.
2. Potential Solutions
We are aiming at a solution that SMS will show the sender’s real name and, from device point of view, is backward compatible to the existing mobile phones( Otherwise, SMSC should be aware the device’s capability and send SMS in the right format) .In this paper, the sender is limited within enterprise or CP/SP, which is identified by internet/intranet application access number,e.g. 1234.
Before we consider the final solutions, let’s have a look at the definition of the sender address field in a short message. As we refer to TS 23.040, taking SMS-Deliver(see Appendix B) as an example, the sender address field is TP-OA which is 2-12 octets using numeric and alphanumeric representation(See TS 23.040 [1]9.1.2).One octet is Address length, one is type-of-address, So there are at most 10 octets for address value. It supports up to 11 English letters.
2.1 To redefine sender address with Unicode support
If we redefine the sender address field with Unicode support, supposing SMSC has a table with sender’s number and its real name respectively, then the SMSC will replace sender’s number with sender’s real name.

In order to realize this solution, we should (1)upgrade SMSC to maintain a table and modify the certain kind of SMS’s sender field, additionally (2) adjust SMS client in devices to be consistent with the specification.
There are 3 reasons why we don’t recommend this solution.
(1) if the existing definition of this field is changed, the legacy phones won’t handle  the SMSs correctly, and probably leads to missing SMSs. Network should have the ability of terminal recognition
(2) if we replace the number  with real name. it is hard for user make sure the receiver’s address when composing a SMS, for instance, “T-mobile”  or “T-Mobile” or what else.
(3) 5-Chinese-character might not be enough for some enterprise name, and the same for some other languages.
2.2  To add  the real name in the SMS content
Another option is to add the real name in the SMS content instead of in the sender address field.
In order to realize this solution, we can only upgrade SMSC to maintain a table and insert the senders’ name into every short message passing through the network.
This kind of service is something like a verifying service which insert the senders’ name into the SMS.On this occasion, network operator acts as a trusted third party who takes responsibility of anti-fake-signing. If the real name is added to SMS user data as ordinary content, users can also add this kind of information in point to point SMSs.
Another challenge for this solution is whenever an end user forwards the SMS, SMSC has to add a sender’s real name to the SMS which will confuse the end user, waste the capacity of a SMS and also compromise the performance of SMSC. 
2.3 SIMToolKit
SIMToolKit is usually used in bank applications in case that SIM card is easier to deploy. If we use SIMToolKit to receive the SMS, there are 2 way to show the real name:
(1) To store a certain sender’s number and real name as a contact item in SIM card. So when an SMS is received by the mobile phone,  the client searches the sender’s real name according to the sender’s number and shows it. But it is limited by the STK memory to store the contacts and it is also necessary to set up a mechanism to synchronise the contacts with network server.
(2) To add the real name in the SMS content, and the SIMToolKit will move the real name and show it as the sender’s address.
If we use SIMToolKit  to receive SMSs, there are 3 problems:

(1) the end users have to access real-named SMSs through a dedicated SMS client other than existing SMS client in mobile phone. 
(2) we should send SMSs as data SMS format. The SMSs will be specially passed on to STK card after the mobile phones receive them, where the dedicated SMS client exists.
(3) the network should have the ability of SIM card recognition when providing this kind of SMS service.
2.4 To define a real name IE
We suggest to add a real-name field to show the sender’s real name.

As we refer to TS 23.040, taking SMS-Deliver(see Appendix B) as an example, TP-UD(TP-User-Data) might have User-Data-Header. User-Data-Header is made of Information Elements(see 9.2.3.24).Some reserved IEs is defined in this way: If any reserved values are received within the content of any Information Element then that part of the Information Element shall be ignored.
The real name field can be only set by carriers, so whenever the original SMS is forward, the real name field is reset by network.

In order to realize this solution, we should (1)upgrade SMSC to maintain a table and modify the certain kind of SMS’s sender field IE, additionally (2) adjust SMS client in devices to be consistent with the specification.

3. Comparison
Based on description above, the difference between all the candidate solutions are listed in the table:
	Solutions
	Backward Compatibility 
	Impacts on ME
	Impacts on (U)SIM
	Impacts on SMSC
	User experience

	To redefine sender address with Unicode support
	No
	Big
	No
	Big
	Bad

	To add  the real name in the SMS content
	Yes
	Small
	No
	Big
	Bad

	SIMToolKit 
	No
	Big
	Yes
	Great 
	Common

	To define a real name IE
	Yes
	Some
	No
	Some 
	Good


4. Proposal
This contribution mainly concerns the LS from SA1 about how to fulfil the requirements on verification of SMS source. We propose SA3 to reply a LS to SA1 with the information showed in this document and suggest that solution “To define a real name IE” is the most effective way to fulfil the requirement, and also copy the reply to CT1.
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Appendix B: Basic elements of the SMS-Deliver type defined in 3GPP TS 23.040 V6.7.0 9.2.2.1
Basic elements of the SMS‑DELIVER type:

	Abbr.
	Reference
	P1)
	R2)
	Description

	TP‑MTI
	TP‑Message‑Type‑Indicator
	M
	2b
	Parameter describing the message type.

	TP‑MMS
	TP‑More‑Messages‑to‑Send
	M
	b
	Parameter indicating whether or not there are more messages to send



	TP‑RP
	TP‑Reply‑Path
	M
	b
	Parameter indicating that Reply Path exists.

	TP‑UDHI
	TP‑User‑Data‑Header‑Indicator
	O
	b
	Parameter indicating that the TP‑UD field contains a Header

	TP‑SRI
	TP‑Status‑Report‑Indication
	O
	b
	Parameter indicating if the SME has requested a status report.



	TP‑OA
	TP‑Originating‑Address
	M
	2‑12o
	Address of the originating SME.

	TP‑PID
	TP‑Protocol‑Identifier
	M
	o
	Parameter identifying the above layer protocol, if any.



	TP‑DCS
	TP‑Data‑Coding‑Scheme
	M
	o
	Parameter identifying the coding scheme within the TP‑User‑Data.

	TP‑SCTS
	TP‑Service‑Centre‑Time‑Stamp
	M
	7o
	Parameter identifying time when the SC received the message.

	TP‑UDL
	TP‑User‑Data‑Length
	M
	I
	Parameter indicating the length of the TP‑User‑Data field to follow.

	TP‑UD
	TP‑User‑Data
	O
	3)
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