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1 Introduction

The baseline document ‘Security aspects for inter-access mobility between non 3GPP and 3GPP access network’ agreed in sa3#43 meeting specified an authentication method i.e. alternative solution 1 for MIPv4. However, the solution isn’t completed in the document.  Thus, a PCR, attached to this discussion paper gives a completely version of the alternative authentication solution 1 for MIPv4. Meanwhile, another alternative authentication method i.e. alternative solution 2 for MIPv4 is also described in the PCR. 

2 Authentication for MIPv4
Authentication method of MIPv4 proposed in the baseline document is that RFC3957is used conjunction with GBA.
Generic Bootstrapping Architecture (GBA) allows bootstrapping of shared secrets between a UE/MN and the home network (Bootstrapping Service Function, BSF), which can then be used to derive further shared secrets to be used between UE/MN and a Network Application Function (NAF). 
Two options for using GBA in the inter access mobility authentication are considered:
· using GBA to derive the MN-HA Keys, in which case the HA is used as NAF and

· using GBA to provision MN-AAA Keys, in which case H-AAA is used as a NAF   
This PCR describe both solutions in more detail.
3 Proposal

Based on above discussion, this paper proposes to remove section 5.2.2 and replace it with a new section 5.2.1.1: RFC3957 is used in conjunction with GAA (HAAA is NAF) and a new section 5.2.2: Alternative solution 2: Use GBA to derive and distribute MN-HA Keys  (HA is NAF).
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