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1 Introduction

This contribution gives some considerations for Liberty Alliance ID-WSF and GBA architecture.
2 Discussion
In the latest TR 33.980, the ID-WSF authentication service (AS) and the single sign-on service (SSOS) are separate, as described in the following figures. It is said that “The scenario with SSOS is necessary when either the communication between UE and SP may by some reason only be based on ID-FF protocols, or if the service is offered by some other provider”.
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Figure 4.2-4: Liberty Alliance network model for ID-WSF Authentication Service with Single Sign On Service
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Figure 4.2-7: Combined Liberty Alliance ID-WSF and GAA architecture with collocated NAF and AS and deployment of ID-FF for UE-SP communication.

But according to the “Liberty ID-WSF Authentication Service and Single Sign-On Service Specification”, we can find that:
1. There should have no interface between the AS and the SSOS.
2. In section “6.3. Rules for SSO Service Providers”, it is said that “The SSOS Provider SHOULD offer an ID-WSF Authentication Service, as defined in Section 5: Authentication Service. Upon successful authentication the SSOS Provider will respond to the SSOS Consumer with a <SASLResponse> message, as specified in Section 5. Returned ID-WSF EPRs referring to SSO Service instances MUST use the Service Type URI defined in Section 6.2 above.”         
 It is implied that the SSOS should be collocated with the AS.
3. In section “6.1. Conceptual Model”, it is said that “The overall mechanism is based on two steps. First, a (LUAD-) WSC wishing to interact with some SP can use the Authentication Service at an Identity Provider to obtain security tokens. Next, the (LUAD-) WSC invokes the Single Sign-On Service at the Identity Provider in order to obtain an authentication assertion to convey to the SP, thus enabling Liberty-SSO-enabled, vanilla, web-based interactions with that SP. 
For example, if a (LUAD-) WSC successfully authenticates with an Identity Provider (IdP) via the IdP’s Authentication 

Service (Section 5), the IdP can ensure that the LUAD-WSC will have in its possession an ID-WSF EPR (a profiled 

<wsa:EndpointReference>; [LibertyDisco]), containing any necessary credentials, for the ID-WSF Single Sign- 

On Service at the very same IdP. Thus the (LUAD-) WSC may obtain an authentication assertion via the IdP’s the latter Service.”                                                                                                                                                                                      It is also implied that the SSOS and AS should be “at the very same IdP”.
3 Conclusion

From the above points we can conclude that the SSOS and the AS should not be separate and they should be collocated instead. 

4 Proposal 

  The attached file is the proposal CR. We suggest that SA3 adopts the following changes. 
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