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Dear SA3,

No major drawbacks were encountered with SA3 input at the SA#31 plenary meeting in Sanya, Hainan, P.R. China 13-16 March 2006. The main points with impact to SA3 are listed in the following:

1. All of our proposed CR’s were approved, one was slightly modified because it showed deletions on top of additions (S3-060150 CR to TR 33.919 “Add a text to include the 2G_GBA scenario”).

2. All TS’s and TR’s we submitted for approval were indeed approved. Some notes about these:

· TS 55.236 A8_V MILENAGE algorithm: the abbreviation “VCS” was removed from the TS because it is not used;

· TS 33.204 TCAP user security: the version 2.0.1 created after our email review was eventually approved (SP-060210) but we have to pay more attention on the handling of email reviews and version numberings;

· TR 33.920 SIM card based GBA; Early Implementation Feature: we got an action to make sure that we are consistent in the usage of notations, e.g. we should either write “2G GBA” or “2G_GBA” but not use both;

· TR 33.980 Liberty Alliance-3GPP security interworking: instruction of (b) applies also here.     

3. The question we asked from SA in LS S3-060138 got an answer in a reply LS SP-060235: SA preferred to document “NASS-bundled authentication” mechanism in a similar manner as we have done for “early IMS” mechanisms, i.e. in the form of 3GPP TR. It was left to us to decide whether it is better to include NASS-bundled authentication to early IMS TR 33.978 or to create a new dedicated TR.  

4. Still in the area of TISPAN: SA took a stand on the issue of UE definition, and on wording issues more generally, in the LS SP-060234. This is related to our (reply) LS S3-060139. In addition, SA sent TISPAN an LS about several aspects of coordination between 3GPP and TISPAN (SP-060233).
5. Unfortunately, draft specifications of UEA2 and UIA2 algorithms have not been put into the ETSI server yet because of export control issues. However, the design and evaluation report TR 35.919 was submitted for information in SA plenary. 
6. Issues of interest in SA1 area:

· TS 22.259 “Service Requirements for Personal Network Management” was approved (SP-060213). However, it was made clear that the results of our ongoing email review would be taken into account and potential big CR’s would not be repelled;
· We got an action to check what needs to be done for security aspects of the WI “USSD message delivery and transfer to USIM”.
7. Issues of interest in SA2 area:

· SA2 status presentation SP-060120 contains the status and next steps in the SAE work (slide 25). In particular, SA2 plans to resolve the issue of active mode inter access mobility between E-UTRA and UTRA/GSM (c.f. MobileIP vs 3GPP mechanisms) in the 3-6 April SAE ad hoc meeting;

· SA2 (and some CT groups) had a joint session with CableLabs in February. The conclusions of the session are included in SP-060200 (= S2-060710). It is explicitly stated that the responsibility of the security impacts lies in SA3 (and SA3 LI);
· A new WID for “One Tunnel solution for Optimisation of Packet Data Traffic” was approved (SP-060142) in which potential LI issues are explicitly mentioned.
8. Issues of interest in RAN area:

· In the LTE area, the RAN plenary agreed a working assumption that the RRC terminates in the eNodeB and the outer ARQ terminates also in the eNode B.
9. About release 7 schedule: SA1 requirements are frozen but there are still some explicitly listed features as exceptions. The stage 2 freezing date is still planned to be June 2006. At SA June plenary the status is going to be checked for all features. Stage 3 tentative freezing date was left open but it is acknowledged that stage 3 needs minimum 6 months after stage 2 freezing.

Attached: my status report slides (SP-060045)
Best regards,

Valtteri Niemi

SA3 chairman

Results of CRs presented to SA #31
	Spec
	CR
	Rev
	Rel
	Subject
	Cat
	Old Vers
	New Vers
	SA Doc
	SA3 Doc
	Result

	03.20
	A002
	-
	R99
	Recommendation not to support A5/2 in new terminals
	F
	8.1.0
	8.2.0
	SP-060046
	S3-060146
	Approved

	33.107
	0057
	-
	Rel-7
	WLAN Interworking - Additional Details for TS 33.107
	F
	7.2.0
	7.3.0
	SP-060064
	S3-060102
	Approved

	33.108
	0083
	-
	Rel-7
	Informative example of FTP implementation across HI2/HI3.
	F
	7.3.0
	7.4.0
	SP-060065
	S3-060101
	Approved

	33.108
	0084
	-
	Rel-7
	Correction on description of parameter "event type" for CS interception
	F
	7.3.0
	7.4.0
	SP-060065
	S3-060103
	Approved

	33.108
	0085
	-
	Rel-7
	Handling of unkown SIP headers
	F
	7.3.0
	7.4.0
	SP-060065
	S3-060104
	Approved

	33.108
	0086
	-
	Rel-7
	Correction on polygon type of shape
	F
	7.3.0
	7.4.0
	SP-060065
	S3-060105
	Approved

	33.108
	0087
	-
	Rel-7
	Extending section A.2.2 and C.2.2 for national use
	B
	7.3.0
	7.4.0
	SP-060065
	S3-060106
	Approved

	33.203
	0090
	-
	Rel-7
	Change of terminology to use UE instead of mobile
	F
	7.0.0
	7.1.0
	SP-060060
	S3-060137
	Approved

	33.203
	0091
	-
	Rel-7
	Enabling NAT traversal for signaling messages in the IMS access security framework
	B
	7.0.0
	7.1.0
	SP-060060
	S3-060140
	Approved

	33.220
	0080
	-
	Rel-7
	D-proxy renaming to Zn-Proxy
	B
	7.2.0
	7.2.0
	SP-060061
	S3-060155
	Approved

	33.220
	0081
	-
	Rel-6
	D-proxy renaming to Zn-proxy
	F
	6.7.0
	6.8.0
	SP-060052
	S3-060156
	Approved

	33.220
	0082
	-
	Rel-7
	Protection of Zn/Zn’ reference point for http based protocols
	B
	7.2.0
	7.2.0
	SP-060061
	S3-060157
	Approved

	33.220
	0083
	-
	Rel-6
	Restricting the TLS CipherSuites in Annex E and cleanup of references
	F
	6.7.0
	6.8.0
	SP-060051
	S3-060158
	Approved

	33.220
	0084
	-
	Rel-7
	Restricting the TLS CipherSuites in Annex E and cleanup of references
	A
	7.2.0
	7.3.0
	SP-060051
	S3-060159
	Approved

	33.220
	0085
	-
	Rel-7
	Clarifications of requirement
	F
	7.2.0
	7.2.0
	SP-060061
	S3-060162
	Approved

	33.220
	0086
	-
	Rel-6
	GBA keys handling and UICC presence detection
	F
	6.7.0
	6.8.0
	SP-060056
	S3-060152
	Approved

	33.220
	0087
	-
	Rel-7
	GBA keys handling and UICC presence detection
	A
	7.2.0
	7.3.0
	SP-060056
	S3-060153
	Approved

	33.220
	0088
	-
	Rel-6
	Clarify the confusion of the useof NAF-ID and FQDN
	F
	6.7.0
	6.8.0
	SP-060049
	S3-060182
	Approved

	33.220
	0089
	-
	Rel-7
	Clarify the confusion of the useof NAF-ID and FQDN
	A
	7.2.0
	7.3.0
	SP-060049
	S3-060183
	Approved

	33.220
	0090
	-
	Rel-7
	key derivation clarifications
	F
	7.2.0
	7.2.0
	SP-060061
	S3-060181
	Approved

	33.220
	0091
	-
	Rel-7
	Use of SIM for a Ua application
	F
	7.2.0
	7.2.0
	SP-060061
	S3-060184
	Approved

	33.221
	0007
	-
	Rel-6
	Update PSK TLS Reference
	F
	6.2.0
	6.3.0
	SP-060053
	S3-060164
	Approved

	33.222
	0024
	-
	Rel-6
	Update PSK TLS Reference
	F
	6.5.0
	6.6.0
	SP-060054
	S3-060165
	Approved

	33.222
	0025
	-
	Rel-7
	Update PSK TLS Reference
	A
	7.0.0
	7.1.0
	SP-060054
	S3-060166
	Approved

	33.234
	0073
	-
	Rel-6
	Correction of  the incorrect statement in Tunnel fast re-authentication and authorization
	F
	6.7.0
	6.8.0
	SP-060047
	S3-060167
	Approved

	33.234
	0074
	-
	Rel-6
	updating the reference
	F
	6.7.0
	6.8.0
	SP-060047
	S3-060168
	Approved

	33.234
	0075
	-
	Rel-7
	Addition of in-band OCSP support
	C
	6.7.0
	7.0.0
	SP-060058
	S3-060169
	Approved

	33.234
	0076
	-
	Rel-6
	Correction to authentication information retrieval between 3GPP AAA Server and HSS
	F
	6.7.0
	6.8.0
	SP-060047
	S3-060185
	Approved

	33.246
	0083
	-
	Rel-6
	Handling unknown MIKEY payloads in MGV-F
	F
	6.5.0
	6.6.0
	SP-060048
	S3-060142
	Approved

	33.246
	0084
	-
	Rel-6
	Clarification of MTK ID reset in MSK update
	F
	6.5.0
	6.6.0
	SP-060048
	S3-060144
	Approved

	33.919
	0004
	-
	Rel-7
	Add a text to include the 2G_GBA scenario
	F
	6.2.0
	7.0.0
	SP-060062
	S3-060150
	revised

	33.919
	0004
	1
	Rel-7
	Add a text to include the 2G_GBA scenario
	F
	6.2.0
	7.0.0
	SP-060218
	-
	Approved

	33.919
	0005
	-
	Rel-7
	Correction of some editorial errors
	D
	6.2.0
	7.0.0
	SP-060069
	S3-060151
	Approved

	33.978
	0013
	-
	Rel-6
	Missing User-Identity AVP in PNR
	F
	6.3.0
	6.4.0
	SP-060055
	S3-060141
	Approved

	43.020
	0007
	-
	Rel-4
	Recommendation not to support A5/2 in new terminals
	A
	4.0.0
	4.1.0
	SP-060046
	S3-060147
	Approved

	43.020
	0008
	-
	Rel-5
	Recommendation not to support A5/2 in new terminals
	A
	5.0.0
	5.1.0
	SP-060046
	S3-060148
	Approved

	43.020
	0009
	-
	Rel-6
	Correction of a reference
	F
	6.2.0
	6.3.0
	SP-060050
	S3-060149
	Approved

	55.205
	0002
	-
	Rel-6
	Clarifying the Bit/Byte ordering and symbols for GSM-MILENAGE example algorithm
	F
	6.1.0
	6.2.0
	SP-060057
	S3-060136
	Approved


Results of TSs and TRs presented to SA #31
	SA Doc
	Title
	Source
	Doc Type
	DocFor
	Result

	SP-060059
	TS 55.236 v1.0.1 on Specification of A8_V MILENAGE algorithm: An example algorithm for the Key Generation function A8_V 
	SA WG3
	TS
	Approval
	Revised to 067

	SP-060063
	TR 33.920 v2.0.0 on SIM card based Generic Bootstrapping Architecture (GBA); Early Implementation Feature
	SA WG3
	TR
	Approval
	Approved

	SP-060066
	TS 33.204 v2.0.0 Network Domain Security; TCAP user security
	SA WG3
	TS
	Approval
	Revised to 210

	SP-060067
	TS 55.236 v1.0.1 on Specification of A8_V MILENAGE algorithm: An example algorithm for the Key Generation function A8_V 
	SA WG3
	TS
	Approval
	Approved

	SP-060068
	TR 35.919 v1.0.0 Delivery of UEA2 and UIA2 specifications including Design and Evaluation Report 
	SA WG3
	TR
	Information
	Noted

	SP-060070
	TR 33.980 v2.0.0 Liberty Alliance and 3GPP security interworking; Interworking of Liberty Alliance Identity Federation Framework (ID-FF), Identity Web Services Framework (ID-WSF) and Generic Authentication Architecture (GAA)
	SA WG3
	TR
	Approval
	Approved

	SP-060210
	TS 33.204 v2.0.0 Network Domain Security; TCAP user security
	SA WG3
	TS
	Approval
	Approved


Results of WIs presented to SA #31
None presented.
