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Dear SA3,

No major drawbacks were encountered with SA3 input at the SA#30 plenary meeting in St Julian´s, Malta, 5-7 December 2005. The main points with impact to SA3 are listed in the following:

1. The only new WID we proposed this time, i.e. “Key establishment between a UICC and a terminal” (S3-050726) was approved with minor modifications (two new supporting companies, see final version in SP-050836). The planned TS also got a number: 33.110.
2. All of our proposed CR’s were approved, two in modified form: the TISPAN-related CRs to 33.203 and 33.210 (S3-050826 and S3-050832) were modified in several rounds (see results in SP-050844 and SP-050841). The most substantial changes were:

· replacement of the TISPAN-specific term “TISPAN NGN network” by a more general term “fixed broadband network”, esp. in the scope sections (one trigger for this was a presentation SP-050659 of Cable Labs which is another organization that wants to utilize IMS in their specs);

· more explicit differentiation between the terms “NGN UE” and “UE”.

3. The TR 33.918 “Early implementation of HTTPS connection between a UICC and a NAF” was approved (without any modifications) and is now under change control.
4. The three documents we submitted for information did not cause much discussion (TS 33.204 “Network Domain Security (NDS); TCAP user security”, TR 33.801 “Access Security Review” and TR 33.920 “SIM card based GBA”).

5. There were, again, fair amount of discussions about the way forward with “System Architecture Evolution /  RAN Long Term Evolution” (SAE/LTE). In the previous week’s SA2/RAN workshop the issue of what should be the goal of the SA3/RAN2/RAN3 joint meeting (January 10-11, Sophia Antipolis) had been discussed. The goal was further endorsed in SA: “The joint meeting has the mandate to decide on which security functions cannot be allocated to the NodeB (minimum achievement of the meeting), and also to take decisions on where security functions are allocated/located.” I got the action point to agree a draft agenda for the joint meeting together with the other WG chairmen. The work plan of SAE/LTE was also updated accordingly (SP-050835), please take a look at that before the joint meeting.    

6. In the area of TISPAN co-operation there were discussions especially in the timing of releases from both sides. Two LSs were sent to TISPAN (SP-050839 and SP-050823); the latter is proposing that TISPAN might still consider the possibility of including some of 3GPP release 7 functionality not yet completed into their release 1 (as a late inclusion). All specs referenced by TISPAN were agreed to be upgraded to release 7 (without waiting for first CRs), e.g. our specs 33.141 and 33.310.  

7. The issue of supporting A5/2 re-surfaced in the context of GERAN test specifications. It was agreed to remove A5/2 completely from test specifications. As regards core specifications, it was agreed that the following recommendation should be added as a note to relevant specifications in Releases 99, 4 and 5: “it is strongly encouraged not to support A5/2 in new terminals anymore after 1st July 2006”. I believe a good place to capture this would be in TS 43.020, and CRs to the next SA plenary (and before that to our next meeting) would be needed. 

8. There was a question about the security work in “Enhancements of VGCS in public networks for communication of public authority officials”: I reported that I was not aware of any specific work we should do in this area. Therefore, we got an action point to check if there are any issues for us, e.g. end-to-end ciphering.

9. Issues of interest in SA1 area:

· TR 22.903 “Study on Videotelephony teleservice” (SP-050757) was approved. Both security and privacy sections had been updated. SA1 wants feedback from other WGs on the study before decisions on further steps are done;

· TS 22.259 “Service Requirements for Personal Network Management” was presented for information (SP-050743). Please recall that we have promised to send further feedback on it from our next meeting. There was also a comment that we should have another look at the past exchange of LSs with T2 (see e.g. S3-030027 and S3-030165 for a couple of most recent LSs with T2 on a related issue);
· TR 22.967 “Transferring of emergency call data” ("eCall") (SP-050741) was presented for information with practically empty security section. There was also an invitation by ETSI MSG to a workshop on eCall (SP-050798). The workshop is currently planned for 23rd January 2006 in Amsterdam. Also SA3 experts are invited (in addition to SA1, SA2, CT1, CT4, GERAN2 and RAN2). The planned output of the workshop is an LS to relevant parties.
10. About release 7 schedule: SA1 requirements are still frozen but there are explicitly listed features as exceptions. The stage 2 freezing date is now planned to be June 2006 while stage 3 tentative freezing date was left open this time.

Attached: my status report slides (SP-050760)
Best regards,

Valtteri Niemi

SA3 chairman
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	SP-30
	SP-050761
	33.102
	0197
	-
	Rel-5
	F
	Correction on Keystatus sent by CN node in Security Mode Command
	5.6.0
	5.7.0
	S3-050834
	Approved
	agreed

	SP-30
	SP-050761
	33.102
	0198
	-
	Rel-6
	A
	Correction on Keystatus sent by CN node in Security Mode Command
	6.4.0
	6.5.0
	S3-050835
	Approved
	agreed

	SP-30
	SP-050762
	33.108
	0080
	-
	Rel-6
	F
	Wrong references to tables for subaddress
	6.9.0
	6.10.0
	S3-050871
	Approved
	agreed

	SP-30
	SP-050762
	33.108
	0081
	-
	Rel-7
	A
	Wrong references to tables for subaddress
	7.2.0
	7.3.0
	S3-050872
	Approved
	agreed

	SP-30
	SP-050763
	33.107
	0055
	-
	Rel-6
	F
	Availability of IMSI at PDG
	6.5.0
	6.6.0
	S3-050869
	Approved
	agreed

	SP-30
	SP-050763
	33.107
	0056
	-
	Rel-7
	A
	Availability of IMSI at PDG
	7.1.0
	7.2.0
	S3-050870
	Approved
	agreed

	SP-30
	SP-050764
	33.203
	0088
	-
	Rel-6
	F
	Correction of text on negotiation of confidentiality algorithms
	6.8.0
	6.9.0
	S3-050825
	Approved
	agreed

	SP-30
	SP-050765
	33.234
	0072
	-
	Rel-6
	F
	IMSI availability at PDG
	6.6.0
	6.7.0
	S3-050837
	Approved
	agreed

	SP-30
	SP-050766
	33.246
	0079
	-
	Rel-6
	F
	ROC synchronization
	6.4.0
	6.5.0
	S3-050847
	Approved
	agreed

	SP-30
	SP-050766
	33.246
	0080
	-
	Rel-6
	F
	Correction on MSK processing in case of solicited pull procedure
	6.4.0
	6.5.0
	S3-050848
	Approved
	agreed

	SP-30
	SP-050766
	33.246
	0081
	-
	Rel-6
	F
	Handling several status codes in one response message
	6.4.0
	6.5.0
	S3-050849
	Approved
	agreed

	SP-30
	SP-050766
	33.246
	0082
	-
	Rel-6
	F
	Definition of newer MSK
	6.4.0
	6.5.0
	S3-050851
	Approved
	agreed

	SP-30
	SP-050768
	33.220
	0072
	-
	Rel-6
	F
	NAF_Id encoding
	6.6.0
	6.7.0
	S3-050810
	Approved
	agreed

	SP-30
	SP-050768
	33.220
	0073
	-
	Rel-7
	A
	NAF_Id encoding
	7.1.1
	7.2.0
	S3-050811
	Approved
	agreed

	SP-30
	SP-050769
	33.978
	0010
	-
	Rel-6
	F
	Correction of CR implementation
	6.2.0
	6.3.0
	S3-050828
	Approved
	agreed

	SP-30
	SP-050769
	33.978
	0011
	-
	Rel-6
	F
	Use of IMPU in HTTP header for HTTP security mechanism
	6.2.0
	6.3.0
	S3-050829
	Approved
	agreed

	SP-30
	SP-050769
	33.978
	0012
	-
	Rel-6
	F
	Correction of Sh Secure IP Address Binding Information Notification Inconsistency
	6.2.0
	6.3.0
	S3-050830
	Approved
	agreed

	SP-30
	SP-050771
	33.102
	0196
	-
	Rel-6
	F
	Clarify key set handling for PS handover
	6.4.0
	6.5.0
	S3-050833
	Approved
	agreed

	SP-30
	SP-050773
	33.203
	0089
	-
	Rel-7
	B
	Extension of scope to encompass TISPAN NGN by addition of normative annex
	6.8.0
	7.0.0
	S3-050826
	Revised
	agreed

	SP-30
	SP-050774
	33.210
	0017
	-
	Rel-7
	C
	Extension of scope to encompass TISPAN NGN
	6.5.0
	7.0.0
	S3-050832
	Revised
	agreed

	SP-30
	SP-050775
	33.220
	0074
	-
	Rel-7
	B
	Informative annex with examples on interoperator GBA usage
	7.1.1
	7.2.0
	S3-050813
	Approved
	agreed

	SP-30
	SP-050775
	33.220
	0075
	-
	Rel-7
	F
	Clarification of local policy enforcement
	7.1.1
	7.2.0
	S3-050815
	Approved
	agreed

	SP-30
	SP-050775
	33.220
	0079
	-
	Rel-7
	F
	Removal of possible interoperability problems
	7.1.1
	7.2.0
	S3-050862
	Approved
	agreed

	SP-30
	SP-050777
	33.220
	0076
	-
	Rel-7
	F
	Alignment of 2G GBA with recent CRs
	7.1.1
	7.2.0
	S3-050818
	Approved
	agreed

	SP-30
	SP-050777
	33.220
	0077
	-
	Rel-7
	F
	Addition of information requested by SA plenary on 2G GBA
	7.1.1
	7.2.0
	S3-050819
	Approved
	agreed

	SP-30
	SP-050777
	33.220
	0078
	-
	Rel-7
	F
	IMPI obtained from IMSI in 2G GBA
	7.1.1
	7.2.0
	S3-050820
	Approved
	agreed

	SP-30
	SP-050778
	33.108
	0077
	-
	Rel-7
	F
	ASN.1 module cleanup.
	7.2.0
	7.3.0
	S3-050865
	Approved
	agreed

	SP-30
	SP-050778
	33.108
	0078
	-
	Rel-7
	D
	Adding definition for ‘Precision’.
	7.2.0
	7.3.0
	S3-050866
	Approved
	agreed

	SP-30
	SP-050778
	33.108
	0082
	-
	Rel-7
	F
	Alignment with ETSI TS 101 671 - Clarification on CIN
	7.2.0
	7.3.0
	S3-050873
	Approved
	agreed

	SP-30
	SP-050779
	33.107
	0054
	-
	Rel-7
	B
	Start of interception for already attached UE
	7.1.0
	7.2.0
	S3-050867
	Approved
	agreed

	SP-30
	SP-050779
	33.108
	0079
	-
	Rel-7
	B
	Start of interception for already attached UE
	7.2.0
	7.3.0
	S3-050868
	Approved
	agreed

	SP-30
	SP-050821
	33.203
	0089
	1
	Rel-7
	B
	Extension of scope to encompass TISPAN NGN by addition of normative annex
	6.8.0
	7.0.0
	-
	Revised
	-

	SP-30
	SP-050822
	33.210
	0017
	1
	Rel-7
	C
	Extension of scope to encompass TISPAN NGN
	6.5.0
	7.0.0
	-
	Revised
	-

	SP-30
	SP-050840
	33.203
	0089
	2
	Rel-7
	B
	Extension of scope to encompass TISPAN NGN by addition of normative annex
	6.8.0
	7.0.0
	-
	Revised
	-

	SP-30
	SP-050841
	33.210
	0017
	2
	Rel-7
	C
	Extension of scope to encompass TISPAN NGN
	6.5.0
	7.0.0
	-
	Approved
	-

	SP-30
	SP-050844
	33.203
	0089
	3
	Rel-7
	B
	Extension of scope to encompass TISPAN NGN by addition of normative annex
	6.8.0
	7.0.0
	-
	Approved
	-
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	SA3 Doc.
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	SP-050776
	33.290
	Rel-7
	TR on SIM card based Generic Bootstrapping Architecture (GBA) (33.290 v1.0.0)
	1.0.0
	S3-050822
	Noted
	TR

	SP-050772
	33.801
	Rel-7
	TR on GERAN Access Security Review (33.801 v1.0.0)
	1.0.0
	S3-050864
	Noted
	TR

	SP-050767
	33.204
	Rel-7
	TS on Network Domain Security (NDS); TCAP user security (33.204 v1.0.0)
	1.0.0
	S3-050831
	Noted
	TR

	SP-050770
	33.918
	Rel-7
	TR on Early implementation of HTTPS connection between a UICC and a NAF (33.918 v2.0.0)
	7.0.0
	S3-050821
	Approved
	TR


WIs presented to SA #30
	Doc-1st-Level
	TitleCR
	Meeting number
	Result
	Doc Type
	Release

	SP-050780
	New WI on Key establishment between a UICC and a terminal
	41
	Approved
	WI
	Rel-7


