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1. Overall Description
The need to establish a secure channel between a UICC and a terminal that may host the UICC or be connected to the device hosting the UICC via a local interface has been identified by different standardization groups. 

ETSI SCP approved a Work Item on “Secure Channel between a UICC and an end point terminal”. A Work Item Description on “Key establishment between a UICC and a terminal” was agreed by SA3 and will be presented to TSG SA plenary for approval in December so that a complete solution could be used by 3GPP and others standardization bodies. 
SA3 would like to know if standardization bodies, interested in key establishment between a UICC and a terminal, have identified special needs or features for the key establishment mechanism (e.g. mechanism to invalidate a key).
2. Actions:

To ETSI SCP TEC group
ACTION: 


ETSI SCP is kindly asked to consider the attached WID and inform SA3 about special cases that ETSI SCP may have for the key establishment mechanism. SCP is also kindly asked to inform SA3 of any planned work on authorisation issues. 
To TCG Mobile group

ACTION: 


TCG Mobile Phone WG is kindly asked to consider the attached WID and inform SA3 about special cases that TCG Mobile Group may have for the key establishment mechanism. 
5. Date of Next TSG-SA3 Meeting:

SA3#41
15th November – 18th November 2005
San Diego, USA
