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Dear SA3,

Once again, SA3 matters were handled fairly smoothly at the SA#28 plenary meeting in Quebec, Canada, 6-8 June 2005. The main points with impact to SA3 are listed in the following:

1. Both of the proposed WID’s, i.e. “Lawful Interception in the 3GPP Rel-7  architecture” (S3-050315) and “Security Enhancements for Fixed Broadband Access to IMS” (S3-050320) were approved. The latter one was slightly modified by adding the following sentence to the objective section: “3GPP security level shall not be compromised.” See the result in SP-050395. 
2. All our proposed CR’s were also approved.  One of them was slightly modified: the category was changed from “D” to “F” in one MBMS CR (i.e. in S3-050318). One new LI CR was created in the SA#28: a release 7 mirror was added to complement the LI CR S3-050199.  

3. The SA#28 endorsed our request for funding of external evaluations of UEA2/UIA2 algorithms. Next the funding request is forwarded to the PCG. 

4. Two areas caused some discussion: our relation to ETSI TISPAN work (see also point 1 above) and the work in GBA for allowing 2G SIM cards. However, none of our agreements or conclusions in either area were disputed.

5. Some concern was expressed about SA3 LI meeting dates and locations. No meetings should be held too soon after TSG plenary meetings because new versions of specs are not yet available (and thus CR’s cannot be created). Meeting locations should reflect the geographical diversity of the TSG and WG delegates.

6. Issues of interest in SA1 area:

· A WID “Personal Network Management (PNM)” (SP-050229) was approved. It is mentioned that this may affect our TR 33.817 “Feasibility study on (U)SIM security reuse by peripheral devices on local interfaces”. 

7. Issues of interest in SA2 area:

· TR 23.805 about selective disabling is progressing but decision on the mechanism is still pending.

· TR 23.802, "Architectural Enhancements for End-to-End Quality of Service (QoS)" was presented for information. SA2 has not been able to agree whether they want to include security aspects.
· TR 23.867 that investigates solutions for providing emergency sessions via the IMS was provided for information. There are lots of references to security functions.
· TR 23.882 about 3GPP System Architecture Evolution has also progressed: some requirements and a base-line architecture have been agreed and SA2 have documented two architecture proposals that represent on a high level the spectrum of various architecture proposals. In next SA3 meeting we are going to have a joint session with SA2/RAN3 on this work area. 
8. Issues of interest in SA5 area:

· A WID “Integration Reference Point (IRP) Security Management” (SP-050308) was approved. It builds upon and enhances the Release 6 security work SA5 have undertaken to date for security management.
Attached: my status report slides (SP-050255)
Best regards,

Valtteri Niemi

SA3 chairman

