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Overall Description:

1. SA3 thanks SA2 for the liaison on Mandating functionality in WLAN ANs and has made necessary changes in SA3’s specification. (see S3-050312 agreed at SA3 #38.)
2. SA3 would also like to inform SA2 that SA3 has studied the mechanism of detecting the start of a WLAN Direct IP Access session based on Wa/Wd Accounting Messages.
In WLAN direct IP access if there is an ongoing WLAN Access session for the subscriber there is no way to distinguish whether a new authentication attempt is valid when it has same MAC addresses as the ongoing WLAN Access session, but with different WLAN radio networks information, because it may be a request of setting up a simultaneous session or a pre-authentication.

The WLAN AN is expected to report accounting information (charging signalling per WLAN user) to the 3GPP AAA server.  As the first accounting message for a given session, such as a WLAN Direct IP Access session, an AAA client sends an Accounting-Request message with the Accounting-Record-Type AVP set to the value START_RECORD.  When the 3GPP AAA server receives an accounting start message over the Wa/Wd reference point, the 3GPP AAA server can deduce that a new WLAN Direct IP Access session starts. 
When using the AAA accounting start message to detect that a WLAN Direct IP Access session is created, in the case described above if there is an accounting start message sent from WLAN AN after the new authentication procedure completes, this simultaneous session is a fraud one and should be stopped.
SA3 has agreed that the 3GPP AAA server should use the AAA accounting start message instead of a successful EAP authentication exchange to detect when a WLAN Direct IP Access session has been created. (See S3-050181 approved at SA #27.)
Actions: 
SA3 kindly asks SA2
1. To take notice that SA3 has made necessary changes in SA3’s specification on “immediate purging of a user from WLAN AN”

2. To consider the mechanism described in S3-050181 (already approved in SA #27) and S3-050312, and introduce the corresponding changes in respective technical specifications if needed. 
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