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Action/Decision Requested: 

TISPAN WG7 would like to initiate a LS relationship with 3GPP SA3 on cooperation related to IMS security extensions for fixed broadband access. TISPAN WG7 encourages 3GPP TSG SA WG3 to establish work on IMS security extensions to meet TISPAN NGN/IMS R1 requirements in 3GPP Release 7 specifications. 

TISPAN WG7 asks that SA3 reports back the status of the R7 workplan in order that TISPAN can assist in collaboration of IMS security developments. The target date for this is May 4th, (the Wednesday before TISPAN #6) so that we can prepare inputs to SA3 #39 in June. 

We would like to coordinate a NGN IMS security meeting to which TISPAN and 3GPP security group members are invited. The intent is that the meeting has the authority to act on behalf of TISPAN and 3GPP, we suggest the following scheduled TISPAN meeting dates for such a meeting to take place. Please indicate your preference.

	Meetings
	Dates
	Location/Host

	 TISPAN#06
	9 – 13 May 2005
	Sophia Antipolis / ETSI

	 TISPAN#06bis
	6 – 10 June 2005
	Sophia Antipolis / ETSI tbc

	 TISPAN#07
	11 – 15 July 2005 tbc
	Sophia Antipolis / ETSI

	TISPAN#08
	12 – 16 September 2005
	Portoroz / Slovenia

	TISPAN#08bis
	24 – 28 October 2005
	Sophia Antipolis / ETSI

	TISPAN#09
	5 – 9 December 2005
	Sophia Antipolis / ETSI


Summary of security related conclusions from join 3GPP & TISPAN WS 

3GPP and TISPAN had a joint Workshop on "IMS over Fixed Access" in Washington 30-31 March 2005. In this meeting, 3GPP repeated its commitment to provide fixed access enhancement to IMS to meet TISPAN needs and requirements in order to avoid incompatible specifications. The Workshop encouraged TISPAN WG7 to contact 3GPP SA3 on IMS security extensions. 

According to the current TISPAN/3GPP cooperation plan [TD-035], TISPAN is expected to coordinate “3GPP NGN Dependencies & Priorities” on issue level. The present LS should be seen as such issue level coordination action. After the dependencies and priorities are coordinated, it is expected that individual companies will introduce solution level contributions to 3GPP SA3 to introduce support for an NGN platform. TISPAN WG7 intends to only document those NGN/IMS security solutions that are TISPAN specific, and not available in 3GPP SA3 specifications.

The Workshop summary is available in [TD-036]. 

Priorities and current working assumptions 

From WG7 point of view, the highest priority is given to IMS signalling protection solution that traverse NA(P)T and firewall devices in the customer environment. Without this solution, TISPAN NGN/IMS Release 1 cannot be completed. Note that this requirement may not be the only requirement that TISPAN NGN/IMS needs urgently, however, it is currently the clearest one.

TISPAN NGN Release 1 priority is for securing IMS for a fixed network, and is independent of any discussion of what mobile operators may or may not mandate for interconnection to their IMS services i.e. the fixed operator has a commercial relationship with the customer, and deploys terminal, network, IMS service and HSS. In this case, we cannot necessarily rely on having a physical UICC to implement the security mechanisms.

It should be noted that many interesting technical ideas have been discussed during TISPAN security requirement work. These ideas are e.g. media protection, single-sign-on, generic access, and the use of GAA for IMS access (i.e. SIP as a new GBA Ua interface). Even though these interesting ideas may be useful for TISPAN in the future releases, they are not considered as part of NGN/IMS R1, and are given lower priority in TISPAN. 
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