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1 Introduction

During SA3#37, SA3 has agreed upon the working assumption that the HTTPS connection between a UICC-based application and a Network Application Function (NAF) is an option for TS 33.222 [1].

During TSG SA#27 plenary meeting TSG SA agreed to continue the work on this option but also decided “that the completion of any necessary Stage 3 work couldn't be done until September 2005, which is regarded as too late for Rel‑6 inclusion, however TSG SA asked for this work to be completed with urgency by the impacted WGs. If the complete work is presented to TSG SA in June 2005 then it could be considered for inclusion in Rel‑6 at that time”
This contribution proposes a working document in order to reduce the workload for 3GPP-CT1 group to complete TS 24.109 [2]. 

2 Impacts on 3GPP-CT specifications

The specification of the solution “HTTPS connection between a UICC and a NAF” implies some modifications to the CT1 TS 24.109 specification [2]. The next CT1#38 meeting takes place in Cancun at the same dates than the SA3#38 meeting: 25-29 April 2005. So, the proposal of a complete work to TSG SA#28 in June 2005 implies that:

· 3GPP-SA3 should send an LS to CT1 and agree on CRs to TS 33.222 [1] during SA3#38 meeting 

· 3GPP-CT1 should receive the SA3 LS and approve CRs to TS 24.109 [2] to include the option for HTTPS connection between the UICC and a NAF during the CT1#38 meeting in Cancun.

· A new GUSS flag value should be allocated by CT4 in 3GPP TS 29.109 [3]. This minor change could be done during the CT4#27 meeting (collocated with CT1#38) or during the CT4#27b, which will take place from 2005-05-17 to 2005-05-20.

3 Proposal

In order to reduce the workload to complete CT1 TS 24.109, we propose a CR to TS 24.109 as working document for SA3#38 meeting.

4 Conclusion

We kindly ask SA3 to comment the associated CR to CT1 TS 24.109 in order to complete the work on “HTTPS connection between a UICC and a NAF”. 
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