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*** Start of modified section ***

2 References

[4] |ETF Draft draft-ietf-pkix-rfc2510bis-08.txt: “Internet X.509 Public Key Infrastructure Certificate
Management Protocol”
[5] CMP Interop Project: http://www.ietf.org/proceedings/00dec/slides/PK 1 X-4/

** End of modified section ***

*** Start of modified section ***

6.2 Life cycle management

Certificate management protocol v2 (CMPv2 , [4]) shall be the supported protocol to provide certificate lifecycle
management capabilities. All SEGs and Roaming CAs shall support initial enrolment by SEG from CA viaCMPV2, i.e.
receiving acertificate from the Roaming CA, and updating the key of the certificate via CMPv2 before the certificate

expires.

[Editor’s note: CMPV2 is still at draft status, but is already widely supported (see [5]), and expected to move to Draft
Standard status in the near future. CMPV2 is preferred to CMPv1(RFC2510), because of the interoperability issues with
CMPv1

** End of modified section ***
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