
3GPP TSG SA WG3 Security — S3#28 S3-030186 
6 - 9 May 2003 
Berlin, Germany 
 
TSG-SA WG1 #20 S1-030559 
Seoul, Korea, 7th–11th  April 2003 Agenda Item: 5.6 
 
 
 
Title: LS on Privacy and Security Requirements within GSM/UMTS Devices 

 

Response to: LS (SerG Doc 101/03, S1-030458) on Privacy and Security Requirements within 
GSM/UMTS Devices  

 

Work Item: Privacy, LCS 

 
Source: SA1 

To: GSMA SerG LBS, SA3 

Cc: GSMA OMAop (Operators), OMA LOCATION, OMA REQUIREMENTS 

 

Contact Person:  
Name: John Watson 
Tel. Number: + 44 1635 254685 
E-mail Address: John.Watson@vodafone.co.uk 

 
Attachments: None 

 
 
1. Overall Description: 

TSG SA1 would like to thank GSMA SerG for their Liaison Statement LS (Serg Doc 101/03) on Privacy and 
Security Requirements within GSM/UMTS Devices and for the opportunity to comment on this issue. 
 
During the SA1#20 plenary discussion it was recognised that there is a need for a privacy framework in the 
terminal and that this should be further studied in the SA1 Privacy and GUP SWGs. It was also decided that, 
because there are significant security issues associated with the establishment of a secure domain in the 
handset, SA3 should also be consulted on this matter. 
 
 
2. Actions: 

To SA3 group. 

ACTION:  SA1 kindly asks SA3 to study the security implications and to provide details of any new 
requirements needed to specify a secure privacy domain in UEs, as described in the attached GSMA 
SerG document (101/03). 

 

3. Date of Next TSG-SA WG1 Meetings: 

SA1 SWGs #21 12 - 16 May 2003, San Diego, USA, North American Friends  
 

SA1#21 07 - 11 July 2003, Sophia Antipolis, hosted by ETSI 
 
 

4. Attachments: 

Original LS from GSMA SerG (SerG Doc 101/03, S1-030458) 
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