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6.3.7       HE initiated revocation of authentication data
The purpose of this procedure is to provide the HE with a mechanism to selectively delete the authentication vectors for
a specific subscriber at the SGSN/VLR. This gives the HE fine-grained control over the authentication process.

The procedure is shown in Figure 14.
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Figure 14: HE initiated revocation of authentication data

The HLR invokes the generic Delete-Subscriber-Data service and requests that the authentication vectors at the
VLR/SGSN to be deleted.

6.3.87 Length of sequence numbers
Sequence numbers shall have a length of 6 octets.


