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	Reason for change:
	The procedure of UE privacy verification for UE-only operation defined in clause 6.3.7 of TS 33.533 can be used for more operations than UE-only operation between two UEs, e.g. for service exposure to the Client UE, for UE-only operation between n UEs. The current description on exposure to peer UE is no longer accurate. It is possible that the UE receiving privacy check request needs to check the permission of location exposure to more than one (the peer) UE. CT1 has approved at CT1#148 new supplementary RSPP signalling messages for SL positioning privacy check in C1-242785 and the info of more than one UE can be included in the message. Hence it is proposed to update the current word of peer UE.

In addtionally, the current procedure of UE privacy verification for UE-only operation only defines the successful case. However, when the local privacy verification information disallows location exposure or when the UE does not have local privacy verification information, the failure case also needs to be handled by the UE properly. Hence it is proposed to add the description about failure case handling for completion.


	
	

	Summary of change:
	Updated the current word of peer UE in 6.3.7 to accommodate the cases where more than one (the peer) UE needs to be checked for location exposure by the UE receiving privacy check request via supplementary RSPP signalling message.

Added additional text for failure case handled by the UE receiving privacy check request via supplementary RSPP signalling message.

	
	

	Consequences if not approved:
	Inaccurate and incomplete description on privacy check used for various operations.
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[bookmark: _Toc145059232][bookmark: _Toc145061224][bookmark: _Toc145059233][bookmark: _Toc145061225]*************** Start of the Change ****************
[bookmark: _Toc162010876][bookmark: _Toc145059245][bookmark: _Hlk166165751]6.3.7	Procedure of UE privacy verification for UE-only operation 
For UE-only Operation in which the network is not involved in Ranging/Sidelink positioning, the authorization for UE privacy is based on the local configured privacy verification information to determine whether its location related information can be exposed to the peer UE(s) indicated in the supplementary RSPP signalling messageor not. If the privacy profileverification information allows location exposure, the UE (e.g. Located UE) accepts the request to expose its location related information and proceeds. If the UE has no local privacy verification information or the privacy verification information disallows location exposure, the UE shall fail the privacy verification and return privacy check reject message. 
To enable privacy check of exposure to a SL Positioning Client UE via the peer UE, the peer UE shall include the user info ID of the SL Positioning Client UE in the supplementary RSPP signalling message to the UE from which the location information or related results are to be exposed.
*************** End of the Change ****************

