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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
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References
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S3-240576 New SID on security aspects for Multi-Access (DualSteer + ATSSS Ph-4)
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Rationale

With QUIC/MPQUIC a new protocol was introduced in the 5GC, providing several advantages and new features for ATSSS. This introduction turns the UPF into an application aware web server, terminating the 3GPP internal QUIC communication with the UE over potentially different access networks. The QUIC sessions are protected with TLS1.3 and the enhancements to the UPF may increase the computational burden for the UPF implemented as a virtual network function. It may be a possible in future, that more and more features are using (MP)QUIC, thus that the load of the UPF increases. The UPF was initially designed as a pure user plane functionality without application layer knowledge of the traversing traffic. This change in functionality may have implications directly to the required resources to serve the same number of UEs, which could imply more computation power, i.e. more UPF NFs and thus more costs for the mobile operators (data centers often charge based on power consumption which is directly related to the computation power). 
4
Detailed proposal

Based on above rational it is proposed to study whether there are any performance implications on the UPF within the new study on MASSS with the following objective:
· Study whether there are any performance implications in the UPF due to the introduction of MPQUICwith its additional security complexity.

