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1
Decision/action requested

This contribution proposes to add security assumptions to TR 33.757.
2
References

[1]
3GPP TS 22.261: "Service requirements for the 5G system; Phase 1"
3
Rationale

The contribution proposes to add security assumptions to TR 33.757.
4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ****************

5
Security assumptions
To meet the requirement stated in TS 22.261[1] that the 5G system shall enable a PLMN to host an NPN without compromising the security of that PLMN or NPN, this study will be based on the following assumptions:

-
This study assumes that mutual trust between PLMN in the operator premises and NPN in the customer premises does not exit.
-
This study assumes that attacks happen from NPN to PLMN and PLMN to NPN.

*************** End of the change ****************

