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1
Decision/action requested

This contribution proposes to add Architecture and Security Assumptions into TR 33.700-32.
2
References

3
Rationale

The contribution proposes to add Architecture and Security Assumptions into TR 33.700-32.

4
Detailed proposal

It is suggested to approve the following change.

*************** Start of the change ****************

4
Architecture and security assumptions

The following architecture and security assumptions are applied to this study:

- The architecture assumptions and requirements as described in TR 23.700-32[2] are applied to this study.
- The security architecture, procedures, and security requirements for EPS/5GS as defined in TS 33.501 [x] are used as a baseline.
- It is assumed that the non-3GPP devices do not support 5G-AKA authentication procedures nor separate NAS connections with the 5GC for each non-3GPP device (e.g. like for AUN3 devices).
- For the case of non-3GPP device(s) behind a UE or 5G-RG, how a user identifier and any associated credentials are provisioned in a non-3GPP device, UE, or application is assumed not in scope of this study (e.g. the credentials need to be provisioned in the non-3GPP device by an operator, human user, or a 3rd party).
*************** End of the change ****************

