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1. Overall description
Yes, SAGE can change the integrity algorithm of 256-NIA3 / 256-NCA3 to Mac5G.
In general, one should strive for a diversity in algorithm, but in this case, there are security proofs of the GMAC construction [1], [2] (on which Mac5G is based). Hence, SAGE believes that the improved speed in the integrity calculations together with a simplified implementation when using the same Mac5G for all three core algorithm is superior from a system point of view. 
SA3 can expect an updated set of specification for the 256-bit air interface algorithms within a couple of weeks.
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