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1	Overall description
SA3 is currently studying data exposure and dynamic policy enforcement aspects of Zero Trust Security Architecture. This study is ongoing as FS_eZTS work item, and the details can be found in TR 33.794. As part of this study, for different security use cases, different security data to be collected from various network entities and for different use cases are getting discussed. SA3 will define the relevant data which should be exposed for different use cases. However, we understand that SA5 needs to work on the management aspects of the security data. Security data collected for continuous security monitoring and evaluation could be in the form of counters, KPIs, logs, alarms, etc. 
SA3 requests SA5 to kindly take note of this study and provide comments or questions if any.
2	Actions
To:          SA5 
ACTION: SA3 kindly requests SA5 to provide feedback. 

3	Dates of next TSG SA WG 3 meetings
SA3#116               20th May – 24th May 2024 	Jeju, Korea
SA3#117               19th Aug – 23rd Aug 2024 	Maastricht, Netherlands
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