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1	Decision/action requested
[bookmark: _GoBack]Approve to include the PCR for the TR 33.700-32
2	References

3	Rationale
The contribution proposes a new key issue for this study.   
4	Detailed proposal
pCR
***  BEGINNING OF 1st CHANGES  ***
[bookmark: scope][bookmark: _Toc116922483][bookmark: _Toc107826365][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]5.X	Key issue #X: User privacy protection
5.X.1	Key issue details 
In the TR 23.700-32 [2], a key issue has been included to support identifying the human user of a UE's 3GPP subscription when the human user access services via the 5G system using a user identifier. In addtion the User Identity Profile are also expected to be exposed to the 5G system. In SA3, the user privacy protection due to the potential exposure of the user identifier and the user identity profile should be studied to prevent leaking of the human user information or prevent tracking of the human user, during the new procedures introduced in the present document or in the TR 23.700-32 [2]. 
5.X.2	Threats
If the user identifier or user identity profile is not properly protected, it may cause leakage of user information and invasion of user privacy through the 5G system. 
5.X.3	Potential security requirements 
The 5G system shall provide mechanisms to provide privacy protection to the user ID and user identity profile. 
	***	END OF 1st CHANGES	***
