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1	Decision/action requested
Approve to include the PCR for the TR 33.700-32
[bookmark: _GoBack]2	References

3	Rationale
The contribution proposes a new key issue for this study.   
4	Detailed proposal
pCR
***  BEGINNING OF 1st CHANGES ***
[bookmark: scope][bookmark: _Toc116922483][bookmark: _Toc107826365][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]5.X	Key issue #X: User authentication and authorization
5.X.1	Key issue details 
In the TR 23.700-32 [2], a key issue has been included on how users are authenticated and authorized, how the network restricts the usage of user identifiers, and how user identifiers and associated attributes, e.g. security credentials, specific etc are managed in the 5GC. It is also stated that the authentication and authorization methods are in the remit of SA3. The objective of this key issue is to study user authentication and authorization methods that are able to fulfil the requirements in the use cases and user restriction/authorization defined in TR 23.700-32 [2]. 
5.X.2	Threats
If a user is not authenticated or authorized by the 5G system, an attacker may masquerade as an authorized user and consume resources of a legitimate user illegally through the 3GPP system. 
5.X.3	Potential security requirements 
The users sharing one UE shall be authenticated and authorized by the 3GPP system.
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