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1
Decision/action requested

Approve the pCR on new key issue on privacy of VFL data and feature alignment.
2
References

3

Rationale

This contribution proposes a new key issue on privacy of VFL data and feature alignment.
4
Detailed proposals
Start of Change  

5.X
Key issue #X: Privacy of VFL data and feature alignment
5.X.1
Key issue details

Vertical federated learning (VFL) allows the cooperation of multiple NWDAF(s) and/or AF(s) to cooperate to train models locally where no raw data need to be exchanged. 

Specifically, the datasets used for each local model must share identical samples while retaining different features. Consequently, a VFL data and feature alignment procedure needs to be developed. 
This procedure may involve the exchange of information that can identify the sample, which is sensitive and could potentially compromise the privacy of UEs.
5.X.2
Security threats
The exchange of sample ID may compromise the privacy of the UE among NWDAF (s) and/or AF (s). 
5.X.3
Potential security requirements

5GS shall support privacy protection on VFL data and feature alignment procedure.
Editor’s Note: The terms can be updated based on SA2’s progress.
End of Change 
